1° tp-link

EMS User Guide

GPON OLT P1200-08

Version: V1.0



COPYRIGHT & TRADEMARKS

Specifications are subject to change without notice. 'Io tp-fink is a registered trademark of
TP-Link Technologies Co., Ltd. Other brands and product names are trademarks or registered
trademarks of their respective holders.

No part of the specifications may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from TP-Link
Technologies Co., Ltd. Copyright © 2017 TP-Link Technologies Co., Ltd. All rights reserved.

http://www.tp-link.com



http://www.tp-link.com/

About This Manual

This manual is applicable to TP-Link GPON OLT products, The contents of this document
include TP-Link PON Element Management System (hereinafter refer to as “EMS”) software

installation and operation guidelines. Users should learn this document first when beginning to
operate GPON OLT device.
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1 Software Introduction

1.1 Software Information
The EMS software is a C/S architecture integrated device management platform, which is
designed based on SNMP protocol.
The EMS need following operational environment:
OS: Windows XP/2000/Vista/7/8/10
Hardware: at least 2.4GHz CPU, 512M memory
Software: JAVA 1.5, MySQL 5.0

1.2 Functional Features

The EMS software has following main features:

» Based on standard SNMP protocol

» Support multi-user access, C/S structure

» Support centralization management of TP-Link GPON serial products

» Support discovering topology automatically, TreeView, modifying topology manually
» Support all functional configuration

» Support division of management rights

» Support real-time alarm and historic alarm log query

» Support perfect log management

» Use single database and Support database backup and import functions
» Support real-time performance collection and port traffic statistics.

» Use third-party open database platform

2 The EMS Software Installation

The EMS install file has integrated the database software by default, so as long as the EMS is
installed, the corresponding database software is also installed simultaneously. if your computer
has installed the database software already, you don’t need to uninstall it, it will not disturb the
EMS software installation.

It's easy to install the EMS, just need to click ‘Next Step’, and you will finish it.

When you finish the installation of the EMS, you will find two Shortcuts in the installation directory

or desktop for server and



EMS Server Shortcuts

EMS Client Shortcuts
EMS Client
TP-Link

PON EMS
Client

client

Note: When the EMS installation finished successfully, you can start it directly.

3 The EMS Start-Up

The architecture of EMS is C/S (Server and Client), Server and Client. You should start Server
program before start Client program.

3.1 EMS Server Start-Up

Run the TP-Link PON EMS Server (hereinafter refer to as “EMS Server”) program, we will find

[ -]
| )]
icon .-"in the system tray after the Server runs successfully

\Note: EMS Server start-up time is no longer than 30 seconds. If the program runs more than 30
seconds, it means the program doesn’t start properly.

3.2 EMS Client Start-Up

Run the TP-Link PON EMS Client (hereinafter refer to as “EMS Client”) program after the EMS
Server program starts. The EMS Client and EMS Server can be run on the same computer or two
independent computers with reliable intercommunication.

Note: To ensure operational performance of software, it is recommended that the EMS Server and
EMS Client be installed on the same computer or different computers in the same LAN.

After the EMS Client starts successfully, the login page will appears as follows:

Login >

User name: |adrnin |

Passward:  |eees |
Language
) E R ® English
Advances== Ok Cancel

3.3 Login EMS

If the EMS Server and EMS Client are installed on the same computer, enter the user name and
password and login directly. If the Server and Client are installed on different computers, you must
click the ‘Advance’ and configure, page appears as follows:
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Lagin *

.. Username: |admin |

Password:  |sess |
Language
AR @ English
Advance== Ok Cancel

Connection deploy
Poll Server:  [127.0.0.1 | Port: 2288

Timeout(Sec): |5 |

Configurations are as follows: change poll server’s IP to the server’s IP which EMS server runs on,
port and Timeout Keep the default.

Note: The default user is "admin", password is "1234"for client to login.

After login the EMS Client successfully, you will see the main page. The typical page appears as
follows:

uuuuu

At this point, The EMS Server and EMS Client programs have been started successfully.

4 EMS Software Framework Introduction

4.1 Main Window Introduction

After login successfully, system will enter main window management page.



Device list window

topology tool bar }

x

. /rTopology window j

oNU-E .

f real-time alarm
\ operation log window

As shown above, the EMS Client main window is divided into the following sections:

Main menu:

Main menu contains System, Alarm, Configure, Performance and Help parts. Their main features
are as follows:

» Main Menu

Including System Configuration, MIB Browser, Database Maintenance and User Manage, etc.
» Alarm Menu

Alarm Query, Configure Trap Rule and System Log are within this menu.

» Configuration Menu

Top-tree update, device add/delete, device configuration, map update and device upgrade
features are located in this menu.

» Performance Menu

Including performance monitor and alarm threshold configuration.
» Help menu

Change software skin, language and about information.

Device list window:

The device list window shows all the devices under management currently. The device list can
directly observe whether the device is online, whether there is an alarm. You can enter into the
management window of the device by double click the device.

The OLT device has 5 level management object in the device list window, the machine box,
exchange control module, PON module, PON port and ONU level.

Topology window:

Windows of topology is the main display area of the EMS software, according to the management
device, user can move device to right position on regional background map for visual management.
Double click the device object on the topology diagram, you can enter the device management
window to perform various operations on the device.

The administrator can add or modify the passive network part of the topology diagram manually,
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such as the optical splitters in PON network, to make the topology same to the actual network
layout.

Real-time alarm and Operational log:

The real-time alarm window shows the abnormal alarm information of the current management
device, such as alarm object, alarm time, alarm content, etc.

The operation log window records all the operations of the EMS, so it's convenient to trace who
has operated it.

4.2 Device Management Window

For device management, EMS is mainly through the corresponding device management window
to operate. Through the Configuration menu or double click the device icons located on Top-tree or
topology map, manager can open the device management windows. Following are several typical
examples:

(2% G 0 0 o o [ 60 84 6o Y bo 808 b HH v H

System Management Window PON Card Management

1m0

Switch and Control Card Window ONU management window

5 Add and Delete Management Object
5.1 Add and Delete Location

For convenience of managing numerous devices, divide them in different regions according to



their deployed locations is normally needed. According to following steps to divide management

regions:

1) Add a Location node on the Top-tree list. Showing as follows:

<7 Element Management System

System  Alarm | Config | Performance Help

L# & E Pon Module

/

Add Location
shortcut

£ Top Tree Add
a4 Modify

SR 3¢ Delete

b //r
Add Location menu

¥ o Add Locatior |

B : £y
b A¥add Location|—

Change Map
pload Map
Device Upgrade

—

As above figure, through ‘Add Location’ menu or its shortcut, open add location operate
window, as following:

Operation steps:

Add Location X
Parent Node: ITopTree Ivl
Location: | |
Map: | | - I

OK J | Cancel ‘

i. Select the parent node for new added node;

ii. Input the name of new node;

iii. Select map for the new location node (The map should be upload first), when select this
node on top-tree, the topology area will apply this map;

2) Location node delete

<7 Element Management System

System  Alarm  Config Performance Help

@ & % |F |a

= @B Top Tree
o S GPON

s, 5 2 Modify

. § Delete

Chaagement

As above figure, right click the selected location node and delete it.
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5.2 Add and Delete Device

Note: Before using EMS to manage an EPON device, you need to login OLT system to enable
SNMP functions and to configure the read-write community. The read the community is public, and
write community is private by default.

Configuration and view commands are as follows: (see CLI user Manual for more relevant
configuration view commands).

OLT(config)# snmp-agent enable

oLT(config)# snmp-agent community read public

OLT(config)# snmp-agent community write private

oLT(config)# show snmp-agent status
Snmp agent status: Enable

OLT(config)# show snmp-agent community

community-Name VACM-Name View-Name
public default all
private default all

oLT(config)# |j

Next, you need to add the device to the EMS manually, and the operation of adding a GPON OLT
device is as follows.

1) Add OLT

Element Management System

System  Alarm | Config | Performance Help

@ ﬂ ﬁ GPON b

D Tree Add b (4 Add Location
2 Modify 3, Add Device

Add Device shortcut

=
¥ Delete Add Demdd Device menu

Change Map
LUpload Map

Device Upgrade

As above figure, through ‘Add Device’ sub-menu or its shortcut to open the device add window
and add device.



Add Device =

Location: |Tnp Tree |v|

Device Type: |F'12EIEI—1E |~r|

Device Mame: |

IP: |

Read community:

Write community:

Poll Interval(Sec.): E

Snmp set Timeout(Sec): |5

Snmp get Timeout(Sec): |5

Ok Zancel

As above figure, the new added device need configure following parameters:
» Location

Select the location node where the added device should be located.

» Device Type

Select the device type for the new added device. The EMS can manage all TP-Link GPON OLT
products. So, it is needed to select correct device type. Select P1200-08 for TP-Link 8-port GPON
OLT device.

> Device Alias

In order to recognize the managed device easily, a suitable alias is normally needed instead of IP
Address or MAC Address. This device alias will be displayed in the device list area.

> |P Address

Input the management IP Address of the new added element device, which can be in-band or
out-band IP Address.

» Read and Write Community

EMS software is designed based on SNMP protocol to communicate with managed devices. Read
and write community is used by SNMP protocol as access password. Community value inputted
here should be the same with which configured in managed device, such EMS can communicate
with the managed device successfully.

» Polling Interval and SNMP Read and Write Timeout Value

EMS software will poll the managed device periodically with a configured time interval. Normally,
the poll interval can use the default value. SNMP read and write timeout values are the longest
wait time for EMS to wait response from managed device. Usually, the default value is suitable.
Manager can also revise these values according to the real network performance situation.

When the above parameters are configured, click OK button to finish the device add operation.
When success, the new added device’s icon will appear in the device list and topology area.
Showing as following figure:



Element Management System

System  Alarm  Config Performance Help

@& (= |E] &
= @8 Top Tree 1 am

] p—— GPON o
<. Switch Control Ca
<. Pon Module

Newly added device icon

Tﬂa on the topology diagram

2) Delete OLT

Obsolete or unwanted device in device list can be deleted from EMS. Right click on the selected
device icon and select Delete option to delete a device.

Note:
i. Deleted device can’t be restored and need to be added when need.
ii. All the information of the deleted device will also be removed from EMS.

iii. None any configurations on the deleted device itself will be changed.

6 GPON OLT Management

OLT device mainly consists of OLT chassis, Switch and Control module, PON Card module and
ONU Device management module. The following sections describe the management of EMS
software for these parts.

6.1 OLT Chassis Management

Double click the OLT chassis icon to open the chassis management window. Typically as following
figure:



Device Information *

SRS R e MGMT
System Basic Information
System Description description System OID 1.3.6.1.4.1.8072.3.210
1 Running Times 1 day, 1 hours, 59 minutes, 57 seconds. ContactWay contact I
ﬁ System Name name Location location E

OLT chassis management includes following several parts.
Front Panel

The equipment panel parts display the power supply of the device and the status of each port
indicator light in real time. The meaning of the indicator is subject to the panel label.

When EMS can’t connect with the OLT this window will change to gray color.
Basic Information

This section shows the system description, system OID, running time, contact information, system
name, location and other basic information. Click ‘Refresh’ button can refresh the above
information.

6.2 Control Card Management

Double click 'Switch Control Card' icon in device list to open the 'Control Card Management'
window. Typical as following figure:
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Cantrol Card Management

b 13 14 15 1e Console —
GE13

RET
s AR DS e o MGMT

4

System Info

oL Devee [EEGINII]

System Status SerialNumber DA11-1708000005 vendorName GPON OLT
Management Config

Device Upgrade Management
SwitchCard Altribute HardwareVersion V1.1 SoftwareVersion 2.1.3
SwitchCardTrunkGroupConfig

OLT DeviceType GPON BoardCard Name GPON OLT

systemTime 2000/1/2 02:00:42 RunningTimes 1 day, 2 hours, 0 minutes, 33 seconds.

SwitchCard Mirror Frame Info
MacAddress Management PonPaort Mum 8 SniPort Num 18
SniBroadcastStormSuppressi
= Port VLAN Manegement Fan SlotNumbers 1 Fan OperationStatus up E
Wlan List

Power Slot Numbers 1 E
Port VLAN Config

Port VLAN Translation
QinQ Config

= STP Management
Stp Global Set
Stp Port Set

= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL

Qos Global Config

L=l

Refresh | | Set | ‘SaveCunﬂg| | Reboot

Following management features are contained on this window:

view or set device basic information;

view or set the IP address, the trap address, SNMP management parameters, etc;
upgrade OLT device’s firmware;

view and set the uplink ports, such as the admin status of port, and the port rate;
Swap TRUNK functionality (link aggregation) configuration;

MAC address table management;

Uplink ports storm suppression management;

OLT port VLAN configuration management;

OLT IGMP configuration;

OLT STP configuration;

ACL management configuration;

AN N N N N N Y N N N NN

QoS configuration;

Following sections in this part introduce the management features contained in the control card
management window.

6.2.1 View System Status

Double click the 'Switch Control Card' icon on the left side of the main page to open the 'Control
Card Management' window and enter the 'System Status' to view the page.
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Cantrol Card Management

oL Devee [EEGINII]

System Status

Management Config

Device Upgrade Management
SwitchCard Altribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= PortVLAN Manegement
Wlan List

Port VLAN Config

6 GEA GE3 GEL2 GELG

System Info
OLT DeviceType GPON

SerialNumber DA11-1708000005

S

s AR DS e o MGMT

BoardCard Name GPON OLT

vendorName GPON OLT

systemTime 2000/1/2 02:00:42

RunningTimes 1 day, 2 hours, 0 minutes, 33 seconds.

HardwareVersion V1.1
Frame Info

PonPort Num 8
Fan SlotNumbers 1

Power Slot Numbers 1

SoftwareVersion 213

SniPort Num 18

Fan OperationStatus up

RS

-

4

L=l

Port VLAN Translation
QinQ Config

= STP Management
Stp Global Set
Stp Port Set

= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL

Qos Global Config

Refresh | | Set | ‘SaveCunﬂg| | Reboot

System info

Display Board card name, serial number, vendor Name, system time, software and hardware
version number, device running time and other information.

Frame info

Display PON port number, GE port number, fan slot numbers, and fan operation status.
Save config

The button of ‘Save Config’ is mainly for saving all configuration of OLT.

Reboot

Click ‘Reboot’ button, and OLT will reboot.

Set

The button of ‘Set’ is used for setting system time.

6.2.2 OLT Management Configuration

Double click the 'Switch Control Card' icon on the left side of the main page to open the 'Control
Card Management' window and enter the 'Management Config' page:
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Cantrol Card Management

b 13 14 15 1e Console —
' GE13

s AR DS e o MGMT

4

System Info

oL Devee [EEGINII]

System Status SerialNumber DA11-1708000005 vendorName GPON OLT
Management Config

OLT DeviceType GPON BoardCard Name GPON OLT

systemTime 20001142 02:00:42 RunningTimes 1 day, 2 hours, 0 minutes, 32 seconds.

Device Upgrade Management

SwitchCard Altribute HardwareVersion V1.1 SoftwareVersion 2.1.3

SwitchCardTrunkGroupConfig

SwitchCard Mirror T

MacAddress Wanagement PonPort Num 8 SniPort Num 18

SniBroadcastStormSuppressi

= Port VLAN Manegement Fan SlotNumbers 1 Fan OperationStatus up E
Wlan List

Power Slot Numbers 1 E
Port VLAN Config

Port VLAN Translation
QinQ Config

= STP Management
Stp Global Set
Stp Port Set

= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL

Qos Global Config

L=l

Refresh | | Set | ‘SaveCunﬂg| | Reboot

System info
View inband IP address, outband IP address, subnet mask, gateway, inband VLAN.
Instructions:

1) Inband management comes from uplink port and needs to add management VLAN for uplink
port.

2) Outband management comes from MGMT port and needs to add IP for MGMT port.

3) Normally, modify the IP of management and device parameters, EMS will lose connection with
device, user need to modify management IP of device in EMS, only in this way, can we
connect device again.

Trap address

Alarm receiving address is the destination IP address which alarm information sent to, when the
alarm occur, GPON OLT will sent Data Packet of ‘SNMP TRAP’ to the management PC, usually,
trap address is same to the PC’s IP which start EMS, Users can set four trap addresses mostly.

[Example of trap address configuration]

Example: configure trap information as follows :host name is 1234,Alarm reception address is
192.168.5.135, The alarm portis 162, community is public.
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OLT Device [GPON ﬂ

System Status
Management Config
Device Upgrade Management
SwitchCard Attribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement
Vlan List
Port VLAN Config
Port VLAN Translation
QinQ Config
[=- STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Part ACL
Qos Global Config

System Info
inbandlpAddress 192.168.100.24
inbandlpSubnetMask 2552552550

inbandMacAddress  E0-67-B3-00-CD-7C

inbandlpGateway 0000
Trap Address
Selected |Host Name

outbandlpAddress

Sl Ll

192.168.1.100

outbandlpSubnetMask 255.255.255.0

outbandMacAddress  E0-67-B3-00-CD-7B

MEMT

RST

inbandVlanld E
Trap Address x
Host Mame Community |Operat|nn |
Trap Address
Trap Port 15
Community

6.2.3 Device Upgrade Management

Double click the 'Switch Control Card' icon on the left side of the main page to open the 'Control

Card Management' window and enter the 'Device Upgrade Management' page.

The configuration management interface can upgrade the software of OLT.

Note: before upgrading, you need to ensure that there is an upgrade file. The FTP server need to

connect with OLT.

[Example of device upgrade configuration]

Example: Upgrade firmware via FTP server which IP is 192.168.5.153.
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<7 Contral Card Management

Upgrade Configure

4

FTP Configure

1P [0.000

| File Name |

System Status

Management Config UserNamel

| Password |

Device Upgrade Management
SwitchCard Attribute
SwitchCardTrunkGroupConfig
SwitchCard Wirror
MacAddress Management
SniBroadeastStormSupprassi
Port VLAN Manegement
Wlan List
Port VLAN Config
Paort VLAN Translation
QinQ Config
STP Management
Stp Global Set
Stp Port Set
=1 ACL Management Group
ACL Rule
Current ACL RULE

1zl

Progress

Transfer Status I:D

Apply to Port ACL ‘

Qos Global Config

Refresh

| ‘Duwnluaulu DEV\CE‘ | Upgrade | ‘ Reboot

6.2.4 OLT Uplink Port Attribute Configuration

Double click the 'Switch Control Card' icon on the left side of the main page to open the 'Control
Card Management' window and enter the 'Switch Card Attribute' page.

<7 Control Card Management

4

MGMT
Port Properties
OLT Device |GPON [~]
PortID Admin Status |Operation StatuMedia Type AutoNegotiatio |AutoNegotiatio |PerfStatsOf15 | PerfStatsOf24h |LastStatusCha|MacAddr Learn |Port Iselation E
L} n Status n Mode minuteEnable (ourEnable ngeTime MaxNum nable
System Status GE1 up idown fiber ull-1000 ull-1000 alse alse 9324100 0 alse
Management Config GE2 up ldown fiber ull-1000 U100 alse alse 9334100 o alse
Device Upgrade Management, | | e ue ldown fiber ul-1000 ul-1000 alse alse 9334100 o alse
EWiehCArd AliAbute GE4 i fibi IIl-1000 II-1000 I I 9334100 o I
SwitchCardTrunkGroupConfig P own 1oer ull- ull- slse slse alse
SwitchCard Mirrar GES up down fiber ull-1000 ull-1000 alse alse 9334100 o alse
MacAddress WManagement GE6 up down fiber ull-1000 ull-1000 alse alse 9334100 o alse
SniBroadcastStormSuppressi GET up down fiber ull-1000 ull-1000 alse alse 9334100 o alse
= PortVLAN Manegement GE8 up down fiber ull-1000 ull-1000 alse alse 9334100 o alse
= Wlan List GE9 up idown twistedPair auto-negotiate [auto-negotiate false alse 9324100 o alse
4 Port VLAN Config GE10 up idown twistedPair  |auto-negotiate [auto-negotiate false alse 9334100 ] alse
Port VLAN Transiation GE11 up down fwistedPair auto-negotiate |auto-negotiate false alse 9334100 o alse
QinQ Config GE12 up down twistedPair auto-negotiate |auto-negotiate false alse 9334100 o alse
= STP Management
Stp Global Sat GE13 up down fwistedPair auto-negotiate |auto-negotiate false alse (254000 o alse
Stp Port Set GE14 up down twistedPair auto-negotiate |auto-negotiate false alse 9334100 o alse
£ ACL Management Group GE15 up down [wistedPair jauto-negotiate [auto-negotiate false alse 9324100 o alse
ACL Rule GE16 up down twistedPair auto-negotiate |auto-negotiate false alse 9334100 o alse
Current ACL RULE IXGE1 up down fiber ull-10000 ull-10000 alse alse 9334100 o alse
Apply to Port ACL XGE2 up idown finer ull-10000 ull-10000 alse alse 9334100 ] alse
Qos Global Config

The ‘Switch Card Attribute’ management page is mainly used to configure and view the attribute

parameters of OLT 's uplink port (GE photoelectric port and 10GE uplink port). The parameters are

described as follows:

» Admin Status

Set the uplink port state to enable or disable. When the port is set to 'Up’, the port is opened and
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when the port is set to 'Down’, the port is closed, 'testing' status is not available currently.
» Operation Status

Displays the current link state of the uplink port, when the uplink port connects with the end
devices, the operation state is displayed as 'Up '; when the uplink port does not connect with any
end devices, the operation state is displayed as 'Down ', and the running state only shows but
can’t be configured.

» Media Type

Show the media type of the uplink port, the default interface of GE1-GES8 is the optical interface,
and the media type is shown as 'Fiber'. the default interface of GE9-GE16 is the electrical
interface, and the media type is shown as 'Twisted Pair '; XGE1 and XGE2 are uplink port of
10GE.

» Auto Negotiation Status

Display the uplink port rate and duplex mode, 1000M full duplex, 100M full duplex, 10M full duplex
and auto negotiation status.

Auto Negotiation Mode

Configure the uplink port rate and duplex mode, 1000M full duplex, 100M full duplex, 10M full
duplex and auto negotiation mode.

» PerfStats Of 15 minute Enable

Configure PerfStats Of 15 minute Enable of uplink port, ’False’ means stop performance statistics
of every fifteen minutes on uplink port. *True’ means start performance statistics of Every fifteen
minutes on uplink port.

» PerfStats Of 24 hour Enable

Configure PerfStats Of 24 hours Enable of uplink port, ‘False’ means stop performance statistics
of every 24 hours on uplink port. ‘True’ means start performance statistics of every 24 hours on
uplink port.

» Last Status Change time

Show the change cycle of performance statistics time, and the time of performance statistics
changes every 300ms.

» Mac Addr Learn Max Num

Limit the number of MAC addresses (0-8092) that are permitted to pass by the uplink port, set to
'0' means no limit, set to '1-8092' to limit the number of MAC addresses which permitted to pass by
the uplink port.

> Port Isolation Enable

Set up data isolation or not between one uplink port and others. ‘False’ means uplink port can
access to each other. ‘True’ means uplink port can't access to the other uplink port.

6.2.5 OLT trunk(LACP) Configuration

The device supports the link aggregation protocol LACP which conforms to the IEEE802.3 ad
standard. The LACP protocol is used to bundle multiple uplink ports together to form a single
logical connection to increase the bandwidth of the link and realize backup functions of uplink port,
which means when a port is broken, other ports can still communicate.

Double click the 'Switch Control Card' icon on the left side of the main interface to open the
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'‘Control Card Management' window and enter the 'Switch Card Trunk Group Config' page.

Control Card Management X
b el
SR T (T =
Trunk Group Config
OLT Device T
runkGroup ID |TrunkGroup Member TrunkGroup Name TrunkGroup Policy Operation Status Actual Speed Admin Status
1 lag1 srchac down o up
System Status 2 lag2 srcMac down ] up
Man.agemem(:uﬂﬁg 3 lag3 srchac down o up
DEYICE Upgrad? Management 4 lag4 srcMac down ] up
SwitchCard Attribute
@ 5 lags srchlac down o up
SwitchCard Mirror 6 lagh srchlac down o up
MacAddress Management 7 lag7 srchac down o up
SniBroadcastStormSuppressi 3 lags srcMac down ] up
“|& Port VLAN Manegement ] lagLe srchac down o up i
E Wian List 10 lagL10 srcMac down o up E
A Port VLAN Config ) 11 lagL11 srchac down 0 up
Port VLAN Translation 12 lagL12 srcMac down ] up
QinQ Config 13 lagL13 srchac down o up
= STP Management
Stp Global Set 14 lagL14 srcMac down ] up
Stp Port Set 15 lagL15 srchac down o up
= ACL Management Group 16 lagL16 srcMac down ] up
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config
Refresh | ‘ Set | | Config (configure trunk group member port)y

The features of OLT LACP are as follows:

» Link aggregation function is mainly applied to all uplink port;
» The default aggregation group is 16;

» All port can be added to a aggregation group;

>

Support several equalization algorithms based on the source and destination MAC address,
source and destination IP address;

» Each port can be assigned to only one aggregation group and cannot be assigned to multiple
aggregation groups at the same time.

LACP Function parameter on EMS are as follows:
Trunk Group ID

Show number of link aggregation groups available by default on OLT, default number is 1-16, link
aggregation groups can’t be added, only can be modified and configured.

Trunk Group Member

Show which uplink port members are already in the link aggregation group.
Trunk Group Name

Name of the link aggregation group.

Trunk Group Policy

Select a strategy of link aggregation negotiation, which can be negotiated in several ways, such as
the source and destination MAC address, source, and destination IP address.

Operation Status

Show the configuration state of the link aggregation group, the 'Up' indicates that the configured
link aggregation group is successful and has taken effect, 'Down' indicates that the configured link
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aggregation group is unsuccessful and hasn’t taken effect.
Actual Speed

Shows the current negotiation rate of the link aggregation group.
Admin Status

Configure the management status of the link aggregation group, 'Up' to enable the link
aggregation group and '‘Down’' to disable the link aggregation group.

[Example of link aggregation configuration]

Example: Add GE1 and GES3 to link aggregation group 1, named 1234, with source MAC and
destination MAC negotiation.

o -
RST
G et MGMT =]
Trunk Group Config
OLT Device |GPON [~]
TrunkGroup 1D |TrunkGroup Member TrunkGroup Name  |TrunkGroup Policy Operation Status Actual 8peed Admin Status
1 lag1 srchlac down o up
System Status > - T 0 up
Management Config Config SniTrunk Group Member x
| 3 down o up
Device Upgrade Management B 3 b
SwitchCard Altribute TrunkID [1 [+] FHm i
SwitchCardTrunkGroupConfig 5 down o uP
SwitchCard Mirror 6 LErer o down 0 lup
MacAddress Management 7 down 0 up
SniBroadcastStormSuppressi{ || (8 [JGE1 [JGE2 []JGE3 []GE4 []GE5 []GE6 down o up
~| = Port VLAN Manegement 9 down o up P
4 Wian List 10 [1GE7 []GES []GE9 [|GE10 []GE11 []GE12 down 0 up E
'i Port VLAN Config ! " b 0 up
ZGHQVEAN:'Q”S'Q"D" 12 [JGE13 [JGE14 [JGE15 [JGE16 [JXGE1 [JXGE2 | [ [down o up
inQ Config
= STP Management & S o ald
Stp Global Set [ down L P
Stp Port Set 15 down o up
16 i o
= ACL Management Group oK own up
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config
Refresh | ‘ Set | ‘ Config (configure trunk group member porty

6.2.6 OLT Port Mirror Configuration

Port mirror function is used to copy the packets of Source port to other port (destination port), the
user can monitor the packets which copy to the destination port to monitor network and debug. All
uplink port and PON port can be set to source or destination ports.

Double click the 'Switch Control Card' icon on the left side of the main page to open the 'Control
Card Management' window and enter the 'Switch Card Mirror' page.
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Cantrol Card Management

13 14 15 1e Console —

RET

s AR DS e o MGMT

4

ot e SRR | | Souree Por

Ingress Direct

System Status [Jaet [Jge2 [Jae3 [Jged [Joe5 [Joge6 [Jage? [Jge8 [Jge9 [Jgeld [Jage11 [Jgei2 [Jgel3
Management Config
Device Upgrade Management [Jget4 [Jge15 [Jge16 [Jxgel [Ixge2 [Jpon1 [Jpon2 [Jpon3 [Jpond [Jpon5 []pon6 []pon? []pond

SwitchCard Altribute

Egress Direct
SwitchCardTrunkGroupConfig g

SwitchCard Mirrar [Joger [Jge2 [Joge3 [Joe4 [Joe5 [Joge6 [Jge7 [Jge8 [Jge9 [Jgel0 [Jgel1 [Jge12 [Jgel3
MacAddress Management
SniBroadcastStormSuppressi [Jget4 [Jge15 [Jagels [Ixgel [Jxge2 [Jpon1 [Jpon2 [Jpon3 [Jpond [Jpon5 []poné []pon? []pong

= Port VLAN Manegement F

Wlan List E
Port VLAN Config Destination Port E

Port VLAN Translation [Jaet [Jge2 [Joe3 [Joed [Joe5 [Joe6 [Joe? [Jae8 []ged
QinQ Config
= STP Management [Jge10 [Jgel1 [Jge12 [Jgeld [Jgel4 [Joel5 [Jgeld []xgel []xge2
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

L=l

Refresh ‘ ‘ Set ‘ | Clear

Source port

Specify the source port that needs to be captured and analyzed. User should know the concepts of
‘Ingress Direct' and 'Egress Direct’ first:

‘Egress Direct' means the direction of the packets leave the port; ‘Ingress Direct’ means the
direction the packets enter the port.

When only one direction is checked, OLT will copy packets of one direction to the destination port.
When both directions are selected, all packets are mirrored to the destination port.

Destination port
The port that receives packets of the source port.
The configuration of the ports is as follows:

1) select the source port. All ports can be selected as the source port, each port has ‘Ingress
Direct’ and 'Egress Direct'.

2) specify the destination port. You can specify one of the ports as the destination port, and all
source port packets will be forwarded to the specified destination port.

[Example of port mirror configuration]

Example: check ge2 in the 'Ingress Direct' and 'Egress Direct' and select ge8 in 'Destination
port' then click 'Set' button. All traffic of ge2 are mirrored to ge8 port.
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<7 Control Card Management

F8 GE4 GES GELZ

4

Ingress Direct

System Status [Jaet [Jge2 [Jae3 [Jged [Joe5 [Joge6 [Jage? [Jge8 [Jge9 [Jgeld [Jage11 [Jgei2 [Jgel3
Management Config
Device Upgrade Management [Jget4 [Jge15 [Jge16 [Jxgel [Ixge2 [Jpon1 [Jpon2 [Jpon3 [Jpond [Jpon5 []pon6 []pon? []pond

SwitchCard Altribute

SwitchCardTrunkGroupConfig
SwitchCard Mirrar [Joger [Jge2 [Joge3 [Joe4 [Joe5 [Joge6 [Jge7 [Jge8 [Jge9 [Jgel0 [Jgel1 [Jge12 [Jgel3
MacAddress Management
SniBroadcastStormSuppressi [Jget4 [Jge15 [Jagels [Ixgel [Jxge2 [Jpon1 [Jpon2 [Jpon3 [Jpond [Jpon5 []poné []pon? []pong

Port VLAN Manegement F

Wlan List -
Port VLAN Config Destination Port |

Port VLAN Translation [Jget [Jae2 [Jge3 [Joed [Jge5 [Joge6b [Jge? [Jge8 []ged
QinQ Config

= STP Management [Jge10 [Jgel1 [Jge12 [Jgeld [Jgel4 [Joel5 [Jgeld []xgel []xge2
Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

Egress Direct

i

L=l

o

Refresh ‘ ‘ Set ‘ | Clear

6.2.7 OLT MAC Address Management

Double click the 'Switch Control Card' icon on the left side of the main page to open the 'Control
Card Management' window and enter the 'Mac Address Management' page.

<7 Control Card Management x

GEL1 GEIS

GEY GES GELZ GE1§

OLT Device [GPON =
h MacAddress AgingTime(s]| 300'3‘ Set MacAddress C\ear|none ‘vH =23 ‘

System Status MacAddress List
Management Config
Device Upgrade Management
SwitchCard Altribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
WacAddress Management
SniBroadcastStormSuppressi
Port VLAN Manegement il
Wlan List £
Port VLAN Config ]
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

MacAddress [vianiD |Macaddr Type |Portin \
E0-67-B3-00-CD-7C J100 |static cpu |

i

L=l

o

Refiesh | [ agd | [ Delete

MAC Address Management

MAC address management window is used to configure OLT’s mac address aging time and clear
MAC address, view the MAC address information which OLT has learnt, including MAC address,
VLAN ID, type of MAC address, port ID, parameters are as follows:

» Mac address aging time
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Set OLT's MAC address aging time. The MAC address that OLT learned will be cleaned
automatically after this time.

» Mac address clear

Choose a type of mac address in ‘Mac Address Clear’ then click the ‘Set’ button, the MAC
address of the specified type will be cleaned.

» Mac Address List

The MAC address list mainly displays the MAC address that have learned by OLT, including the
VLAN of the MAC address, the type and the port where the MAC address is learnt. The
parameters we can view or configured in the MAC address list are as follows:

e Mac Address
Specified mac address, format as: XX-XX-XX-XX-XX-XX OF XX:XX:XX:XX:XX:XX.
e VLANID

Display the vlan of mac address which from uplink port or pon port and the the vian which
we set for static mac address.

e Mac Addr Type
There are three options, static, blackhole, and dynamic.

Static represents a static MAC address. When the source MAC address of the packet
matches this static MAC address, it will be forwarded. The static MAC address will not
be cleaned after the aging time.

Blackhole represents the black hole of the MAC address. If the source MAC address
of the message is matched with this MAC address, it is discarded and not allowed to
be circulated.

Dynamic represents a MAC address automatically learnt by OLT, it will be cleaned
after the aging time.

e PortID
Show the port which MAC address learned from.

Click the ‘Add’ button to bring up a window of ‘Add MAC’. We can add a static MAC address to
the MAC address table.

1 Add Mac >
Part GE1 -
VLAN ID | 1=
Mac Type static -

MacAddress | |

OK cancel

After finishing configuration, click ‘Confirm’ button, at the same time, MAC address list will show
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this new added mac-address entry.

‘Delete’ button: Choose a specified mac-address entry in MAC address list, clicking ‘Delete’
button can delete this entry.

s AR DS e o MGMT ?

MacAddress Management

SAIEELES MacAddress AgingTime(S)| 300'3“ Set JEEEE C\ear|nnne " H il ‘

System Status MacAddress List
Management Config MacAddress [vian D [macadar Type |Port i ‘

Device Upgrade Management E0-67-B3-00.CD7C |1UU |stal\c ICD" ‘
SwitchCard Atribute

SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement
Vian List Prompt X
Port VLAN Config
Port VLAN Translation @ Clear successfully! ;E0-67-B3-00-CD-7C
QinQ Config
STP Management FEE
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

LE1L

o

Refiesh | [ 2ad | | Delete

Click ‘Refresh’ button to update MAC address list.

6.2.8 Uplink Port Broadcast Storm Suppression Configuration

Storm suppression function is used to let the uplink port suppress the unicast storms, multicast
storms and broadcast storms to prevent these storms from adversely impacting the network
performance.

Double click the 'Switch Control Card' icon on the left side of the main page, open the 'Control
Card Management' window, enter the 'SNI Broadcast Storm Suppression’ management page
configuration.
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Cantrol Card Management

-
b 13 14 15 1e Console —
GE13
RST
G et MGMT =]
SNI BroadCast Storm Suppression
OLT Device |GPON [~]
PortID Unicast Storm Enable UnicastStorm InPacket Ra MulticastStormEnable MulticastStorm InPacket R|Broadcast Storm Enable  (BroadcastStorm InPacket
te(pps) ate(pps) Rate(pps)
System Slatus GE1 alse o alse 0 alse o
Management Config GE2 alse o alse 0 alse 0
DE!\.IICE! Upgradg Management GE3 alse 0 alse 0 alse o
SwitchCard Altribute = | o | 5 | b
SwitchCardTrunkGroupConfig alse slse alse
SwitchCard Mirror £ alse o alse g alse o
MacAddress Management GE6 alse o alse 0 alse o
L EmBroad:aststormsuppressw GET alse o alse 0 alse o L
7| = Port VLAN Manegement GE8 alse 0 alse 0 alse 0 §
= Vian List GE9 alse o alse 0 alse o E
4 Port VLAN Config GE10 alse o alse o alse o
Port VLAN Translation GE11 alse 0 alse o alse o
QinQ Config GE12 alse 0 alse 0 alse o
= STP Management ==z | 0 | 5 i b
Stp Global Sat alse else ase
Stp Port Set GE14 alse 0 alse 0 alse 0
£ ACL Management Group GE15 alse o alse 0 alse o
ACL Rule GE16 alse o alse 0 alse 0
Current ACL RULE XGE1 alse o alse 0 alse o
Apply to Port ACL XGE2 alse o alse 0 alse 0
Qos Global Config

v" Unicast / multicast / broadcast storm suppression enabled

When “True’ is selected, the unicast / multicast / broadcast storm suppression function of the port
is enabled.

When ‘False’ is selected, the unicast / multicast / broadcast storm suppression function of the port
is disabled.

v" Unicast / multicast / broadcast inpacket rate

This parameter is used to configure the packet rate limitation, when the
unicast/multicast/broadcast packet rate is higher than the limitation, the storm suppression
function will be enabled, and the corresponding traffic will be suppressed. The limitation value
should be between 1-1488100 pps.

[Example of storm suppression configuration]

Example: The unicast storm suppression function is set to True and the unicast inpacket rate is
5000 pps. The multicast storm suppression function is set to True and the multicast inpacket rate
to 5000 pps. The broadcast storm suppression function is set to True and the broadcast inpacket
rate to 5000 pps. Click 'Set' button after the configuration, a prompt window will pop up and click
the 'OK' button to complete the configuration.
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Cantrol Card Management

b el
=]
SNI BroadCast Storm Suppression
OLT Device =
ort 1D Unicast Storm Enable UnicastStorm InPacket Ra MulticastStormEnable MulticastStorm InPacket R|Broadcast Storm Enable  (BroadcastStorm InPacket
te(pps) ate(pps) Rate(pps)
System Slatus GE1 alse o alse 0 alse o
Management Config GE2 alse o alse 0 alse 0
De\fice Upgradg Management GE3 alse 0 alse 0 alse o
SwitchCard Altribute = e o s 5 es b
SwitchCardTrunkGroupConfig
SwitchCard Mirror £ alse o alse g alse o
MacAddress Management GE6 alse o alse 0 alse o
m GET alse o alse 0 alse o
= Port VLAN Manegement GE8 alse 0 alse 0 alse 0 F
= Vian List GE9 alse o alse 0 alse o E
of Port VLAN Config GE10 alse 0 alse 0 alse o il
Port VLAN Translation GE11 alse 0 alse o alse o
QinQ Config GE12 alse 0 alse 0 alse o
= STP Management
Stp Global Sat GE13 alse o alse 0 alse o
Stp Port Set GE14 alse 0 alse 0 alse 0
£ ACL Management Group GE15 alse o alse 0 alse o
ACL Rule GE16 alse o alse 0 alse 0
Current ACL RULE XGE1 alse o alse 0 alse o
Apply to Port ACL XGE2 alse o alse 0 alse 0
Qos Global Config

6.2.9 OLT Port VLAN Management

VLAN (Virtual Local Area Network), is a kind of technology that logically divided the LAN into
multiple segments based on user demand (functions, departments or applications, etc.) without
considering the physical location of the virtual network. VLAN technology allows a network
administrator to divide a physical network into different logical segments (VLAN), each containing
a set of devices with the same requirements.

The advantage of VLAN technology is that the traffic within a VLAN will not be forwarded to other
VLANS, thus helping to control network traffic, simplify network management and improve network
security.

The VLAN configuration of the GPON system is divided into the VLAN configuration of the OLT
and the VLAN configuration of the ONU part. The VLAN management of the ‘Switch Control
Card’ section refers to the VLAN configuration of the OLT part.

The VLAN function of the OLT part of the TP-Link GPON system is as follows:

v' Support Port-based VLAN and IEEE802.1Q VLAN.

v' Support full 4K VLAN group, VID range 1~4094.

v VLAN 1 is the system reserved VLAN, it includes all switch ports, all ports are UNTAG mode.
v All switch ports, including uplink ports and downlink ports support VLAN Partition.

6.2.9.1 OLT Port VLAN Management

Double click the ‘Switch Control Card’ icon on the left side of the main page, open the ‘Control
Card Management’ window, and enter the 'VLAN List' page. Typical page is as follows:
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Cantrol Card Management

4

OLT Device Selected [VLANID | VLAN Name [Tag Port |UnTag Port Mody
| Il lan1 ’GHGEQ;GHOJGE12;GE16;XGE1;XGE2;P0MrPon; Config
System Status O 100 1an100 Pont l6E13 Config
Man.agementcanﬁg o 200 1an200 Pont ’GE14 Config
DE!\.IICE! Upgradg Management =] Bo0 Jan300 Pont )GE15 Config
SwitchCard Altribute

SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
1z i
Wlan List
Port VLAN Config ]
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set

L=l

Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

The VLAN list has ‘Selected’, ‘VLAN ID’, ‘VLAN Name’, ‘Tag Port’, ‘Untag Port’, 'Modify’ items.
Here's a brief introduction to these projects:

Select
Use to select a VLAN entry.
VLAN ID /VLAN Name

VLAN ID displays all the VLAN ID that are available on the current OLT. VLAN Name displays the
name of the current existing VLAN.

Tag Port / Untag Port

In the Port of Tag Port, the egress packets will be tagged with a VLAN Tag. In the Port of Untag
Port, the VLAN tag of the egress packets will be stripped off.

6.2.9.2 Modify OLT VLAN

Each VLAN entry has a 'Config' button, which is used to modify the VLAN's "Tag Mode’ and
‘Member Port' as shown below, click 'Confirm' button to complete the configuration after setting up.
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| 47 Tag/UNTag Port X 8

0

ol VLAMID A o

EI_ Tag Model |tag - -
Member Port

[JGE1 [JGE2 [JGE3 []GE4 []|GE5 []GE6

[JGE7 [JGES [JGE9 []GE10 [JGE11 []GE12
[JGE13 [GE14 [JGE15 []GE16 []XGE1 []XGE2
[JPon1 []JPon2 [JPon3 [ ]JPond [ JPon5 [_]Poné

[ |Pon7 [ ]Pong

OK cancel

6.2.9.3 Add OLT VLAN

Here is a ‘Add’ button in the ‘VLAN List’ page. Click the button to add a VLAN ID to the OLT, and
the configuration completes after click ‘OK" button.

VLAN List

OLT Devics [GPON
eiee =] | Tsetedted [VLANID | VLAN Name |Tag Port UnTag Port Modiy

System Status

Management Config

Device Upgrade Management
SwitchCard Aftribute
SwitchCardTrunkGroupConfig 47 add vlan x
SwitchCard Mirror
MacAddress Management

SniBroadcastStormSuppressi
= Port VLAN Manegement VLAN ID F
Eanlis Like as 12 or 3-6 £
Port VLAN Config
Port VLAN Translation
QinQ Config

(=

[=- STP Management
Stp Global Set OK
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE

Apply to Port ACL
Qos Global Config

[ SelectAll Add

6.2.9.4 OLT Port VLAN Configuration

Double click the ‘Switch Control Card’ icon on the left side of the main page, open the ‘Control
Card Management’ window, and enter the port '"VLAN Configuration' page. Typical page is as
follows.
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<7 Control Card Management
w 13 14 15 1e Console =
P GE13
RST
] G et MGMT ol
OLT Device PortID Vlan Priority PVid VLANMode Modfiy
GE1 0 1 access Config | =|
GE2 0 1 access Config
System Status GE3 0 1 access Config
Management Config GE4 0 1 access Config
Device Upgrade Management GE5S 0 I access Config
SwitchCard Affribute GE6 0 1 access Config
SwitchCardTrunkGroupConfig| | |GET 0 1 access Config
SwitchCard Mirror GES 0 i access Canfig
MacAddress Wanagement GE9 0 i eSS Config
SniBroadcastStormSuppressi GE10 0 1 HEE S Config
A= Port VLAN rent GE11 0 1 ACcess Config E
= : » Gt
E access onfig || =
o EodVERNGonta GE14 0 200 access Coniig_| |
Port VLAN Translation GE15 0 300 Erros Config
QinQ Config GE16 0 1 access Config
= STP Management XGE1 ] 1 access Config
Stp Global Sst XGE2 0 1 access Config
Stp Port Set PON1 0 1 runk Config
= ACL Management Group PONZ 0 1 access Config
ACL Rule PON3 0 1 access Config
Current ACL RULE PON4 0 1 access Config
Apply to Port ACL PONS 0 Il access Config
Qos Global Config PONG 0 1 access Config
PONT 0 1 access Config -
PONS8 0 1 access Config fad|
Port ID

Displays the corresponding port number, GE represents the uplink port, XGE represents the
Gigabit port, PON represents the PON interface.

VLAN Priority

Displays the priority of the current port VLAN, which shows the value of 0-7, the minimum priority
of 0, and the highest priority of 7.

Port VLAN (PVID)

Displays the default VLAN for the current port, which shows the value of 1-4094. If you want to
configure the VLAN of a port to a new one, you need to make sure the new VLAN is added to the
OLT already.

VLAN Mode

Displays the VLAN mode of the current port, where the modes that can be displayed are: access,
hybrid, trunk.

Modify

Double click the ‘Config’ button to configure the VLAN priority, port VLAN ID(PVID), and VLAN
mode of the corresponding port. Click the ‘Set’ button to complete the configuration. As shown in
the following figure.
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OLT Device |GPON :

System Status
Management Config
Device Upgrade Management
SwitchCard Altribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement
Wlan List
Port VLAN Config
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

LE1L

Port VLAN Config

PortID

4

Vlan Frmmy|

Pvid

300} vLanmoge [iunk

Port VLAN Trunk

Device ID

Refresh ‘ ‘ Set | |

ADD Trunk VLAN x

idList

VLAN ID

Like as 1,2 or 3-6 ..

The packets in different VLAN modes are handled as follows:

Actions (in the ingress direction)
VLAN Actions (in the
mode Untagged Tagged packet egress direction)
packet
o If the VLAN ID of
received packet is
Tag the packet the same as the Remove the VLAN ID and
ACCESS | ith the PVID, PVID. a
« Drop the packet if its g and send out the packet.
VLAN ID is different
from the PVID.
e Removing the tag and
send out the packet if its
VLAN ID is the same as
e Receive the packet if the PVID of this port.
Trunk its VLAN is carriedon | ° S?nd out Fhe packe't
Tag the packet the port. thhout removmg the tag if
with the PVID. o Drop the packet if its Its VLAN _'S ca.lrned on the
VLAN is not carried port but is different from
on the port. the PVID.
e Drop the packet if its
Hybrid VLAN is not carried on the
port.

28




o If the VLAN of the packet
is carried on the port, send
the packet out. The VLAN
tag of the packet will be
removed if the port is
configured as UNTAG in
this VLAN. And the VLAN
tag will be kept if the port
is configured as TAG in
this VLAN.

6.2.9.4.1 OLT Port Access Mode VLAN Configuration

Example: Configure GE1 port as access mode, priority is 2, PVID is 100. The steps are as follows:
(PON port configuration is the same)

Step 1:
Double click the ‘Config’ button in the column of GE1 in the port VLAN configuration page.

47 Control Card Management X
¥ 1=
RST
9 10 11 12 AGRT (=]
OLT Devics PortID Vlan Priority PVid VLANMode Modfiy
GE1 0 1 access Config -
GE2 0 1 access Config
System Status GE3 0 i access Config
Management Config GE4 0 1 access Config
Device Upgrade Management GE5 0 1 ACcess Config
SwitchCard Attribute GE6 0 1 access Config
SwitchCardTrunkGroupConfig| | |GET 0 1 access Config
SwitchCard Mirror GEB 0 1 HEE S Config
MacAddress Managemant GE9 0 1 ECEE Config
SniBroadcastStormSuppressi GE10 o 1 GECES S Config
E S Port VLAN ent GE11 0 1 access Config E
Vian List GE12 0 1 access Config
= 5 GE13 0 100 access Config | E
A GE14 o 200 access Config
Port VLAN Translation GE15 0 1 — Config
QinQ Config GE16 0 1 access Config
= STP Management XGE1 ] 1 access Config
Stp Global Set XGE2 0 1 access Config
Stp Port Set PON1 0 1 runk Config
= ACL Management Group PON2 0 1 access Coniig
ACL Rule PON3 0 1 access Config
Current ACL RULE PON4 0 1 access Config
Apply to Port ACL PON5 0 1 access Config
Qos Global Config PONG 0 1 access Config
PONT 0 1 access Config -
PONS 0 1 access Config |~

Step 2:

At this point, the Port VLAN Config page will appear as follows. Set the VLAN priority to 2, the
PVID to 100, and the VLAN mode select to access. Then click the ‘Set’ button and click the ‘OK’
button to complete the configuration.
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4

Port VLAN Config
OLT Device |GPON [~] =

PortD Vian Priorty 2

System Status PVid WUUE‘ VLANMode |access |v|

Management Config

Device Upgrade Management Refresh ‘ | Set | | Back

SwitchCard Altribute

SwitchCardTrunkGroupConfig

SwitchCard Mirror Prompt X

MacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement
Wlan List —
Port VLAN Config e F
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

@ Set[Vian Priority:2;PVid:100;] success ]

L=

Step 3:

Click the 'Back’ button to view the modified configuration.

£ Control Card Management b4
¥ 1=
.
OLT Devics PortID Vlan Priority PVid VLANMode Modfiy
GE1 [2 100 access Config -
GE2 0 1 access Config
System Status GE3 0 i access Config
Management Config GE4 0 1 access Config
Device Upgrade Management GE5 0 1 ACcess Config
SwitchCard Attribute GE6 0 1 access Config
SwitchCardTrunkGroupConfig| | |GEF 0 100 access Caniig
SwitchCard Mirror GEB 0 1 HEE S Config
MacAddress Wanagement GE9 0 1 SECEE Config
SniBroadcastStormSuppressi GE10 o 1 GECES S Config
E S Port VLAN ent GE11 0 1 access Config E
Vian List GE12 0 1 access Config
= GE13 0 100 access Config |
o Rod VERHIE orifig GE14 0 200 access Config_| |
Port VLAN Translation GE15 0 200 — Config
QinQ Config GE16 0 1 access Config
- STP Management XGE1 0 i access Config
Stp Global Set XGE2 0 1 access Config
Stp Port Set PON1 0 1 runk Config
= ACL Management Group PON2 0 1 access Coniig
ACL Rule PON3 0 1 access Config
Current ACL RULE PON4 0 1 access Config
Apply to Port ACL PON5 0 1 access Config
Qos Global Config PONG 0 1 access Config
PONT 0 1 access Config -
PONS 0 1 |access Config | ~I

6.2.9.4.2 OLT Port Trunk Mode VLAN Configuration

Example: Configure GE3 port as trunk mode, priority is 3, PVID is 200, trunk VLAN is101-103.
The steps are as follows:

Step 1:
Double click the ‘Config’ button in the column of GE3 in the port VLAN configuration page.
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<7 Control Card Management x
-
-
OLT Device PortID Vlan Priority PVid VLANMode Modfiy
GE1 0 1 access Config | =|
GE2 0 1 access Config
System Status GE3 0 i access Config
Management Config GE4 0 1 access Config
Device Upgrade Management GE5S 0 I access Config
SwitchCard Affribute GE6 0 1 access Config
SwitchCardTrunkGroupConfig| | |GET 0 100 access Config
SwitchCard Mirror GEE o 1 access Canfig
MacAddress Management GE9Q 0 i eSS Config
SniBroadcastStormSuppressi{ | [GE10 0 1 HEE S Config
A= Port VLAN rent GE11 0 1 ACcess Config E
ven et cers ; i o
E access onfig || =
o EodVERNGonta GE14 0 200 access Coniig_| |
Port VLAN Translation GE15 1 Trank Config
QinQ Config GE16 0 1 access Config
£ STP Management XGE1 ] 1 access Config
Stp Global Set XGE2 0 1 access Config
Sip Port Set PON1 0 1 runk Config
= ACL Management Group PON2 0 1 access Config
ACL Rule PON3 0 1 access Config
Current ACL RULE PON4 0 1 access Config
Apply to Port ACL PONS 0 Il access Config
Qos Global Config PONG 0 1 access Config
|PONT 0 1 access Config ||
|PONg 0 1 laccess Config_ ||

Step 2:
At this point, the following page will appear. Firstly, change the VLAN Mode to trunk in this page.

£ Control Card Management b4

[N}

Port VLAN Config

OLT Davice |GPON :

PortID GE3 Vian Priorty aH
System Status PVid 200} VLANMode [access [+]
Management Config
Device Upgrade Management Refresh ‘ ‘ Set | | Back

SwitchCard Aftribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement 1]
Wlan List
Port VLAN Config ]
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

L2l

Step 3:

Then, set the VLAN priority to 3, the PVID to 200, Click the “Set” and then click “OK” in the pop-up
window.
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OLT Device |GPON :

GE4 GES GELZ

4

Port VLAN Config

Port 1D Vlan Frmmy|

System Status
Management Config
Device Upgrade Management
SwitchCard Altribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement
Wlan List
Port VLAN Config
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

L=

PVid 200} VLANMoge [access

Refresh ‘ | Set | | Back

Prompt x
@ Set [Vian Priority:3;PVid:200;] success ]

HRE E

Step 4:

Click ‘Add’ button, add '101-103' at the 'Add Trunk VLAN' window and click the ‘OK’ button, then
click “OK” button in the pop-up window to complete the configuration.

47 Conl

trol Card

Management

OLT Davice |GPON ﬂ

Port VLAN Config

SniBroadcastStormSuppressi
= Port VLAN Manegement
Wian List
Port VLAN Config
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

=2 |

Port ID Vian Priorty o
System Status PVid 200} VLANMade [iunk [+]
Management Config
Device Upgrade Management Refresh ‘ ‘ Set | | Back
SwitchCard Aftribute
SwitchCardTrunkGroupCaonfig Port VLAH Trunk 47 ADD Trunk VLAN x
SwitchCard Mirror
MacAddress Management Hemesl 1dList
GE15

VLAN ID F

Like as 1,2 0r 3-6 ..

Add

Step 5:

Click ‘Back’ button to view modified configurations.

6.2.9.4.3 OLT Port Hybrid Mode VLAN Configuration

32



Example: Configure GE4 port as hybrid mode, priority is 4, PVID is 300, The hybrid mode allows
VLAN 301 with tag, VLAN 302 without tag. The steps are as follows:

Step 1:
Double click the ‘Config’ button in the column of GE4 in the port VLAN configuration page.

£ Control Card Management b4
¥ sl
OLT Davice PortID Vlan Priority PVid VLANMode Modfiy
GE1 [2 100 access Config -
GE2 0 1 access Config
System Status GE3 3 1200 access Config
Management Config GE4 4 300 access Config
Device Upgrade Management GE5 0 1 access Config
SwitchCard Attribute GE6 0 1 access Config
SwitchCardTrunkGroupConfig| | |GEF 0 100 access Config
SwitchCard Wirrer GEB 0 1 SECES = Config
MacAddress Wanagement GE9 0 1 SECEE Config
SniBroadcastStormSuppressi{ | [GE10 o 1 gecES S Config
E S Port VLAN ent GE11 0 1 access Config E
Vian List GE12 0 1 access Config
= GE13 0 100 access Config |
o Rod VERHIE orifig GE14 0 200 access Config_| |
Port VLAN Translation GE15 0 200 — Config
QinQ Config GE16 0 1 access Config
- STP Management XGE1 0 1 access Config
Stp Global Set XGE2 0 1 access Config
Stp Port Set PON1 0 1 runk Config
= ACL Management Group PON2 0 [ access Config
ACL Rule PON3 0 1 access Config
Current ACL RULE PON4 0 1 access Config
Apply to Port ACL PON5 0 1 access Config
Qos Global Config PONG 0 1 access Config
PONT 0 1 access Config | |
PONB 0 1 access Config | ~I

Step 2:

At this point, the following page will appear. Firstly, switch VLAN mode into hybrid mode in this
page.

*
¥ el
Port VLAN Config
OLT Device |GPON : =
PortD Vian Priorty aH
System Status PVid 300} ViLANMoge [access [=]
Management Config
Device Upgrade Management Refresh ‘ | Set | | Back

SwitchCard Altribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
WMacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement
Wlan List —
Port VLAN Config e F
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

Prompt X

@ Set [Vian Priority:4;PVid:300;] success ]

L=

Step 3:
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Then, set the VLAN priority to 4, the PVID to 300,

window.

Click the “Set” and then click “OK” in the pop-up

4

Management Config
Device Upgrade Management
SwitchCard Atribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
Port VLAN Manegement
Wlan List
Port VLAN Config
Port VLAN Translation
QinQ Config
STP Management
Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

i

L=

i

MGHT
Port VLAN Config
OLT Device |GPON : =
PortID Vian Priority s
System Status PVid

3uu|i‘ VLANMade [access

Refresh ‘ | Set Back

Prompt

x
@ Set[Vlan Priority.4,PVid:300;] success E

WRE E

Step 4:

The allowed untag and tag VLAN of the hybrid mode need to be added in the '"VLAN List'. You
can refer to chapter 6.2.9.2 and 6.2.9.3.

Add VLAN 301 with tag:

47 Control Card Management X
¥ el
TAGAT (=
VLAN List
OLT Devce Selected [VLANID  |VLAN Name [Tao Port lunTag port Modfy
(] il lan1 47 Tag/UNTag Port X 5;GE6;GES;GES;GE10-GE12,GE16;:XGET;XGE2;Pon1-P..[ Config
System Status O foo 1an100! 7:GE13 Config
Man.agemem(:uﬂﬁg o 200 1an200 VLANID 1 14:GE15 Config
Device Upgrade Management
SwitchCard Altibute [m] 200 1an200| Tag Model ‘Iag |v| Config
SwitchCardTrunkGroupConfig Member Port
SwitchCard Mirror
WMacAddress Management
i SniBroadcastStormSuppressi ] GE1 []GE2 [JGE3 [JGE4 [JGES []GESG L
~| = Port VLAN Manegement P
] Vlan List [JGET []GEE []GE9 []GE10 []GE11 []GE12 L
Y Port VLAN Config r
7 Port VLAN Translation [JGE13 []GE14 GE15 [JGE16 []JXGE1 []XGE2
QinQ Config
= STP Management [JPon1 [JPon2 [JPon3 []Pon4 []Pon5 []Pon6
Stp Global Set
sip Port Set [JPon7 []Pon8
= ACL Management Group
ACL Rule
Curment ACL RULE
Apply to Port ACL = =
Qos Global Config
[ SelectAll Delete Refresh Add

Add VLAN 302 with untag:
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s AR DS e o MGMT

4

GRON
LSTIENEE Selected |[VLANID  |VLAN Name |Tag Port |UnTag Port Modfiy

il lan1 GE15 ’GH;GES;GES;GE!!;GEQ;GE1OJSE12;GE16;XGE1;XGEZ;POM—P.H Config
100 1an100 Pon1 )GH;GE?;GH:! Config
1200 lan200 Pon1 ’GEB;GEM;GHS Config
200 1an300 Pon1 )GEA Config

[m]
System Status O
Management Config O
Device Upgrade Management
SwitchCard Altribute d
SwitchCardTrunkGroupConfig 47 Tag/UNTag Port e
SwitchCard Mirror
MacAddress Management VLANID 1
SniBroadcastStormSuppressi |v|

& Port VLAN Manegement Tag Wodel |uniag

Wlan List Member Port
Port VLAN Config r

Port VLAN Translation
QinQ Config [ GE1 GE2 []JGE3 []CE4 GE5 GEB
STP Management
Stp Global Sat [] GE7 GEB GE GE1D GE11 GE12
Stp Port Set
£ ACL Management Group [JGE13 []GE14 []GEI15 GE16 [v] XGE1 [v] XGE2

ACL Rule
Current ACL RULE Pon1 Pon2 Pon3 Pond Pon5 Ponf

Apply to Port ACL [W]Pon7  [¢] Pong
Qos Global Config ~ -

[ SelectAll

LE1L

o

6.2.9.5 OLT Port VLAN Translation Configuration

The OLT port VLAN translation means the CVLAN from the user side (means PON ports) of the
OLT is translated into the SVLAN on the network side (means uplink ports). Details are as follows.

Double click the ‘Switch Control Card’ icon on the left side of the main page, turn on the ‘Control
Card Management’ window, and enter the ‘Port VLAN Translation’ page. Typical page is as
follows.

£ Control Card Management b4

R B ] MGHT

oLT Dawce F’UF[lGE‘I |v|

CVLAN D | 1 svanio 1
Port VLAN Translation

System Status
Management Config
Device Upgrade Management Port Mame CVLAN ID SVLAN ID |
SwitchCard Aftribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement 1]
Wian List
Port VLAN Config ]
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

L2l

Refresh | | Set ‘ | Delete

Port VLAN Translation page can be used to view and configure the port, CVLAN ID, and SVLAN
ID. The following will be a brief introduction.
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Port

Display the corresponding port number, GE represents the uplink port, XGE represents the 10G
port, PON represents the PON interface, the serial number represents the number of ports.

CVLAN ID

Represents the VLAN before the translation (VLAN of the PON port), with a value of 1-4094.
SVLAN ID

Represents the converted VLAN (VLAN of the uplink port), with a value of 1-4094.

‘Set’ button

When you have configured the above items, you can click the ‘Set’ button to complete the
configuration. At this point, the translate item will appear in the VLAN translation list.

‘Delete’ button

Select the entry you want to delete in the VLAN translation list and click the ‘Delete’ button to
delete the specified entry.

[Example of VLAN Translation Configuration]

Example: Converts a packet with a VLAN of 100 on the user side of the GE1 port to VLAN 200 on
the network side. The configuration steps are as follows.

Step 1:

Click on the 'Port VLAN Translation', Select GE1 in the right page, CVLAN set to 100, SVLAN set
to 200, click on the following 'Set' button, and then click the 'OK" button in the ‘Prompt’ window to
complete the configuration.

oLT Dewce F’UF[lGE‘I |v|

CVLAN D | 1 svanio 1
System Status Port VLAN Translation
Management Config
Device Upgrade Management Port Mame CVLAN ID SVLANID |

SwitchCard Aftribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management

| SniBroadcastStormSuppressi Prompt x L
= Port VLAN Manegement
Wian List
:l Port VLAN Canfig ® Add CVLAN:1 -=SVLAN:1 GE1 success E
1 Port VLAN Translation
QinQ Config FRE
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config
Refresh | | Set | | Delete

Step 2:

Click the 'Refresh' button to view the VLAN translation list that you just configured.
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Control Card Management
b el
-
OLT Device Port[GE1 [~]
CVLANID | 1 svanio o
System Slatus Port VLAN Translation
Management Config
Device Upgrade Management Port Name |CVL‘\N D ‘SVL‘\N D |
SwitchCard Attribute GE1 fa [ |
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= PortVLAN Manegement F
= Wlan List E
o Port VLAN Config ]
N Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config
Refresh | | Set ‘ | Delete

6.2.9.6 OLT Port QinQ VLAN Configuration

QinQ technology (also known as Stacked VLAN or Double VLAN). The standard is from IEEE
802.1ad, which encapsulates the user's private VLAN tag in the public VLAN tag, so that the
packet carries the two-layer VLAN tag through the operator's backbone network (public network).

QIinQ technology effectively extends the number of VLAN by stacking two 802.1Q headers in
Ethernet frames so that the number of VLAN can be up to 4096x4096.

TP-Link GPON QinQ configurations are mainly accomplished in the PON Port.:

Double click the 'Switch Control Card' on the left side of the main page to open the 'Control
Card Management' window and enter the 'QinQ Config' page. The typical page is as follows.
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Cantrol Card Management x
-

Port Name ‘F’nn—ﬂ ‘
0T ooves GG~ i
QinQ Config
System Slatus StartVlanid EndVianid CosDetermine SVlanid SVIAN Priority |

Management Config
Device Upgrade Management
SwitchCard Altribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= PortVLAN Manegement §
Wlan List
Port VLAN Config ]
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set

L=l

Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

Reesh | [ set | [ add | [ Delete

The QinQ config window can be used to view and configure the PON port ID, Start VLAN ID, End
VLAN ID, Outer VLAN ID, and Outer VLAN Priority. The following will be a brief introduction.

Port Name

Displays the corresponding port number, PON represents the PON interface, the serial number
followed by represents the port number.

Start VLAN ID, End VLAN ID, Outer VLAN ID

Start Customer VLAN ID (CVLAN): Represents the initial VLAN ID (when entering the PON port) of
the inner layer VLAN, with the value of 1-4094;

END Customer VLAN ID (CVLAN): Represents the termination VLAN ID (when entering the PON
port) of the inner layer VLAN, with a value of 1-4094;

Service provider VLAN (SVLAN): Represents another layer of VLAN after the inner layer VLAN,
with a value of 1-4094;

When a packet enters the PON port with the VLAN ranges from the start VLAN to the end VLAN, a
layer of outer VLAN (SVLAN) is added to the packet, and the packet at this time is a packet with
double layer VLAN.

SVLAN Priority

Represents the priority of SVLAN, with a value of 0-7, in which O is the lowest priority and 7 is the
highest priority.

‘Add’ button

Click the 'Add' button pops up the window as shown below. In this window, you can configure the
start CVLAN, end CVLAN, SVLAN, and priority. Click ‘OK’ button to complete the configuration.
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47 Add QinQ =

Start CVLAN | 1}

End CVLAN | 1=

SVLAN | 1}

Priority copy cvlan pri -
oK Zancel

‘Set’ button
When you have added all the items, you can click the ‘Set’ button to complete the configuration.
‘Delete’ button

Select the items to be deleted in the QinQ config list, and then click ‘Delete’ button to delete the
specified entry.

[Example of VLAN QinQ Configuration]

Example: PON 8 received VLAN100-103 packets are marked with a layer of outer VLAN 200, the
priority of O.

Step 1:

Click the 'Add' button, pop up the 'Add QinQ' window, configure the start VLAN to 100, end VLAN
to 103, SVLAN to 200, the priority to 0. Then click 'OK".

o

47 Control Card M

SR B ) MGHT

Port Name |Pon-1
OLT Device [GPON ﬂ

‘QinQ Config

System Status StartVlanld EndVlanid CosDetermine SVianid SVIAN Priority |
Management Config
Device Upgrade Management
SwitchCard Aftribute
SwitchCardTrunkGroupConfig #7 add QinQ
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
£ Port VLAN Manegement End CVLAN

X
-
-
Wlan List SVLAN 15 L
oo T

Start CVLAN

L2l

Port VLAN Translation Priority
QinQ Config
STP Management
Stp Global Set oK
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

i

i

Refesh | [ set | [ add | [ Delet

Step 2:

Click the 'OK" button in the prompt window that appears.
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8 GE4 GES GE12GElG s AR DS e o MGMT

Port Name ‘F’nn—ﬂ ‘
OLT Device [GPON [~ e

QinQ Config

System Slatus StartVlanid EndVianid CosDetermine SVlanid SVIAN Priority |

Management Config
Device Upgrade Management
SwitchCard Altribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement
Wlan List
Port VLAN Config =
PO VAN Translation =
QinQ Config
STP Management
Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

Prompt X

@ Add QinQ[CVLAN: 1-1 SVLAN: 1}-=Pon-1 success

LE1L
LI

o

o

Reesh | [ met | [ add | [ Delete

At this point, we can see our newly added QinQ entries in the QinQ config list.

Control Card Management

o il
RST
& § 10 10 42 WMENT =
Port Name ‘Pun—ﬂ ‘ |
OLT Device |GPON [~ -
QinQ Config
System Stats Statvianid |Endviania |cosbetermine |&vianig |SvIAN Priority |
Management Config 1 |1 |NO ‘1 ‘D |

Device Upgrade Management
SwitchCard Aftribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi
= Port VLAN Manegement 1]
Wian List
Port VLAN Config ]
Port VLAN Translation
QinQ Config
= STP Management
Stp Global Set
Stp Port Set
= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

L2l

Reesn | [ set | | had | | Delet

6.2.10 OLT STP Management

STP is the abbreviation of spanning tree protocol. The protocol can be applied to the loop network,
through a certain algorithm to achieve path redundancy, while the loop network is trimmed into a
loopless tree network.

The main application of the spanning tree protocol is to avoid the network loopback in the LAN and
solve the "broadcast storm" problem of the ring-to-ring Ethernet network. In a sense, it is a kind of
network protection technology that can eliminate the loop connection caused by mistake or
accident.
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6.2.10.1 STP Global Config

Double click the 'Switch Control Card' icon on the left side of the main page, open the ‘Control
Card Management' window and enter the 'STP Global Set' window of ‘STP Management’.

Control Card Management

ID

SR B ) MGHT

[}

Stp Global Set

o Doves (ORI -

STP Version(STPRSTF) Friority \ 32,768
System Status TimeSinceTopologyChange 0 hours, 0 minutes, 0 seconds. TopologyChangeTimes 0
Management Config DesignatedRoot 00:00:00:00:00:00 RootCost 0
Device Upgrade Management
SwitchCard Aftribute RootPort MaxAgeTime(s) 0
SwitchCardTrunkGroupConfig )
SwitchCard Miror HelloTime(s) 0 HoldTime(s) 3
MacAddress Management ForwardDelay(s) 0 BridgeMaxAge(s) ‘ 2U|i‘
| ~sniBroadcastStormSuppressi = o1 B
= Port VLAN Manegement BridgeHelloTime(s) | EH BridgeForwardDelay(s) ‘ 15':‘ E
Vian List BridgeTxRate(kbps) [ 3f] sTPEnable [rals= =] &

Port VLAN Config
Port VLAN Translation
QinQ Config

= STP Management
Stp Global Set
Stp Port Set

= ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL

Qos Global Config

L2l

As shown above, in ‘STP Global Set’ page, you can view the STP Version, Priority, Time Since
Topology Change, Topology Change Times, Designate Root , Root Cost, Root Port, Max Age
Time(s), Hello Time(s), Hold Time(s), Forward Delay(s), Bridge Tx Rate(kbps)and STP Enable
State. Among them, Priority, Max Age Time(s) ,Hello Time(s) , Forward Delay(s), Bridge Tx
Rate(kbps) and STP Enable State can be modified . Specific parameters are introduced as follows:

STP Global Set

» STP Version

The default setting of system is RSTP.
> Priority

Bridge priority is used to select the root bridges of the network. The smaller the value, the higher
the priority, the greater chance of being selected as the root bridge. You can set a bridge with a
priority value of 0, 4096, 8192, 12288,16384, 20480, 24576, 28672, 32768, 36864, 40960, 45056,
49152,53248, 57344 and 61440.

» Time Since Topology Change
The duration of switching from the previous topology state to the current state.
» Topology Change Times

The number of topology changes caused by the change of the port or link state in the network
topology.

» Designate Root

You can designate root bridge through bridge priority. In case of not designating priority, the
smaller the MAC address, and the greater the chance of being the designated root bridge.
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» Root Cost

To calculate the link cost, the port with the lowest root link cost will become the forwarding port in
case of forwarding the same network bridge ID. The legal range is 1 ~ 20000000.

» Root Port
The number of ports that are passed by the path of from non-root bridge to the root bridge.
» MaxAge Time

The lifetime of the BPDU message received from the adjacent bridge of Designated port. The legal
range is 6~40, in s.

» Hello Time
Set the bridge how often to send a BPDU message. The setting range time is 1~2, in s.
» Hold Time

When the network bridge changes in topology, maintaining the time of monitoring and learning
state before sending packets.

» Forward Delay

With downward compatibility STP network bridge, for port of working in the STP mode, forwarding
delay timer designated the port before the transition to the learning state the time of in discarding
state, and before the learning state transition to the forwarding state in the time of learning state.
The legal range is 4~30, in s.

> Bridge Tx Rate

Set the number of maximum sending BPDU messages in 1 second. The setting range of 1~10, in
frame/s.

» STP Enable State Configuration
Open or close the RSTP function by setting the 'RSTP State’ to ‘Enable’ or ‘Disable’.

Note: When you set Max Age Time, Hello Time, Forward Delay, first input setting value, then click
‘Set’ button, finally click ‘Refresh’ button, thus configuring successfully. And consistent with three
contents shown below.

6.2.10.2 STP Port Config

Double click the 'Switch Control Card' icon on the left side of the main page, open the '‘Control
Card Management' window and enter the 'STP Port Set' window of ‘STP Management’.
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As shown above, in ‘STP Port Set’ page, you can view Device ID, Port Status, Port Priority, Port
Path Cost, Designated Root ID, Forward Transitions, Protocol Migration Enable, Edge Port Admin
Status, Edge Port Oper Status, Port Point to Point Admin Status, Port Point to Port Oper Status
and Port STP Enabled Status. In addition, you can modify Port Priority, Port Path Cost, Protocol
Migration Enable, Edge Port Admin Status and Port Point to Point Admin Status. Specific
parameters are introduced as follows:

» Port Status
STP Port Status has five types, including disable, learning, listening, forwarding and blocking.
Disable: In the invalid status, to be a valid port, first switch to the blocking port.

Learning: In the learning state, the port is adding addresses to its forwarding database, but does
not forward packets.

Listening: In the listening state, the port is waiting to receive BPDU packet, and BPDU may tell the
port to return to the blocking state.

Forwarding: In the forwarding state, the port is forwarding the packet.
Blocking: In the blocking state, the port is blocked and can not forward or receive packets.
> Port Priority

When the link cost and the sending network bridge ID is the same, the lowest priority port will be
the forward port. The parameter value can be set to 0 ~ 440, and the step length is 16.

» Designated Root ID

The BID in the BPDU message consists of two parts, the bridge priority and the bridge MAC. The
bridge ID is only. Switches selects the smallest BID switch as the root bridge in the network.

» Forward Transitions
The port consists of five status. Status transitions need to go through status transition time.

» Protocol Migration Enable
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This means that the device supports RTSP, and if the port is enabled, the port will automatically
migrate to STP compatible mode when the port is connected to the device running the STP
protocol. 'True' means opening this function, and 'False' means closing this function.

» Edge Port Admin Status

You can use this option to set whether it is an edge port. ‘Edge’ is an edge port, and ‘NEdge’ is a
non - edge port.

» Edge Port Oper Status

This option indicates whether the current port is in the edge port state. ‘False’ indicates that the
port is not in an edge state, and ‘Ture’ indicates the status of the port on the edge. The edge port
does not need to go through the ‘Discarding-learning-forwarding’ step and directly switch to the
forwarding status.

» Port Point to Point Admin Status

You can use this option to set whether the port is a point-to-point port, including 'Auto’, ‘Ture' and
‘False’ three options. 'Ture' is to set this port to point-to-point port, and 'False’ is to set this port to
non point-to-point port. ‘Auto’ is dependent on the STP protocol itself. Point-to- point ports allow
fast switching to forwarding status, and non point-to-point ports need to go through
discarding-learning-forwarding step to switch to forwarding status.

» Port Point to Port Oper Status
The option is to specify the point-to- point port state in which the current port is actually located.

Prompt: Some of the parameter explanations are described in the previous section, which are not
repeated here. You can go to the previous section to inquire.

6.2.11 ACL Management

ACL is ‘Access Control List’. Through configuring a serial of matching rules to filter specific data
packets, thus identifying objects that needs to be filtered. After identifying specific objects,
according to preset policy permitting or denying the corresponding data packets pass. The
process of ACL filter message flow prepares for QoS.

6.2.11.1 Configuration ACL Rule

ACL has three types, including basic ACL, its Id range from 2000 to 2999, only matching source IP
address; advanced ACL, its Id range from 3000 to 4999, being able to matching source IP address,
destination IP address, source port, destination port, DSCP and IP message type; link ACL, its Id
range from 5000 to 5999, being able to match source mac, destination mac, VLAN Id and Ethernet

type.
6.2.11.1.1 Basic ACL Configuration

Double click the 'Switch Control Card' icon on the left side of the main interface, open the
‘Control Card Management' window and enter the 'ACL Rule' window of ‘ACL Management’
page. Click the pull-down menu of ACL Type, and choose basic acl(2000-2999) option.
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As above ‘Basic ACL’ page, you can set the following configuration parameters:
ACL List

ACL List, the set of ACL entries, this can inquire one of ACL according to inputting ACL Id and rule
id.

Rule Index

ACL Rule Index, also rule id, and the range of value is 1-16.

Basic configuration

» Matched source IP

Configure matched source IP address of ACL Rule, in this format: A.B.C.D.
ACL Action

ACL Action configuration, including ‘permit’, ‘deny’ and ‘mark’ three options, indicates specific
parameters of permitting or denying matching.

» Source IP Wildcard-Mask

Configure matched source IP Wildcard-Mask address of ACL Rule. IP Wildcard-Mask address is
reverse address of IP sub-net mask. Example for: IP is 192.168.5.123, and its IP Wild-Mask is
0.0.0.225.

Mark Model

This is Mark Model, only applied in when ACL Action is ‘mark’, including ‘null’ , ‘802.1p’ , ‘VLAN
id’ ” TOS PRECEDENCE ’ and ‘ DSCP’.

> 802.1p

For the traffic priority LAN level 2 QoS/CoS protocol, the protocol header includes a 3-bit priority
field with a value range of 0-7, which supports grouping packets into various traffic types.

> VLANIid
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VLAN identifier, with a value range of 0-4094.
» TOS PRECEDENCE

TOS is a field of IP Message, with indicating type of service. PRECEDENCE is a 3bit field in TOS
to indicate IP priority with a value range of 0-7.

» DSCP

DSCP is ‘Differentiated Services Code Point’, Which provides the standard of differentiated
service for QoS with a 6bit field, the value range is 0-63.

Apply to port

> Port

ACL Rule applies to ports, including uplink ports and PON ports.

» Direction

ACL Rule applies to direction of port, including ‘ingress’ and ‘ egress’.
[Example of Basic ACL configuration]

Example: Configure a basic ACL, and ID is 2001. Source IP is 192.168.5.205, and Rule Action is
‘permit’, as show below:

Centrol Card Management
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OLT Device |GPON [~ ACLType|basic acl(2000-2999) ‘v|
System Staws ACL List| |Rute Index | quer |
Management Config Basic Config
Device Upgrade Management
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SwitchCard Mirror
MacAddress Management

SourseIP‘.’\.’Hdcardfmask‘u U.U.255| ‘

SniBroadcastStormSuppressi

= Port VLAN Manegement B
Wian List

Port VLAN Config ]

L2l

Port VLAN Translation
QinQ Config

= STP Management
Stp Global Set
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- ACL Management Group Apply to port
ACL Rule
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Apply to Port ACL
Qos Global Config Refresh ‘ | Set | ‘ Delete

After completing those configurations, the configuration takes effect through the 'Set' button at the
bottom of page, thus creating a basic ACL Rule successfully. Deleting a ACL rule created through
the ‘Delete’ button. Updating a ACL Rule created through the ‘Refresh’ button.

6.2.11.1.2 Advanced ACL Configuration

Double click the 'Switch Control Card' icon on the left side of the main interface, open the
'‘Control Card Management' window and enter the 'ACL Rule' window of ‘ACL Management’.
Click the pull-down menu of ACL Type, and choose advanced acl(3000-4999) option.
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As above ‘Advanced ACL Rule’ page, compared with ‘Basic ACL Rule’ page, also set the
following configuration parameters.

Basic configuration

» Matched destination IP

Configure matched destination IP address of ACL Rule, in this format: A.B.C.D.
» Matched source port

Configure matched source port Id of ACL Rule to match IP Protocol to TCP/UDP, ranging from 0 to
65535.

» Matched destination port

Configure matched destination port Id of ACL Rule to match IP Protocol to TCP/UDP, ranging from
0 to 65535.

» Matched DSCP

Configure matched DSCP of ACL Rule. DSCP is ‘Differentiated Services Code Point’. In the TOS
identification byte of each data packet IP header, taking advantage of used 6 bit and unused 2 bit
to prioritize by coding value. DSCP user 6 bit, the value range of 0-63.

» Matched IP Message Type

Configure matched IP Message Type of ACL Rule, including IP, ICMP, IPINIP, UDP, TCP and so on,
the value range of 0-255.

» Matched Destination IP Wildcard-Mask

Configure matched destination IP Wildcard-Mask address of ACL Rule. IP Wildcard-Mask address
is reverse address of IP sub-net mask. Example for: IP is 192.168.5.205, and its IP Wild-Mask is
0.0.0.255.

[Example of Advanced ACL configuration]

Example: Configure an advanced ACL, and ID is 3001. Rule Action is ‘Permit’, as show below:
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After completing those configurations, the configuration takes effect through the 'Set' button at the
bottom of page, thus creating an advanced ACL Rule successfully. Deleting a ACL rule created
through the ‘Delete’ button. Updating a ACL Rule created through the ‘Refresh’ button.

6.2.11.1.3 Link ACL Configuration

Double click the 'Switch Control Card' icon on the left side of the main interface, open the
'‘Control Card Management' window and enter the 'ACL Rule' window of ‘ACL Management’.
Click the pull-down menu of ACL Type, and choose link acl(5000-5999) option.
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As above ‘Link ACL Rule’ page, compared with ‘Basic and Advanced ACL Rule’ page, also set
the following configuration parameters.
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Basic configuration
» Matched source MAC

Configure matched source MAC address of ACL Rule, only applied in link ACL Rule, in the format:
AA-BB-CC-DD-EE-FF

» Matched destination MAC

Configure matched destination MAC address of ACL Rule, only applied in link ACL Rule, in the
format: AA-BB-CC-DD-EE-FF.

» Match VLAN Id

Configure matched VLAN of ACL Rule, only applied in link ACL Rule. The value range of Id is
1-4094.

» Match Ethernet Type

Configure matched Ethernet data frame type of ACL Rule, only applied in link ACL Rule, including
IP(2048), ARP(2054), SNMP(33100), mpls-unicast(34887), mpls-multicast(34888) and so on.

» Matched source MAC wildcard mask

Configure matched source MAC wildcard mask of ACL Rule, only applied in link ACL Rule. MAC
wildcard mask of a single host is 00-00-00-00-00-00. MAC wildcard mask of any host is
FF-FF-FF-FF-FF-FF.

» Matched destination MAC wildcard mask

Configure matched destination MAC wildcard mask of ACL Rule, only applied in link ACL Rule.
MAC wildcard mask of a single host is 00-00-00-00-00-00. MAC wildcard mask of any host is
FF-FF-FF-FF-FF-FF.

[Example of LINK ACL configuration]

Example: Configure a link ACL, and ID is 5001. Add outer VLAN 500 to MAC address. As shown
below:
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After completing those configurations, the configuration takes effect through the 'Set' button at the
bottom of page, thus creating a link ACL Rule successfully. Deleting a ACL rule created through
the ‘Delete’ button. Updating a ACL Rule created through the ‘Refresh’ button.

6.2.11.2 View OLT ACL Rule

Double click the 'Switch Control Card' icon on the left side of the main interface, open the
‘Control Card Management' window and enter the ' Current ACL Rule' window of ‘ACL
Management’ page.
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As shown in the figure above, you can view the previously created ACL rule entries on the 'Basic
Configuration' page, where the contents are set in this page. In this page can also delete a ACL,
first select an ACL rules, and then click ‘Delete’ or ‘Delete ACL’ button to delete the ACL rules
which not applied directly to the port, if you want to delete the ACL which has been applied to the
port, can only remove the binding with the port, and then delete. Update the configuration rules
information by the 'Refresh’ button.

6.2.11.3 View OLT Port Applied ACL Rule

Double click the 'Switch Control Card' on the left side of the main page to open the 'Control
Card Management' window and enter the 'Apply to Port ACL' window of the 'ACL Management
Group'.
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As above, you can see the ACL that you created and applied to port, including the port number,
ACL ID, and the direction of the application port .Through the ‘delete’ button, you can delete a
ACL rule and update the rule information of the configuration through the ‘Refresh’ button.

6.2.12 OLT QoS Configuration

QoS Refers to a network can use a variety of basic technology, to provide better services for the
specified network application, is a kind of network optimizing mechanism, is used to solve the
problem of network delay and blocking issue.

Double click the 'Switch Control Card' icon on the left side of the main interface, open the
‘Control Card Management' window and enter the 'Qos Global Information' page.
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‘Qos Global Information’ management page mainly can configure ‘Device BaseQos Map’,
‘Device BaseQos Policy’, 'Queue Wieght’ and ‘Queue Bandwidth’. The parameters are described
as follows:

Qos system parameter

» Max queue count

System sets max queue count to 4. it's range from queue 0 to queue 3.
» Qos management mode

System set Qos management mode to deviceBased.

Device BaseQos Map

Qos mapping table is corresponding relationship between priority and port queue. This can
configure queue corresponding to the priority. The fault configuration is showing in the following
table:

priority | Cos 0 Cos 1 Cos 2 Cos 3 Cos 4 Cos 5 Cos 6 Cos 7

queue | Queue 0 | Queue 0 | Queue 1 | Queue 1 | Queue 2 | Queue 2 | Queue 3 | Queue 3

Device BaseQos Policy

Queue schedule has three modes, including sp-strict priority, WRR- Weighted Round Robin and
SP+WRR. The details are follows.

» SP

Applying this mode, the system is scheduled to be dispatched strictly according to the priority of
queue. Only when the high-priority queue is empty, the packets of the low priority queue can be
dispatched.

> WRR

Applying this mode, it needs to configure a weight for each queue, according to the weight
between the queue scheduling in turn, ensure each queue can have a certain amount of services.
When the priority is the same, the weight is not the same, the larger the weight of the queue, the
longer the scheduling time.

» SP+WRR

This mode combines the advantages of SP and WRR, and adopts SP mode when dealing with
some critical business, and adopts WRR mode when dealing with some business with low real-
time requirement.

Queue weight

Applying in the WRR and SP+WRR two modes, the sum of four queue weight is required to be
100. And in the WRR mode, the value of weight can’t be set to 0.

Queue bandwidth
Set the size of bandwidth occupied by each queue, its range from Okbps to 1024000kbps.
[Example of QoS configuration]

Example: Set Qos schedule mode to SP, the specific configuration is shown below:
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Example 2: Set Qos schedule mode to WRR, the specific configuration is shown below:
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(All weights of each parameter add must be 100)

Example 3: Set Qos schedule mode to SP+WRR, the specific configuration is shown below:
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<7 Control Card Management

OLT Device |GPON :

L=l

o

System Status

Management Config

Device Upgrade Management
SwitchCard Altribute
SwitchCardTrunkGroupConfig
SwitchCard Mirror
MacAddress Management
SniBroadcastStormSuppressi

= Port VLAN Manegement

Wlan List

Port VLAN Config
Port VLAN Translation
QinQ Config

= STP Management

Stp Global Set
Stp Port Set
ACL Management Group
ACL Rule
Current ACL RULE
Apply to Port ACL
Qos Global Config

x
-
Console —
RST
TAGAT (=
Qos Global Set
MaxQueueCount 4 MangementMode deviceBased
Device BaseQos Map
cos0-=|queueld |v|c051—> queuel |v|
cos2-=|queue |v|cus3—> queuel |v|
cosd-=|queus |v|c035—> queue2 |v|
cos6-=(queued |v|cns?—> queusl |v|
Device BaseQos Policy
Policy Mod(SpWir -]
Queue Weight
queueﬂ‘ ﬂljlqueue‘ll D}jl
queueQ‘ ﬂlilqueueil DH

(All weights of each parameter add must be 100 or 0,if 0, mean sp queue)

Note: In the WRR mode, the value of weight can't be set to 0. If the value of weight has 0, Qos

schedule mode is SP+WRR.

6.3 OLT PON Card Management

This section introduces OLT PON Card Management function.

Double click the ‘PON Module’ icon on the left side of the main page and enter the 'PON Card

Management' window. The typical page is shown below:

7 Pon Card Management

El- ONU Regesiter

m

PonPort Infermation
PonPort Optical Module Info
DBA Profile Config

Line Profile Config

Service Profile Config
Traffic Profile Config

L RS R I

Console

RST
i SR MEMT

Port Properties

PortName OperationStatus Admin Status PerfStatsOf15minuteEnable PerfStatsOf24hourEnable MacAddr Learn MaxMum
Pon-1 up enable alse alse 0
Pon-2 [down enable alse alse 0
Pon-3 {down enable alse alse o
Pon4 {down enable alse alse o
Pon-5 {down enable alse alse 0
Pon-6 {down enable alse alse 0
Pon-7 {down enable alse alse 0
Pon-8 {down enable alse alse 0

Storm

ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

Through this window the user can do the following management:

v' Some basic management of PON port of OLT,

v" PON port storm suppression configuration;
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all kinds of template (DBA profile, line profile, service profile, traffic profile);
Pots Server configuration

ONU upgrade

Authenticate the registration of the ONU;

AN N N RN

View the optical power information of the PON port;

The following sections describe the functional modules involved in the PON card management
window.

6.3.1 OLT PON Port Basic Configuration

Double click the ‘PON Module’ icon on the left side of the main page to enter the 'PON port
information’ page of the 'PON card management window":

Pon Card Management X

Port Properties

OLT Device PortName OperationStatus Admin Status PerfStatsOf15minuteEnable PerfStatsOf24hourEnable MacAddr Learn MaxMum

Pon-1 up enable alse alse 0

Pon-2 down enable alse alse 0
PonPort Information Pon-3 down enable alse alse 0
PonPort Optical Module Info Pon-4 down enable false alse 0
DBA Profile Config Pon-5 down enable false alse 0
Line Profile Config Pon-6 down enable alse alse o
Senvice Profile Config Pon-7 down enable alse alse 0

|~ Traffic Prefile Config Pon-8 dovm enable alse alse 0 £

Broadcast Storm
[} ONU Regesiter
T ONU Auto Find List
T ONU Auth List
ONU Auto Auth Rule
B} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

The 'PON port information' property page configures and views the PON port property
parameters of the OLT. The parameters are described below:

» Port Name
Displays the PON port name on the OLT. This parameter is unchangeable.
» Operation Status

Display the current PON port operation state, the status displays as ‘UP’ when connects to an
ONU or the ONU has registered under the PON port; the state displays as ‘Down’ when not
connected or the ONU unregistered under the PON port.

» Admin Status

You can configure the PON port of the OLT to be enabled or disabled. Configure ‘Enable’ to turn
on the PON port; Configure ‘Disable’ to turn off the PON port; The default status is ‘Enable’.

» PerfStats Of 15minutes Enable

Displays the management status of the “15 minutes performance statistics”, administrators can
configure this parameter to 'True' or ‘False’.

When set to 'True’, the corresponding PON port will report the performance statistics information
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every 15 minutes.
> PerfStats Of 24hour Enable

Shows the management status of the “24 hours performance statistics”, administrators can
configure this parameter to 'True' or 'False’.

When set to 'True’, the corresponding PON port will report the performance statistics information
every 24 hours.

» MacAddr Learn MaxNum

Configure the maximum number of MAC addresses can be learned by the corresponding PON
port of the OLT, in the range of 0 to 8092.

6.3.2 PON Port Optical Module Information

Double click the ‘PON Module’ icon on the left side of the main page to enter the 'PON port
optical module info' page of the 'PON card management window":

Pon Card Management x
B
c
LA ]
PonPort Optical Module Info
OLTDNCE gponOItPortid | gponOltPortDdmTe |gponOitPortDdmYVolt|gponOitPortDdmTxBia |gponQitPortDdm |gponOitPortDdm | gponOliTransceiy gponOifTranscei| gponOlfTranscely gponOltTranscei
mperature age sCurrent TxPower RxPower ervendor verProductMame [erVersion verSerialNumber|
Pon-1 39.7 3.40 27 3.75 -13.69 ANSACEN IASBOPG43205... [10 PG0317040700..
PonPart Information Pon-5 39.7 3.38 23 4.00 -36.98 ANSACEN IASBOPG43205... [10 PG0317040700..
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
7| - Broadcast Storm Suppression B
| ONU Regesiter E
b ONU Auto Find List b
b ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

Enter this page to view the status of the PON port optical module, includes the temperature,
voltage, current, vendor information, transmit power, etc.

6.3.3 OLT DBA Profile Configuration

OLT profile is used to limit upstream bandwidth of each service of the ONU. This section mainly
describes how to view, create, modify and delete DBA profile.

6.3.3.1 View DBA Profile

Double click the ‘PON Module’ icon on the left side of the main page to enter the 'DBA Profile
Config' page of the 'PON card management' window, you can view fault DBA profile and created
DBA profile:
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Pon Card Management X

=

C I

DBA Profile Config
OLT Device [GPON = gponOnu (gpenDbaProfileld gponDbaProfileName  |gponDbaProfileType gponDbaProfileFixRate | gponDbaProfileAssureR |gponDbaProfileMaxRate | gponDbaProfileBindMum)

Descriptio| ate
(] 2 idba-profile_2 imax 0 o 11200000 3
] dba-profile_0 ffix 11024 1] ] 3

PonPort Information g
PonPort Optical Module Info
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
El- ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

[] Select Al Reesn | [ set || g

The parameters are described below:

> DBA profile

Display configured DBA Profile ID, and DBA profile ID is unique.
» DBA profile name

Display the name of the configured DBA Profile.

> DBA Type

Display configured DBA profile type, there are 5 types of DBA can be chosen, including “fix’,
‘assure” , "assure+max’, ‘max’ , fix+assure+max’ .

> Fix Rate

Configure and display uplink DBA fix bandwidth. The unit is kbps.

» Assure Rate

Configure and display uplink DBA assure bandwidth. The unit is kbps.
» Max Rate

Configure and display uplink DBA max bandwidth. The unit is kbps.

» Number of mapping rules

Display how many T-CONTs are binding with this DBA profile.

6.3.3.2 Create DBA Profile

In the page of ‘DBA Profile Config’, click ‘Add’ button to pop up ‘Add DBA Profile’ window:
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" - X
l Console
a
RST
MEMT
DBA Profile Config
OLT Device [GPON = gponOnu (gpenDbaProfileld gponDbaProfileName  |gponDbaProfileType gponDbaProfileFixRate | gponDbaProfileAssureR |gponDbaProfileMaxRate | gponDbaProfileBindMum)
Descriptio ate
(] [2 idba-profile_2 imax 0 o 11200000 3
FonPart Information O o idba-profile_0 ix 1024 0 o 3
PonPort Optical Medule Info 7 Add DBA Profile b4
DBA Profile Config
Line Profile Config DBA Profile Id 15
Senvice Profile Config Profile Mame ,7
Traffic Profile Config
= - Broadcast Storm Suppression DBAType fix £
4 [ ONU Regesiter Fix Rate 12

ONU Auto Find List 8
ONU Auth List Assure Rale H
ONU Auto Auth Rule El
[} Pots Server
Sip Agentinfo
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

Max Rate

] Select Al ‘ Refresh | | Set ‘ [ s ]

The page can create an uplink DBA profile, specified DBA profile id, DBA profile name, DBA profile
type and configure the corresponding uplink data rate. Then click ‘OK’ to create the DBA Profile.

[Example of DBA Profile configuration]

Example: Create a DBA Profile that its ID is 50, name is ‘up speed limit’, and type is 100M fix
bandwidth.

" - X
l 3 - Console
d * 7 ] cEl3
s
GEl1 GElS i i R RST
iz dile 9 0 2 MEMT
DBA Profile Config
OLT Device [GPON = gponOnu (gpenDbaProfileld gponDbaProfileName  |gponDbaProfileType gponDbaProfileFixRate | gponDbaProfileAssureR |gponDbaProfileMaxRate | gponDbaProfileBindMum)
Descriptio| ate
(] [2 idba-profile_2 imax 0 o 11200000 3
FonPart Information (] o dba-profile_0 X [1024 1] o 3
PonPort Optical Module Info <7 Add DBA Profile »

DBA Profile Config

Line Profile Config DBA Profile Id 15

Service Profile Config

Profile Name
Traffic Profile Config

Broadcast Storm Suppression DBA Type fix H E
| Onu Regesiter — 28 £
ONU Auto Find List
ONU Auth List Assure Rale H
ONU Auto Auth Rule Max Rate El
[} Pots Server

Sip Agentinfo
Sip Right Flag Confio oK
Digit Map Config
Pots Profile
ONU Upgrade

[] Select Al Reesn | [ set | [ ada

6.3.3.3 Modify DBA Profile

In the page of ‘DBA Profile Config’, users can modify some parameters of the DBA Profile, then
click ‘set’ button to let the new parameter take effect.
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Pon Card Management X

DBA Profile Config
OLT Device [GPON = gponOnu (gpenDbaProfileld gponDbaProfileName  |gponDbaProfileType gponDbaProfileFixRate | gponDbaProfileAssureR |gponDbaProfileMaxRate | gponDbaProfileBindMum)

Descriptio| ate
(] 2 idba-profile_2 imax 0 o 11200000 3
] dba-profile_0 ffix 11024 1] ] 3

PonPort Information
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

m

m

[] Select Al Reesn | [ sel | [ Adg

6.3.3.4 Delete DBA Profile

In the 'DBA Profile config' page, you can also delete some DBA profiles by select it then click
“delete’ button.

x
[
a
£ T B WIGKIT
DBA Profile Config
OLT Device [GPON = gponOnu (gponDbaProfileld gponDbaProfileName  (gponDbaProfileType gponDbaProfileFixRate | gponDbaProfileAssureR |gponDbaProfilelaxRate |gponDbaProfileBindNum
Descriptio| ate
(] 2 idba-profile_2 imax 0 o 11200000 3
PonPart Information ] dba-profile_0 ffix 11024 o ] 3
PonPort Optical Module Info
DBA Profile Config
Line Profile Config Prompt %
Service Profile Config
_| - Traffic Profile Config @ Set Fail, do not meet max-=(fix + assure) B

Broadcast Storm Suppression
ONU Regesiter =
b ONU Auto Find List 2 F
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

m

[ Select All Reesn | [ set | [ g

6.3.4 Line Profile Config

The GPON ONU line profile describes the binding relationship between the T-CONT and DBA
profiles, the QoS model of the business traffic and the mapping relationships between the GEM
Port and ONT side business.it is mainly used to configure DBA, T-CONT and GEM Port
information, the ONU line correlation property is configured in the line profile, for the same ONU,
you only need to configure once to save the configuration workload. The ONU management mode
whether for OMCI or SNMP, will need to bind the GPON ONU line when adding ONU, and if not
specified, the system will automatically bind ONU to the default line profile 0. After executing
command success, user will enter the corresponding GPON ONU line profile configuration mode
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and set the related properties of the GPON ONU line profile.

6.3.4.1 View line profile

Double click the "PON Module" on the left side of the main page and enter the "line Profile
Configure" page of the "PON Card Management" window, which will show the line profile
created on OLT:

Pon Card Management ®
[
c
Line Profile
OLT Device : Selected |gponLineProfileld gponLineProfileName gponLineProfileTcontNum gponLineProfileGemMNum gponLineProfileBindNum Operation
| o lineprofile_1 2 1 2 Detailed
PonPort Information | 2 lineprofile_2 2 3 2 Detailed
PonPort Optical Module Info | 3 lineprofile_3 2 U 1 Detailed
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
=| - Broadcast Storm Suppression E
[} ONU Regesiter
T ONU Auto Find List 1l
T ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade
[ SelectAl [ Retesn | [ st || add

The parameters in the line profile are described in detail below:
» Line Profile ID:

Show the ID of line profile, this parameter is unique;

» Profile Name:

Show the name of the configured line profile.

» Tcont Num:

Show the number of T-CONT in the line profile. currently support maximum 4 T-CONTSs. range:
0-3.

» Gem Port:

Show the number of GEM port in the line profile, currently support up to 24 GEMs, range: 1-24.
» Bind Num:

Show the number of ONUs bound to this line profile.

6.3.4.1.1 Create Line Profile

There are many steps to add a line profile.

Step 1 (create line profile ID):

In 'Line Profile Config’ page, click "add" button will pop up a 'Add Line Profile’ window, in the
window input customized Line Profile ID, Profile Name and click ‘OK’:
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47 Pon Card %
l L, . . 13 14 £ ] Console
a 3
= RST
P GEd 5 a ] 4 MEMT
Line Profile
OLT Device [GPON = Selected [gponLineProfileld gponLineProfileName gponLineProfileTcontum gpoenLineProfileGemNum aponLineProfileBindhum Operation
(] il lineprofile_1 2 n 2 Detailed
PonPort information O 2 lineprofile_2 2 B 2 Detailed
PonPart Optical Module Info =] B lineprofile_3 2 L 1 Detailed

DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config

= - Broadcast Storm Suppression Line Profile 1d 15 E
El- ONU Regesiter Profile Mame ’7 E

ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile

ONU Upgrade

7 Add Line Profile X

[] SelectAl Reesn | | st | [ aaa

Step 2 (create T-CONT id)

In ‘Line Profile Configure’ page, double-click the 'Detailed’ button in the line of the line profile
you want to configure, then you can enter the 'Tcont Config' page;

7 Pon Card Management x
B - 13 14 15 16 Console
¢ ]
RST
WIGKIT
Line Profile
OLT Device [GPON = Selected |gponLineProfileld gponLineProfileName gponLineProfileTcontNum gponLineProfileGemMNum gponLineProfileBindNum Operation
(] il lineprofile_1 2 n 2 Detailed
PonPort Information O 2 lineprofile_2 2 3 2 Detailed
PonPort Optical Module Info =] 2 lineprofile_3 2 n 1 Detailed

DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[l ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Caonfig
Pots Profile
ONU Upgrade

[] SelectAl [ Remesn |[ se |[ Jpad |

In the 'Tcont Config' page, click 'Add' to add a T-CONT. Input Tcont id, and select one DBA profile
to bind, then click "OK" to add it.
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i Cansole
a
RST
WIGKIT
Tcont Config
OLT Device |[GPON = gpoenOnu | gpoenLineProfileTcontld gponLineProfileTcontDbaProfileld Operation
Descriptio|
n
PonPart Information g i dba-profile_2 Detailed
PonPort Optical Module Info =] dba-profile_0 Detailed

DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config Line Profile Id

x
Broadcast Storm Suppression Teontld 7
El- ONU Regesiter 4
ONU Auto Find List DBA Profile Id dba-profile_0 H b
b ONU Auth List

ONU Auto Auth Rule

Sip Agent Info

Sip Right Flag Config
Digit Map Config
Pots Profile

ONU Upgrade

<7 Add Teont

[] SelectAl Refesn | [ set | [ Asa | [ Back |

Step 3 (create GEM port) :

In the 'Tcont Config' page, double-click the 'Detailed" button in the line of the T-CONT you want
to configure, you can enter the 'Gem Config' page,

7 Pon Card Management x
l Console
c
RST
MEMT
gpanL\neProﬁ\eh‘!aDDmglulode|vlaﬂ | H Set ‘
OLT Device [GPON [~] | emcontig
Selected |gponLineProfileGemld gponLineProfileGemTcontld gponLineProfileGemUpCar gponLineProfileGemDownCar |gponLineProfileGemMapNum | Operation
PonPort Infarmation O i 4 o o 1 Detailed
PonPort Optical Module Info

DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression B
[l ONU Regesiter E
ONU Auto Find List b
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Caonfig
Pots Profile
ONU Upgrade

[] SelectAl | Remesn |[ sa || agg | [ Bac |

In the ‘Gem config' page click 'Add' to add a GEM port, input the Gem id, and then bind a traffic
profile of up and down (the default doesn’t have to bind the traffic profile). Click "OK" to add the
GEM port:
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gponLineProfictiappinghode [Man I H set |
OLT Device |GPON [~] | eemcontig
Selected |gponLineProfileGemld gponLineProfileGemTcontld gponLineProfileGemUpCar gponLineProfileGemDownCar |gponLineProfileGemMapNum | Operation
FonPort Information =] h n n (1] 1 Detailed
PonPort Optical Module Info Add Gem Config X

DBA Profile Config
Line Profile Config Line Profile 1d
Service Profile Config
Traffic Profile Config Gemd H
Eroadcast Storm Suppression Teontld . I
El- ONU Regesiter
ONU Auto Find List UpCar l:la I
1 ONU Auth List
ONU Auto Auth Rule By |:|ZI

[} Pots Server

Sip Agent Info oK
Sip Right Flag Config
Digit Map Config

Pots Profile
ONU Upgrade

[] SelectAl | Remesn |[ sa |[ Agg | [ Bac |

In this page, double-click the 'Detailed’ button below the '‘Operation’ to enter the 'Gem Mapping’
page and create the gem mapping. Select a gem port, and then click ‘Delete’ to remove a gem
port; You can select vlan, vlan priority and vlan + priority, and then click ‘Set’.

Step 4(create GEM mapping ) :

In ‘Gem Configure’ page, double-click the 'Detailed’ button in the line of the GEM you want to
config, then you can enter the 'Gem Mapping’ page.

Pon Card Management X

gpnnL\ﬂerﬁ\sMapumgluluds|vlﬁﬂ | H Set ‘
OLT Device |GPON = Gem Config
Selected [gponLineProfileGemid gponLineProfileGemTcontid | gponLineProfileGemuUpCar gponLineProfleGemDownCar  |gponLingProfileGemiapNum | Operation
PonPort Information =] n h 0 o 1 Detailed
PonPort Optical Module Info

DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression E
[} ONU Regesiter
ONU Auto Find List F
ONU Auth List
ONU Auto Auth Rule
Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

m

] Select Al [ Remesn | [ st |[ had | [ Back |

In the ‘Gem mapping’ configuration page, click 'Add' to add a GEM mapping. Input the Gem Map
id and the Map vlan, then click "OK" to add the GEM mapping item:
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4 -
g i e 5 &
==
‘Gem Mapping
OLT Device [GPON = Selected |gponuneProﬂleGem\u |gponLlneProﬂleGemMapld |gponuneF’mﬂleGemMalean agponLineProfileGembapPriority
g0 I fsoo E \
PonPort Information Add Gem Mappin x
PonPort Optical Module Info pPing
DBA Profile Config
Line Frofe Corg = A0 e
Traffic Profile Config
= - Broadcast Storm Suppression GemId E b
O ONU AoF L
1 ONU Auta Find List IR ! F
1 ONU Auth List Map Vian ‘IE
ONU Auto Auth Rule S
- bots Saner oy p [
Sip Agent Info
Sip Right Flag Config OK
Digit Map Config
Pots Profile
ONU Upgrade
[ Select Al [ Remesn | [ add | [ Back |

In this page, user can select an entry, then click 'Delete’ to remove a GEM mapping.

Now, we complete the creation of the line profile, we can click the 'Back’ button back to the Line
Profile page and view the created line profile. (refer chapter 6.3.4.1)

6.3.4.2 Modify Line Profile
The name of the line profile can be modified in the Line Profile page.

Double-click the 'Detailed" button in the line of the line profile you want to modified, we can modify
the T-CONT and GEM of the line profile binding.

6.3.4.3 Delete Line Profile

In the main page of the 'Line Profile', you can select a line profile and click the 'Delete' button to
delete the line profile.

Note: the line profile can only delete the unbound, if the line profile has been bound, the delete
operation of the profile should be done before the ONU is deleted or bound ONU to other line
profile.
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4§ Pon Card Management x

[
a
Line Profile
OLT Device [GPON = Selected [gponLineProfileld gponLineProfileName gponLineProfileTcontum gpoenLineProfileGemNum aponLineProfileBindhum Operation
(] il lineprofile_1 2 n 2 Detailed
PonPort information 2 lineprofile_2 2 B 2 Detailed
PonPort Optical Module Info =] 2 lineprofile_3 3 U 1 Detailed
DBA Profile Config
Line Profile Config Prompt %

Service Profile Config
Traffic Profile Config .
- Broadcast Storm Suppression ® Seleted nothing or can not delete! £
e =) ONU Regesiter = 4
1 ONU Auto Find List HE P
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config

Digit Map Config
Pots Profile
ONU Upgrade

[ Select Al [ Rewesn || set || adg

6.3.5 OLT Service (business) Profile Configuration

The GPON ONU service profile provide service profile configuration channel for OLT which use
the OMCI (ONT Management and Control page) method manage.

The ONU service correlation properties are concentrated in the service profile for configuration.
the same business only need to be configured only once to save configuration workload. When
ONU management mode is OMCI

When adding ONU, you need to bind the GPON ONU business profile, which will automatically
bind if not specified will bind the ONU to the default business profile 0. After the command
executes successfully, we enter the corresponding GPON ONU service profile configuration Mode,
we can set the associated properties of the GPON ONU service profile.

6.3.5.1 View Service Profile

Double click the 'PON Module' icon on the left side of the main page and enter the 'Service
Profile Configure' page of the 'PON Card Management' window, which will show the service
profile created on OLT:
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Pon Card Management x
[
c
Service Profile
OLTDNCQ gponOnu |gponsnProfileld gponsvProfileNam gponsSnProfileEtNUM | gponSrProfileP otsNum |gponSnProfileCatvivum |gponSnProfileBindNum |VLAN IGMP
Descriptio|
(] il srvprofile_1 il 0 0 il Config Config
PonPort Information O 2 srvprofile_2 4 2 o 1 Config Config
PonPort Optical Module Info m] 3 srvprofile_3 i o o 2 Config Config
DBA Profile Config (] 4 srvprofile_4 o 0 ] ul Config Config
Line Profile Config
Service Profile Config
Traffic Profile Config
7| - Broadcast Storm Suppression B
1= ONU Regesiter E
b ONU Auto Find List b
b ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade
[] Select All ‘ Refresh | | Set ‘ ‘ Add

the parameters in the service profile are described in detail below:
» Profile id

Show the configured service profile ID, It is unique;

» Profile Name

Show the name of the configured service profile.

» Eth Num

The number of ONU Ethernet (eth) ports bound to the service profile; The value “Adapt” indicates
that the number of Ethernet ports can be adapted to the ONU, and no manual configuration is
required. For example, the actual number of ethernet ports of the ONU bound to the service profile
is 4, we can select 4 or Adapt.

» Pots Num

The number of ONU POTS ports to bind to the service profile, ranging from 0 to 8; The “Adapt”
parameter indicates that the number of post ports can be adapted to the ONU, and no manual
configuration is required. For example, the actual number of actual post ports of the ONU bound to
the service profile is 2, we can select 2 or Adapt.

» Catv Num

The number of ONU CATYV ports to bind to the service profile, ranging from 0 to 8; The “Adapt”
parameter indicates that the number of CATV ports can be adapted to the ONU, and no manual
configuration is required. For example, the actual CATV port humber of the ONU bound to the
service profile is 1, we can select 1 or Adapt.

» Bind Num

Shows the times that the service profile is bound by the ONU.
» VLAN

Configure the ONU port VLAN for the service profile binding.
» IGMP

Configure the ONU port IGMP configuration for this service profile binding.
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6.3.5.2 Create Service Profile

In the 'Service Profile’ in the main page, click "Add" button, specify the service profile ID, name

and number of each port to bind ONU, and then click 'OK' button to complete the basic create for

service profile:

49 Pon Card Management
[
a
LA ] MEMT
Service Profile
OLT Device [GPON = gponOnu (gponSnvProfileld gponSnvProfileName  [gponSnProfileEthMum | gponSnProfilePotshum |gponSnProfileCatvium |gponSnProfileBindMum |VLAN IGMP
Descriptio|
(] il srvprofile_1 il 0 0 il Config Config
PonPort Information O 2 srvprofile_2 14 2 o 1 Config Config
PonPort Optical Module Info m] <] srvprofile_3 9 Add Srubrofile w o 2 Config Config
DBA Profile Config (] 4 srvprofile_4 ] ul Config Config
Line Profile Config SnvProfile Id b
Semnvice Profile Config
Traffic Profile Config SnvProfile Name
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6.3.5.2.1 ONU VLAN Configuration In Service Profile

In the main page of the ‘Service Profile’, double-click the 'Configure’ button in the 'VLAN'

column of the entry you want to configure to enter the 'Vlan Configure' page:
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The following is a description of VLAN related configuration in service profiles:

» select
Select the eth port of ONU.
» Profile Id
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Show the service profile of current modified ONU vlan

> Port Type

Show the port type of ONU and is shown by default in the name of the eth (Ethernet) port.

» Eth PortId

Show the serial number of the ONU port, and if the ONU is 4, it will appear from top to bottom 1-4.
» Vlan Entry Id

The configured VLAN index number, if the port is configured with multiple VLANS, It will be
displayed from 1-x.

» Vlan mode
Translation: the translation model here has two meanings:

When the ONU port SVLAN and CVLAN configured under the translation mode are the same, the
configuration is configured with the ONU trunk mode under the VLAN;

When the ONU port SVLAN and CVLAN configured in translation mode are different, the ONU
port VLAN transformation mode is configured to convert the ONU to the SVLAN on the network
side.

QinQ: the port configuration of the ONU is configured with QinQ VLAN mode. In QinQ mode, the
VLAN from ONU is on the outer layer and the VLAN is forwarded to the top. The downstream data
will strip off the outer VLAN tag and then forward it down.

Transparent: the port configuration of the ONU is configured with VLAN transmission mode,
which can be directly forwarded either with VLAN tag or VLAN tag in the VLAN transmission
mode.

» Svlan
Configure the SVLAN on the network side for a range of 1-4094.
» Svlan priority

Configure priority of the SVLAN on the side of the network, the values range 0-7 and any, 0 has
the lowest priority, and 7 has the highest priority. Any means any priority.

» Cvlan
The CVLAN configured on the network side ranges 1-4094.
» Cvlan priority

The priority of the CVLAN configured on the network side is 0-7 and any, 0 has the lowest priority,
and 7 has the highest priority. Any indicates any priority.

6.3.5.2.1.1 ONU Transmission Mode VLAN Configuration

In 'service profile'’ main page, double-click ‘Configure’ button under ‘VLAN’ of the need to
configure, enter the ‘Vlan Configure’ page, in the column of ‘Vlan Mode’ choose ‘transparent’
and the ONU VLAN mode can be set to transparent:
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6.3.5.2.1.2 ONU Trunk Mode VLAN Configuration

In the main page of the ‘Service Profile’, double-click the 'Configure' button in the 'VLAN'
column in the back of the VLAN service profile, and enter the 'Vlan Configure' page. The specific
configuration steps are as follows:

Note: pvid in trunk mode needs to be configured in port native - vlan in. refer to chapter 7.3.2.
Example: configure ONU trunk VLAN 100, 200, 300, PVID to 100.
Step 1:

In the 'Vlan Configure' page, select 'translation’ of 'vlan mode' and then click 'Set' button to set
the ONU port VLAN to translation mode:
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Step 2:
Click "Add" button, configure trunk VLAN 100,200,300 to the ONU port, need three times to add
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this 3 VLANSs, because every time can only add one VLAN, the screenshot below to add a trunk
VLAN 300 to illustrate, SVLAN and CVLAN configuration for the same VLAN 300 which is trunk
VLAN configuration mode:
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Step 3:

Return to the 'Vlan Configure' page to view the successful trunk VLAN 300:
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6.3.5.2.1.3 ONU Conversion Mode VLAN Configuration

In the main page of the ‘Service Profile’, double-click the 'Configure' button in the 'VLAN'
column of the VLAN service profile you want to configure, and enter the 'Vlan Configure' page.
The specific configuration steps are as follows:

Note: PVID in translation mode needs to be configured in port native — vlan, refer chapter 7.3.2.

Example: configure port VLAN of ONU which converted from 101 to 201,102 to 202, 103 to 203,
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and PVID to 100.
Step 1:

In the 'Vlan Configure' page, select 'translation’ of ‘'vlan mode' and then click 'Set' button to set
the ONU port VLAN to translation mode:
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Step 2:

Click ‘Add’ button, add transformation VLAN to the ONU port for 101 to 201,102 to 202,103 to 203,
need three times to add the three transformations, because every time can only add one VLAN to
convert, the following screenshots to configure VLAN is 103 to 203:
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Step 3:

Return to the ‘Vlan Configure’ page to view the VLAN transformation that adds success 103 to
203:
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6.3.5.2.1.4 ONU QinQ Mode VLAN Configuration

In the main page of the ‘Service Profile’, double-click the 'Configure' button in the 'VLAN'
column of the service profile you want to configure, and enter the 'Vlan Configure' page. The
specific configuration steps are as follows:

Note: PVID in translation mode needs to be configured in port native — vlan, refer to chapter 7.3.2.

Example: configure the outer VLAN (SVLAN) of QinQ to 1000, the inner VLAN (CVLAN) to 2000,
and PVID to 3000.

Step 1:
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Click 'Add" button, configure ONU port VLAN mode for QinQ, SVLAN for 1000, and CVLAN for
2000:
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Step 2:

Return to the 'Vlan Configure' page to view the added SVLAN as 1000, and CVLAN 2000 of
QinQ VLAN:

73



Pon Card Management X

[
c
VLAN Config
OLT Davice gponOnu |gponSnProfileld  (gponSnvProfilePort |gponSProfilePortl| gponSivProfilePort | gponSrvProfilePort | gponSrvProfilePort | gponSnProfilePort (gpenSnProfilePort | gponSnProfilePort
Descriptio| Type d ‘VianEntryld VianMode VianSvian VianSpri Cvlan VianCpri
(] o eth il 1 translation il any o any
PonPort Information ] 1 eth Il 2 translation 100 any 1100 any
PonPort Optical Module Info O Il leth n 3 translation 103 any 203 jany
DBA Profile Config (] o eth il 4 qing 2000 any 11000 any
Line Profile Config
Service Profile Config
Traffic Profile Config
7| - Broadcast Storm Suppression B
_|E- ONU Regesiter E
ONU Auto Find List b
b ONU Auth List
ONU Auto Auth Rule
[} Pots Server

Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile

ONU Upgrade

[] Select Al | Remesh |[ set || had |[ Back

6.3.5.2.2 ONU IGMP Configuration In Service Profile

Note: the IGMP service on OLT and ONU currently is passable, and IGMP related configuration is
not work in the present OLT, here is a simple introduction.

In the main page of the service profile, double-click the "Configure" button below the "IGMP"
column of the VLAN, and enter the "IGMP Configure" page:
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The following is a description of the configuration of ONU IGMP in service profiles:

» Profile Id

Show the service profile id that currently needs to do the multicast configuration.

» Multicast Model

The working mode of IGMP is: “igmp-snooping’, “igmp-proxy", 'igmp-snooping-proxy"

(1) igmp - proxy
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Set the IGMP forwarding mode of ONU as proxy.

IGMP proxy is the multicast agent. The IGMP proxy intercept and handling the IGMP message
between the user and the multicast router and then forwards it to the upper multicast router. From
a user perspective, the system is a multicast server equivalent; From an upper point of view, the
system is a multicast user equivalent. The IGMP proxy mode reduces the multicast protocol traffic
of the network side.

(2) igmp snooping

Set the IGMP mode of ONU to IGMP snooping. IGMP snooping is the multicast listening. IGMP
Snooping retrieves the relevant information of maintenance group by listening to the IGMP
message that communicates between the user and the multicast router to maintain items. The
system does not do any processing of the broadcast VLAN message.

(3) igmp snooping - proxy
Igmp-snooping - proxy does not currently apply.
» Igmp Forward

The IGMP forwarding mode is not applicable at this moment, the default transparent can be used,
and the VLAN processing mode of the downstream multicast data is handled according to the
single VLAN of the ONU port.

6.3.5.3 Service Profile Modification

In the main page of the 'service profile’, the name and the number of ONU ports of the profile can
be directly modified.

Double-click the 'Configure' button below the VLAN or IGMP on the 'Service Profile' main page
to modify parameters such as VLAN and IGMP which the service profile binding. here no longer
illustration. We can know the details by the VLAN and IGMP configuration instructions.

6.3.5.4 Delete Service Profile

In the main page of the service profile, you can select a service profile and then click the 'Delete’
button to delete the entire service profile information:

Note: the service profile can only delete in unbound status, if the service profile is already bound,
the delete operation of the profile will be done after the ONU is deleted or the other service profile
is used.
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6.3.6 OLT Traffic Profile Configuration

The traffic profile on GPON OLT is mainly applied to the ONU port for the port speed limit. Applying
to an ACL for speed limits for a particular message, because we need to create it in advance when
using this profile, a chapter is used to specify some configuration parameters for the profile:

Double click the "PON Module" on the left side of the main page and enter the "Traffic Profile
Configure" page of the "PON Card Management" window. The typical page is as shown below:
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Some parameters in the traffic profile configuration are explained below:

> Profile id

Show the configured traffic profile id, which can be used later when you need to bind the traffic
profile.

> Profile name
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Show the configured traffic profile name, which can be modified when you need to bind the traffic
profile.

» ensure information rate (CIR)

To show and modify the guaranteed bandwidth, the effect of bandwidth is to ensure that the traffic
rate can reach its guaranteed bandwidth when the traffic is congested. The default minimum
configuration is 64kbps, and the unit is kpbs.

» peak information rate (PIR)

The maximum bandwidth is shown and modified, and the maximum bandwidth is only a limited
effect. The limit of the traffic can not exceed its maximum bandwidth. The default minimum
configuration is 128kbps, and the unit is kpbs.

» ensure the burst length (CBS)

Show and modify the guarantee burst length, that is the instantaneous ability to pass the promise
burst traffic, the default minimum configuration is 2000bytes, the unit is byte.

» peak burst length (PBS)

Show and modify peak burst length, peak burst size, the default minimum configuration is
2000bytes, the unit is byte.

» Bind Num
Show times the traffic profile has been applied.
[Example of traffic profile configuration ]

Example: add a traffic profile which id is 200, name is '‘GPON TEST', ensure bandwidth is 20M
and the maximum bandwidth is 100M.

[
Q
Traffic Profile Config
OLT Device [GPON = gponOnu gpenTraficProfileld gponTramcProfileName (gponTramcProfileCfoCir (gponTramicProfileCfgPir |gponTrafficProfileClgCos| gponTraficProfileCgPbs |gponTraficProfileBindiu
Descriptio| m
PonPort Information
PonPort Optical Module Info Add Traffic Config X
DBA Profile Config
Line Profile Config Profile Id 200]
i;’f‘;iep:;gac‘z:;'gg Profile Name |GPON TEST
= - Broadcast Storm Suppression CIR ZU.UUUE F
e =) ONU Regesiter PIR Enn.nnn E
1 ONU Auto Find List r
7 ONU Auth List EEe 2000
ONU Auto Auth Rule PBS 2,000
[} Pots Server
Sip Agent Info
Sip Right Flag Config OK
Digit Map Config
Pots Profile
ONU Upgrade
[] Select Al Reesn | [ set | [ ada

6.3.7 PON Broadcast Storm Suppression

The number of the broadcast network frame increase sharply and affects normal network
communication, broadcast storm will occupy a considerable network bandwidth, cause the entire
network cannot work normally. Broadcast storm control is allowing the port to filter the broadcast
storm that appears on the network. When the broadcast storm control is enabled, the port will
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automatically discard the broadcast frames received when the broadcast frames received from the
port are accumulated to the predetermined threshold value. When the function disabled or
broadcast frames don’t come to limit, the broadcast frames will be broadcast to other ports of OLT.

Double click the 'PON Module' icon on the left side of the main page and enter the '‘Broadcast
Storm Suppression’ page of the 'PON Card Management' window. The typical page is as shown
below:
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Entering this page can set and enable the storm suppression and setting speed of various storm
suppression for OLT's PON.

The following is a description of the storm control parameters of the PON port of OLT.
> PortID

Show the PON index number that needs to be configured for storm suppression.

» Unicaststorm Enabled

Enable or disable the unknown unicast storm suppression function of the PON, select 'true' to
enable and ‘flase’ to disable.

» UnicastStorm InPacket Rate
Configure unknown unicast storm suppression rate for PON port, the unit is PPS.
» Multicast Storm Enabled

Enable or disable the unknown multicast storm suppression function of the PON, select 'true' to
enable and 'flase' to disable.

» MulticastStorm InPacket Rate
Configure multicast storm suppression rate for PON port, the unit is PPS.
» Broadcast Storm Enable

Enable or disable the broadcast storm suppression function of the PON, select 'true’ to enable and
'flase' to disable.

» Broadcast Storm InPacket Rate
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Configure broadcast storm suppression rate for PON port, the unit is PPS.

6.3.8 ONU Auto Authentication

Before GPON authentication, the OLT needs to open the automatic discovery function of the PON,
then find the ONU in the automatic list, and finally add the ONU to authentication.

The authentication steps of GPON is mainly divided into the following parts.
6.3.8.1 Open ONU Auto Discovery and Auth

Double click the 'PON Module' icon on the left side of the main page and enter the 'ONU Auto
Find List' page of the 'PON Card Management' window:

Pon Card Management X
[
c
ONU Auto Find List
PonPort AutoFind Enable Search ONU of those PonPort
OLT Device | GPON :
PonPort-1 : @ enable () disable et [JPon1 [JPon2 [JPon2 [JPon4 [JPons [JPoné [JPon7 [JPong [JAl
PonPort Information 7 T
PonPort Optical Madule Info gponOnu |gponOitPortid gponOnuAutofindld gponOnuAutofindSn gponOnuAutofing P ndorl| gponOnuAutofindEquipm| gponOnuAutofindSoftwar!
DBA Profile Config Descriptio rd “‘u entD eversion
Line Profile Config
Service Profile Config
Traffic Profile Config
=| - Broadcast Storm Suppression E
[} ONU Regesiter
1 ONU Auto Find List 1l
T ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

We can do many operations in this page, we can enable the automatic find function of the ONU of
PON, check the automatical but not auth ONU, and verify the ONU of automatic find.

Enables PON automatic find

Turn on the ONU auto find function of the specified PON ports, and only the ONU connected to the
PON will be displayed.

Select the specified PON port, select 'enable' (open) or 'disable’ (not open), and then click the
‘Set' button.

View the PON's ONU

When the ONU auto find function is opened, you can select a PON port to view which ONU is
found under the PON port.

Select the specified PON port and click the 'Search’ button.

Authentication

Auth the ONU which we found on this page.

[Example of enable the ONU automatic find + authentication configuration]

Example: start the ONU automatic authentication of PON1, then add the ONU of the PON1
finding and bind to the created line profile and service profile.
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Step 1:

Enable the automatic find function of PON1 in the ‘ONU Auto Find List’ page:

7 Pon Card Management

OLT Device |GPON =

PonPort Infermation
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
b Service Profile Config
Traffic Profile Config
~| - Broadcast Storm Suppression
b ONU Regesiter
‘ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

m

MEMT
ONU Auto Find List
PonPort AutoFind Enable Search ONU of those PonPort.

@ enable ) disable Pon1 [ JPon2 []Pon3 |[JPond [JPons []Pon6 [ JPon7 [JPong [ Al
gponOnu |gponOitPortld gponOnuAutofindld gponOnuAutofindSn gponOnuAutofindP { ponOf Huulllgpm\UHUAUTUHHUEQUIDH’I gponOnuAutofindSoftwar|
Descriptiol rd Wd entD eVersion
[] SelectAll

Step 2:

Find ONU at the ‘Search ONU of those PonPort’:

7 Pon Card Management

OLT Device |GPON

PonPort Infermation
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
b Service Profile Config
Traffic Profile Config
~| - Broadcast Storm Suppression
b ONU Regesiter
‘ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

m

ONU Auto Find List
PonPort AutoFind Enable Search ONU of those PonPort.

: @ enable ) disable Pon1 [ JPon2 []Pon3 |[JPond [JPons []Pon6 [ JPon7 [JPong [ Al -
gponOnu |gponOitPortld gponOnuAutofindld gponOnuAutofindSn gponOnuAutofindP { ponOf Huulllgpm\UHUAUTUHHUEQUIDH’I gponOnuAutofindSoftwar|
Descriptiol rd Wd entD eVersion
[] SelectAll

Step 3:

Select ONU, Click the ‘auth’ button, and select the line and service profile created before:
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6.3.8.2 View Registered ONU And Register ONU Independently

Double click the 'PON Module' icon on the left side of the main page and enter the 'ONU Auth
List' page of the 'PON Card Management' window:

In this page, you can view the ONU information that has been registered and manually add the
authentication ONU, detailed description of some of the more important parameters as follows:

Check the registered ONU

You can query All (All) registered ONU of OLT or registered under specific PON port (ponl-pon8).
The relevant ONU parameter as follows:

» Auth Mode

It shows that the registered mode of ONU. GPON is certified by SN. The ONU authentication
mode supported on OLT is: sn, sh + password and password.

» ONU Sn
Show the registered ONU's SN in port, the SN of ONU must be the ASCII value of 12 bits.
» Password

If ONU is registered by the SN + password or password authentication mode, the ONU
authentication password will be displayed here.

> Lineld

Shows which line profile id is binding on the ONU, and double-clicking the id to displays detailed
information about the line profile configuration.

Profile Information >

Profile-1D 1
Profile-name  : lineprofile_1
Binding times 2

IMapping mode :vlan

=T-COMNT 1 = DBA-Profile ID :2

=Gem D 1= GEM-CAR-UP: - GEM-CAR-DOWHM: -
Mapping-1D WLAMN Pricrity
1 100 -

=T-COMNT O = DBA-Profile ID :0

13

OK Ccancel
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> Service Id

Shows which service profile id is binding on the ONU, and double-clicking the id displays the
details of the service profile configuration.

Profile Infarmation L

= lu]
T

o

Profile-1D 1
FProfile-name srvprofile_1
Binding times 1

FPort-type Part-number

ETH 1 1
POTS 0

CATV 0

Multicast mode Cigmp-snooping

Multicast forward mode transpart

Multicast forward VLAMN 0

Upstream IGMP packet forward mode . translation

Upstream IGMP packet forward VLAM -
Upstream IGMP packet priority -

FPort-type Por-ID Sernvice-type Index S-VLAN S-PRI C-WLAN C-PRI
ETH 1 translation 1 1 - 1 -
ETH 1 translation 2 100 - 100 -
ETH 1 translation 3 103 - 203 -
ETH 1 translation 4 2000 - 1000 -
‘ DK ‘ | Cancel |
T
» Run State

The running state can reflect whether the ONU is online or not. The state of ‘online’ state indicates
that ONU has been registered and launched. The ‘offline’ state indicates that the ONU is not
registered, and it is necessary to check whether the light power of the ONU is normal.

» Config Statue

The configuration statue can reflect whether OLT send the configuration file to ONU successfully.
The 'failed’ status indicates that the default configuration is not recognized by the ONU, which
requires the positioning analysis. ‘success’ shows that the status indicates that the default
configuration of OLT is recognized by the ONU.

» Match State

Match statue can reflect the ONU port whether actual ability and binding service profile
configuration of port capacity match, 'match’ status show that port number of ONU service profile
configuration is match to ONU actual report; 'mismatch’ status show that port number of ONU
service profile configuration is not match to ONU actual report, need to see the actual reported
ONU port number, and then configure the ONU port number in the ONU service profile.

> Active Status

The active state indicates whether the ONU is active, and the 'active' indicates that ONU has
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been activated on OLT; 'deactive' means that ONU is not activated on OLT.
add authentication and auth ONU manually

If you know the auth SN or password of ONU in advance, you can register the ONU with the "Add"
button on this page.

X
g
a
ONU Auth List
= = Search ONU of those PonPort
[W]Pon1 [JPon2 [JPon3 []Pon4
Add ONU Auth X

PonPort Information = | | =

PonPort Optical Madule Info gponOnu |gpenOltFor| gpenOnuld|openOnuAut PonPort id |F'C”“'1 “| inePf gponOnuSeni onu 10nuConfi | gponOnuklatch |gponCnuDeact

DBA Profile Config Descriptio|tid ode ONUID | 1&' eProfileld ate gState State ve

Line Prafile Config ] 1 1 sn [ online success imismatch active

Senvice Profile Config | 1 2 sn Auth Model |5" "| 2 joffline initial iinitial active

Traffic Profile Config O o 3 sn ONU SN | ‘ 3 offline initial iinitial active
7| - Broadcast Storm Suppression ] 1 4 =n T . 3 joffline initial initial active r
4= ONU Regesiter O 1 5 =n asswer 4 joffline initial initial active E

ONU Auto Find List
1 ONU Auth List 1d @ Name

ONU Auto Auth Rule

Pots Server Line Profile Name lineprofile_1
Sip Agent Info
Sip Right Flag Config Siv Profile Name srvprofile_1

Digit Map Config

ONU Upgrade

m

Dsetectan [ acive | [ Deactve | [ Detete Add

active or deactive ONU

In the ‘ONU Auth List’ page, select an ONU to active or deactivate the ONU that has been
registered.

6.3.8.3 Register ONU Automatically

GPON OLT support automatic auth ONU function, if the OLT enable the function of automatic auth
and configured automatic auth rules in advance, ONU can automatically register according to the
configuration.

Double click the "PON Module" on the left side of the main page and enter the ‘ONU Auto Auth
rule” page of the "PON Card Management" window:
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Pon Card Management

AutoAuth Enabls|ename

‘v |AulnAuth Mnda\|al\

OLT Device |GPON =

PonPort List |F’nnF‘nrt—1

‘V|
‘V|

‘v| Port AutoAuth |enab\e

‘Auto Auth Rule Config

PonPort Information
PonPort Optical Module Info
DBA Profile Config

gponOltAutoAuthRuleld gponOltAutoAuthVendarld

gponOltAutoAuthEquipmentlD  |gponOltAutoAuthSoftwareVersi

on

gponOltAutoAuthLineProfileld | gponOltAutoAuthSrvProfileld

Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
El- ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

‘ Reiresh H Set H

We can configure rules of register ONU function on GPON OLT automatically in this page, and
some parameters will be given to illustrate:

AutoAuth Enable

This option enables or disable the global auto auth ONU function on OLT.

AutoAuth Model

Configure auto auth rules of the ONU on the OLT, we can choose all (all) ONU adopt automatic
auth certification, according to ONU model (equid) automatic auth certification, according to the
ONU manufacturer (vendor) automatic auth certification, according to ONU model (equid) + ONU
software version (swer) automatic auth certification.

PonPort List

Specify which PON port to open ONU automatic auth function.

Port AutoAuth

enable or disable the ONU automatic auth function of a PON.

Add rules of auto auth

The 'add’ button on the page can add an auto auth rule.

[Example of ONU automatic registration configuration]

Example: enable the automatic registration function of PON1 on OLT, the automatic registration
rules are based on the ONU model of ONT 1GE, automatic binding line profile: ontline profile_50,

service profile: ontsrvprofile_50.

84



OLT Device |GPON =

PonPort Information
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
ONU Regesiter

ONU Auto Find List

ONU Auth List

ONU Auto Auth Rule
Pots Server

Sip Agent Info

Sip Right Flag Config

AutoAuth Enabls|ename

‘v |AulnAuth Mnda\|al\

PonPort List |F’nnF‘nrt—1

‘v| Port AutoAuth |ename

‘V|
‘V|

‘Auto Auth Rule Config
gponOltAutoAuthRuleld

gponOltAutoAuthVen

Set Auto Auth Rule rsi |gponCittutoAuthLineProfileld

gponOltAutoAuthSnProfileld

*
gponOltAutoAuthRuleld 15
gponQitAutoAuthVendorld
gponOltAutoAuthEquipmentiD
gponOltAutoAuthSoftwareVersion

Line Profile Name

e —

Srv Profile Name

Digit Map Config
Pots Profile
ONU Upgrade

Set Add Delete

‘ Reiresh H

6.3.9 ONU VOIP Service Configuration

TP-Link GPON OLT supports configuring ONU SIP, but in the real deployment, some of the ONU
only support SIP configuration through TR-069, and can not be configured by OMCI. In that case,
you should not do the SIP configuration on OLT. The following sections describe the SIP voice
configuration on OLT:

6.3.9.1 SIP Proxy Server Profile Settings

Double click the 'PON Module' icon on the left side of the main page and enter the 'SIP Agent
Info' page of the' PON Card Management 'window:

Pon Card Management

¢ = Pl P5 GEL GES

MGMT

ARt )
Sip Agent Info

gpononu
D

n e

(] (1] sipagent_0

gponSipAge (gponSipAge |gponSipAge |gponSipAge (gponSipAge (gponSipAgentProfile

atio

aponsipAgentProfile
RegistrationReregHe|
adStariTime

300

gponSipAgentProfile
VoiceMailSubscriptio
nExpiration

3600

gporl
Prox|

OLT Davice (GPON = gpenSipAge (gponSipAge |gponSipAge
rofileld | niProfileNam|ntProfileRip
scp

l46

Ripl leRtpl ign an|ntProfileSigr
alTransferMojn
udp 600

alPort
5070

alDscp
24

axPort
60000

inPort
50000

PonPort Information
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression B
ONU Regesiter
ONU Auto Find List b
ONU Auth List
ONU Auto Auth Rule
Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

m

[« [l |

[»]

‘ Reiresh || Set

In this page, user usually need to configure the following parameters. For the other parameters ,
please keep it as default value.

» gponSipAgentProfileSignalPort
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Configure the SIP registration server port number on the ONU, default is 5070, can be set
according to your SIP register server configuration.

» gponSipAgentProfileProxyServerUrl

Configure the proxy server address on the ONU, which is generally the IP address or domain
name.

» gponSipAgentProfileRegistrationServerUrl

Configure the registration server address on the ONU, which is generally the IP address or domain
name.

» gponSipAgentProfileVoiceMailServerUrl

Configure the voice mail server address on the ONU, which is generally IP address or domain
name.

» gponSipAgentProfileConfFactory

Configure the meeting server address on the ONU, which is generally the IP address or domain
name.

» gponSipAgentProfileBindNum
Show times that the SIP Agent profile is bound by ONU.
[Example of SIP proxy server configuration]

Example: create a SIP agent profile with ID 1, with a port number of 5060, and the proxy server
and registration server IP address set to 192.168.5.254

Step 1:
Click the ‘Add’ button to add a SIP proxy server profile:

4 -
9 i o 2 3 4 2 g 2 2
| et 8 [
Sip Agent Info
OLT Device [GPON - gponOnu (gponSipAge |gponSipAge |gponsSipAge (gpenSipAge |gponSipAge (gponSipAge |aponSipAge |gponSipAge (gpenSipAgentProfile | gponSipAgentProfile |gponSipAgentProfile |gpor
D Profileld  |[ntProfileNam| ntProfileRtpD{ ntProfileRtpM ntProfileRtpM ntProfile Sign | ntProfileSign | ntProfile Sigr atio |RegistrationReregHe|VoiceMailSubscriptio | Prox|
n e scp inPort axPort alDscp alPort alTransferMon adStartTime nExpiration
PonPort Information ] o sipagent_0 (46 50000 60000 24 5070 udp i) 300 3600
PonPort Optical Module Info
DBA Profile Config Add SipAgent %

Line Profile Config
Service Profile Config

Traffic Profile Config SipAgent Id 1E|

Broadcast Storm Suppression

m

ONU Regesiter

=
ONU Auto Find List SipAgent Name GPON

1 ONU Auth List
ONU Auto Auth Rule

Sip Agent Info

m

Sip Right Flag Config
Digit Map Config
Pots Profile

ONU Upgrade

[4] ] ] o]

[] Select Al Reesn | [ set | [ ada
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s

PonPort Information

DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config

m

ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

m

@ Add SipAgent 1 success

Sip Agent Info
OLT Device [GPON - gponOnu (gponSipAge |gponSipAge |gponsSipAge (gpenSipAge |gponSipAge (gponSipAge |aponSipAge |gponSipAge (gpenSipAgentProfile | gponSipAgentProfile |gponSipAgentProfile |gpor
D Profileld  |ntProfileNam| ntProfileRipD{ niProfileRipM niProfileRtph{ ntProfileSign  ntProfileSign | ntProfile Sigr atio | RegistrationReregHel) Prox
n e scp inPort axPort alDscp alPort alTransferMon adStartTime nExpiration
] o sipagent_0 (46 50000 60000 24 5070 udp i) 300 3600
PonPort Optical Module Info
Broadcast Storm Suppression
Prompt X

[4]

Reiresh |

Set

Step 2:

Configure the SIP registration port to 5060, the SIP registration server and the proxy server
address t0 192.168.5.254:

7 Pon Card Management

Sip Agent Info

OLT Device |GPON [~]

m

m

PonPort Infermation
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
ONU Regesiter

ONU Auto Find List

ONU Auth List

ONU Auto Auth Rule
Pots Server

Sip Agent Info

Sip Right Flag Config

Digit Map Config

Pots Profile
ONU Upgrade

IponSipAge
iProfileld

gponSipAge
niProfileNam
8

gponSipAge
niProfileRipC)
scp

gponSipAge
niProfileRipM
inPort

gponSipAge
niProfileRipM
axPort

gponSipAge

gponSipAge

gponSipAge

gponSipAgentProfile

gponSipAgentProfile

gponSipAgentProfile

gponSipAgentPr

niPr
alDscp

P

alPort

itProfileSign
alTransferllo

de

n

Ri egHe|
adStarTime

ibscriptio

nExpiration

run

ySer

GPON

48

50000

60000

4

6060

udp

600

200

3600

1192 168 5254

sipagent_0

48

50000

60000

B4

6070

udp

600

3600

[4] I

Reiresh | |

Set
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i
T T
[T I I i
SelectAt [ Delote Refresh sa | [

Trap Log | Operation log
[Goment Useradmin 1052872017 17.7:26 amin Guery OruAutofnad s gpond Dowos: Top Tres=>GPON->Pon Module

6.3.9.2 SIP Extension Business Profile Settings

Double click the 'PON Module' icon on the left side of the main page and enter the 'Sip Right
Flag Configure' page of the 'PON Card Management' window:

7 Pon Card Management

gponOnu
Descriptio|
n

PonPort Infarmation

gponSipRi ight
FlagProfileNgFlagProfileCal
me IWaiting

gponSipRight
FlagProfileld

gponSipRightFlagProfileCallProcess

Console

R

MEMT

Sip Right Flag Config

ST

aponSipRigk
FlagProfileCal
lIPresentation

Hotline

ightFlagProfil

aponSipRight
FlagProfileBi
ndNum

gponSipRight
FlagProfileHo
tineNum

PonPort Optical Module Info =]

0 sipright_0

lenable

Threeparty,Callhold,

disable

0

DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
[ ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

‘ Reiresh || Set

In this page, user can enable the call waiting, call transfer, call display and other extension
functions. Click the 'Add' button to add a SIP extension business profile, which is configured as

follows:
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[
Q
Sip Right Flag Config
OLT Device [GPON [ ||| 9pononu |spensipRign qoonsio i janf aponSioRiohiFlaoProfileCallProce |anopsipRigr ightFlagProfile |gpensipRight aponsipRight
D lagProfileld (A Add SipRightFlag > |ProfileCalHotline FlagProfileHo FlagProfileBi
n n ntatior tineNum ndNum
Sipringhtfiag Id 1=
PonPort Information b prnantiag | ':I bi 5
PonPort Optical Module Info g B| Profile Name | ‘ E
DBA Profie Config Call Waitting | |v|
Line Profile Config
Senvice Profile Config Presentation | v|
Traffic Profile Config =
= | Broadcast Storm Suppression HotLine Nummber | U'ZI r
4 El- ONU Regesiter T E
ONU Auto Find List
1 ONU Auth List [] Threeparty [ ] Calitransfer [ ] Callhold [ Callpark [ ] doMotdisturb [ ] Conference
ONU Auto Auth Rule
- Pots Server HotLine
Sip Agent Info
Sip Right Flag Config [[]Hotline [ ] HotlineDelay
Digit Map Config
Pots Profile
ONU Upgrade ‘ oK | ‘ Cancel
[] Select All Refresh | | Set ‘ [ Aaa

» call waiting

Configure the ONU SIP voice call waiting function with both enable and disable options.
» call processing

Threeparty: enable or disable the three-way call feature of the ONU SIP voice.
Calltransfer: enable or disable the call transfer function of the ONU SIP voice.
Callhold: open and close the ONU SIP voice call waiting.

Callhold: start and close the ONU SIP voice call ban.

DoNotdisturb: the ability to turn on and close ONU SIP voice.

Conference: open and close the ONU SIP Conference function.

» hotline

Hotline: open or close the SIP voice Hotline function of ONU.

HotlineDelay: open or close the SIP voice helpline delay function of ONU
[Example of SIP extension business profile configuration ]

Example: create a SIP extension business profile with id 1 and open the hotline number
88884444.

Step 1:

Click the ‘Add’ button to add a SIP extension business profile:
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GE12 GElS

Sip Right Flag Config
OLT Device [GPON [ ||| 9pononu |spensipRign qoonsio i janf aponSioRiohiFlaoProfileCallProce |anopsipRigr ightFlagProfile |gpensipRight aponsipRight
D lagProfileld [F 47 Add SipRightFlag > |ProfileCalHotline FlagProfileHo FlagProfileBi
n n ntatior tineNum ndNum
Sipringhtiag Id 1=
PonPort Information b prnantiag | ':I bi 5
PonPort Optical Module Info g B Profile Name [ePon TEST] | pe
DBA Profile Config Call Walting | |'|
Line Profile Config
Senvice Profile Config Presentation | |v|
Traffic Profile Config =
= | Broadcast Storm Suppression HotLine Nummber | U'ZI F
e =) ONU Regesiter i 4
1 ONU Auto Find List I
y ONU Auth List [] Threeparty [ ] Calitransfer [ ] Callhold [ Callpark [ ] doMotdisturb [ ] Conference
ONU Auto Auth Rule
[} Pots Server HotLine
Sip Agent Info
Sip Right Flag Config [[]Hotline [] HotlineDelay
Digit Map Config
Pots Profile
ONU Upgrade ‘ oK | ‘ Cancel
[] SelectAl Reesn | [ set | [ adg

X
dEl1 gEls
miim
Sip Right Flag Config
OLT Device [GPON - gponOnu |gponSipRigh{gponSipf ight gponSipRightFlagProfileCallProcess gponSipRigt ightFlagProfile |gponSipRight gponSipRigh
D il lagProfileld |FlagProfileNgFlagProfileCal FlagProfileCalHotline FlagProfileHo| FlagProfileBi
n me IIWaiting lIPresentation tlineNum ndNum
PonPort Information
PonPort Optical Moduls Info [m] o isipright_0 lenable [Threeparty,Callnold, disable 0
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
3 Broadcast Storm Suppression r
[} ONU Regesiter
1 ONU Auto Find List Prompt *
T ONU Auth List
ONU Auto Auth Rule ® Add SipRightFlag 1,success

[} Pots Server
Sip Agent Info -
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

] SelectAl Reresn | [ set | [ Ao

Step 2:

The ‘SipRight Flag config’ page can look at the SIP extension business profile that has been
added to it:

90



Pon Card Management X

[
c
s GEizGHs
Sip Right Flag Config
OLT Device [GPON - gponOnu (gponsipRign gpenSipk ight gponSipRIightFlagProfileCallProcess aponsipRigr ightFlagProfile | gponSipRight aponsipRight
D lagProfileld |FlagProfileNgFlagProfileCal FlagProfileCalHotline FlagProfileHo FlagProfileBi
n me I'Waiting lIPresentation tlineNum ndNum
FonPortinformation I IGPON TEST bl [Th Callhold disabl 0
PonPort Optical Medule Info g enable reeparty,Callnald, i=anle
DBA Profile Config ] ] sipright_0 ienable Threeparty,Callhold, disable 0

Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression B
El- ONU Regesiter
ONU Auto Find List b
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

[] Select Al Reesn | [ set || lagg

6.3.9.3 Set SIP Number Diagram Profile

Double click the ' PON Module' icon on the left side of the main page and enter the 'Digit Map
config' page of the 'PON Card Management' window:

Pon Card Management X
[
C
Digitmap Profile
OLT Device gponOnu | gponDigitMapProfileld gponDigitMapProfileName| gponDigitMapProfileCritica gponDigitlapProfileCfgPa| gponDigithapProfileCfgDi | gpenDigitapProfileBindN Token Info
Descriptio IDialTime rialDialTime gitmapFormat um
n
FonPort Information =] 0 ldigitmap_0 4000 16000 h243 o Detailed

PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression B
[ ONU Regesiter
ONU Auto Find List b
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

] Select Al [Refresn | [ aga | [ set |

In this page, you can set the SIP Digit Map profile and dial matching rules for ONU, and the
configuration parameters are as follows:

» Critial dial time(s)

Set the timeout time of the exact match rule for the ONU SIP digit map, and the time unit is ‘s’.
> Patrtial dial time(s)

Set the timeout time of the matching rule for the ONU SIP digit map, the time unit is s.

» Digitmap format
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Set the format of the digit map to match the ONU SIP digit map, with notDefined, h248, NCS,
vendorSpecific options.

» Bind Num
Show times the SIP map profile is bound by ONU.
» Token infor

Configure ONU SIP to match the number of matching rules, double click the ‘Token Infor’ button,
and open the SIP voice dial rule configuration page of ONU.

[Example of SIP digit map profile configuration]

Example: set up a SIP digit map profile with id 1, with a minimum of 8-digit phone Numbers.
Step 1:

Click 'Add' button to add a SIP digiet map profile:

4 Pon Ca e
g
a
Digitmap Profile
OLT Device [GPON = gponOnu |gponDigitMapProfileld gponDigitMapProfileName| gponDigitMapProfileCritical gponDigitMapProfileCfgPa) gponDigitMapProfileCfaDi | gpenDigitMapProfileBindN Token Info
Descriptio IDialTime ialDialTime gitmapFormat um
n
PonPort Infarmation | 0 digitmap_0 4000 (16000 h248 o Detailed
PonPort Optical Madule Info <) Add DigitMap Config b4
DBA Profile Config
Service Profile Config \giitlap
Traffic Profile Config Profile Name GPON TEST
Broadcast S.mrm Suppression Critical Dial Time ’:E
[} ONU Regesiter
3 ONU Auto Find List Paratial Dial Time 15 F
ONU Auth List DigitMap Format  [not_defined H
ONU Auto Auth Rule
B} Pots Server
Sip AgentInfo oK
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade
[] SelectAll [[Refiesh | [ add | [ set |
# ronca x
[ Consale
a
RST
MEMT
Digitmap Profile
OLT Device |GPON = gponOnu |gponDigitMapProfileld gponDigitMapProfileName| gponDigitMapProfileCritical gponDigitMapProfileCfgPa) gponDigitMapProfileCfgDi | gpenDigitMapProfileBindN Token Info
Descriptio IDialTime rialDialTime gitmapFormat um
n
PonPort Information [m] 0 digitmap_0 4000 116000 h248 o Detailed
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression E
El- ONU Regesiter 4
ONU Auto Find List Prompt X i
ONU Auth List
ONU Auto Auth Rule @ Add DigitMap 1,success!
[} Pots Server
Sip AgentInfo FRE
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade
] SelectAl [ Reresn | [aga | [ set |
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Step 2:

Double click the 'Add' button of the 'Detailed' button of digit map profile ‘'Token Infor' that you just
created, and enter the' Dial Plan' configuration page:

7 Pon Card Management x
B
c
Digitmap Profile
OLT Device |GPON = gponOnu |gponDigitMapProfileld gponDigitMapProfileName| gponDigitMapProfileCritical gponDigitMapProfileCfgPa) gponDigitMapProfileCfgDi | gpenDigitMapProfileBindN Token Info
Descriptio IDialTime rialDialTime gitmapFormat um
n
FonPor Information =] 1 GPON TEST 1 1 notDefined o Detailed
PonPort Optical Medule Info [} 0 digitmap_0 4000 116000 h24a o Detailed

DBA Profile Config
Line Profile Config
Senvice Profile Config
Traffic Profile Config
| ' Broadcast Storm Suppression
[ ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agentinfo
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

] Select Al [ Refresn | [ pad | [ ser |

7 Pon Card Management x
l 13 14 £ & Console
¢ ]
RST
MEMT
Dial Plan
OLT Device |GPON = gponOnu ‘gpanDlg\lrvlapPruﬁls\d ‘gpunD\gnMameﬁ\eDla\P\anld ‘gmelg\lMapF‘roﬂleD\aIF‘IaﬂToken
g b I KL

PonPort Infarmation
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
b Broadcast Storm Suppression
[l ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

Daewemu [Refresn | [ aga | [ set | [ Bamk |

Step 3:

On the ‘Dial Plan’ page, click ‘Add’ to add a dial rule to match the 8-digit phone number, and 8 x
can be configured in the matching rule.
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47 Pon Card Management

GE12 GElS

OLT Davice |GPON [~]

PonPort Information
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
El- ONU Regesiter
ONU Auto Find List
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

Dial Plan

gponOnu ‘gpnnDlg\lMameﬁls\d

‘gpnnD\gnMameﬁ\lea\P\anld

‘gpnnDlg\lMameﬁIaD\aIF‘IanTuken

o n

h

L

<2 Add DialPlan Config *

DigitMap Id
DialPlan Id
DialPlan Token

] Select Al

[ Refresn | [ aga | |

‘ ‘ Back |

# Pon Card Management

GE1 GEIS

GE1Z GE1§

Dial Plan

OLT Device |GPON -

PonPort Information
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
'ONU Regesiter
1 ONU Auto Find List
T ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

m

gponOnu ‘gpnnDig\lMapPrnﬁle\d

‘gpnnD\gitMapF‘mﬁ\eDia\P\anld

‘gpnnDig\tMapF‘roﬁIeD\aIF‘IanToken

o

1

BL

Prompt

® Set DialPlan 1,success!

[ Select Al

[Refresn | [ add | |

‘ ‘ Back |

Step 4:

In the ‘Dial Plan’ configuration page, you can view the matching rule of the phone number that

you just created.
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Pon Card Management X

[
c
Dial Plan
OLT Device |GPON = gponOnu ‘gpnnDlg\lrvlameﬁle\d ‘gpnnD\gnMameﬁ\eDla\P\anld ‘gpnﬂDlg\lMapF‘ruﬂleD\aIF‘IaﬂTuken
=] h h BoOCOOBK(

PonPort Information
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression B
El- ONU Regesiter
ONU Auto Find List b
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

DSe\em\u [Refrest] | [ aga | [ set | [ Bamk |

6.3.9.4 Set SIP Post Profile

Double click the ' PON Module' icon on the left side of the main page and enter the 'Post profile’
configuration page of the 'PON Card Management' window:

Pon Card Management x
[
c
£ T B WIGKIT
Pots Profile Config
OLTDNCE gponOnu (gpenPatsProfileld gponPotsProfileName | gponPotsProfilelmpedance agponFotsProfileSignall gponPotsProfileRxGai | gponPotsProfileTxGain gponPotsProfileBindN

Descriptio| ingCode n um
(] ] pots_profile_0 imp150nf7500hm2700hm loopStart igain0dB igain0dB o

PonPort Infarmation
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression B
- ONU Regesiter
ONU Auto Find List b
ONU Auth List
ONU Auto Auth Rule
[} Pots Server
Sip Agent Info
Sip Right Flag Config
Digit Map Config
Pots Profile
ONU Upgrade

[ SelectAl | Remesh |[ s |[ asa |

The main part of this page is to configure some of the hardware related parameters of the ONU
post port, which can be added and adjusted as needed, not detailed in detail.

6.3.10 Upgrade ONU

Double click the * PON Module' icon on the left side of the main page, open the 'PON Card
Management' window and enter the 'ONU upgrade' page:

The configuration management page can be used in batches or individual upgrades of ONU
software.

Note: before upgrading, you need to ensure that there is an upgrade file. The FTP server can
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connect with OLT.

[Example of the ONU device upgrade]

Example: upgrade the software of the ONU, through the FTP server of 192.168.5.209.

Step 1:

First, ensure that the computer is connected to an OLT inband or outband management port, and
the computer can properly ping the IP of the inband or outband management port.

Step 2:

Configure the FTP server on your computer to access the username and password as well as the
file storage path:

=1 L

File Edit View Logging Messages Security Help
[#-001] 20178/21 10:32:31 Welcome to WFTPD - we are listening at the pseudo-address 0.0.0.0.

[#-001] 20178121 10:32:31 The first address assigned to your system is 192.168.5.209

[#-001] 2017/8/21 10:32:31 But you might be reached at a number of other addresses.

[#-001] 20178121 10:32:31 Check with your network administrators for the address that is reachable from the Internet
[#-001] 20178721 10:32:31 WFTPD is listening on port 21, standard ftp
[# -D01] 2017/8£21 10:32:31 Program will be ki -
[#-001] 2017/821 10:32:31 User / Rights Security Dialog =
[# -001] 2017/8f21 10:32:31

User Marne: ”yau ;I | Done I
~ User yao
Mew User. | Delete | Change Pass... |

[ Restict to home directory and below

Hame ISERSWADMINISTRAT O3 S Rl3 Browse... I

Help Rights >> |

4| 1]

*
For Help, press F1 1 socket |0 users NUM Y]

Step 3:
Operation of upgrade EMS on the ONU:

< Pon Card Management b3
[
c
! T i)
Upgrade Configure
OLT Device |GFON L [ pEERCpntiouir=
P [192.168.5.200 | File Name | |
User Name | | Password | |
PonPort Information
PonPort Optical Module Info
DEA Profile Config FENRD
Line Profile Config 01 D2 QO3 04 05 08 OF D8 @Al
Service Profile Config
Traffic Profile Config —ONU [] Select All
3 Broadcast Storm Suppression P
- ONU Regesiter gponOnuD [gpenOitPortid gponOnuld gponOnuSn gponOnuRunState
= ONU Auto Find List I [ TPLG00004321 jonline E
E ONU Auth List =] 1 2 TPLG06051020 loffline
ONU Auto Auth Rule (=] I B [TPLG06010701 joffline
El- Pots Server [m] I {4 [TPLG06010711 joffline
Sip Agent Info =] 1 5 TPLGOEO10712 loffline
Sip Right Flag Config
Digit Map Config
Pots Praofile
ONU Upgrade
Progress
Transfer Staus
[
Refresh | | Download to stice‘ ‘ Upgrade

Step 4:
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It is suggested that the upgrade operation of ONU is completed successfully.

6.4 PON Port Is Managed Separately

Double click on the 'Port-1' icon on the left side of the main page and enter the 'PON Card
management' page. The typical page is as follows:

Pon Card Management *

Pon Port |[Pon-1 | |

Basic Config

OperationStatus |up | |Admin8tatus |enab|e |v|
[~

Portlsolation Enable |true |v| PerfStatsOf15minuteEnable |fa|se

PerfStatsOf24hourEnable |fa|se |v| Port Mame |p0n1 | E

Lim 1l

| Refresh || Set |

In this page, user mainly conduct a separate configuration operation on the PON of OLT, and the
specific parameter configuration is as follows:

» OperationState

Display OLT's PON operation state, "down" state indicates that OLT has no registration ONU
under the PON of OLT; The "up" state shows that the PON of OLT is registered ONU.

» Admin Status

You can display and open the PON port of OLT, and 'enable' open the PON; 'disable’ closes the
PON.

> Portlsolation Enable

Show that the PON port isolates manage state, and the administrator can configure this option,
which has two states, 'true’ and 'false’ respectively.

» PerfStatsOf15 minutesEnable

Display 15 minutes of performance statistics to enable the managed state, the administrator can
configure this option, which has two states: 'true' and 'false’ respectively.

When set to ‘true’, the 15-minute performance statistics for the pon port will be enabled; When
configured as' false ', the 15-minute performance statistics for the pon port will be disabled.

> PerfStatsOf24hourEnable

Show the 24 hour performance statistics to enable the managed state, the administrator can
configure this option, which has two states: 'true' and 'false’ respectively.
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When set to 'true’, the function of the 24-hour performance statistics of the pon port will be
enabled; When configured as' false', the function of the 24-hour performance statistics for the pon
port will be disabled.

» Port Name

The name of the configuration PON can be displayed.

7 Manage ONU Device

7.1 Introduction of ONU Management

The ONU is the client device in the GPON system. The management of EMS software for ONU is
carried out through the OLT connected to it. OLT's management of ONU is carried out by the
OMCI management message based on itu-tg. 984. X standard.

EMS software support for a variety of types and models of ONU management, such as 1 FE ONU,
4 FE ONU, 8 FE ONU, 1 GE + WIFI ONU, 1 GE + CATV ONU, 4 FE + 2 POTS ONU, 4 FE + 1
CATV ONU, 4 FE + 2 + 1 CATV ONU POTS and so on.

This section with the commonly used 4FE + CATV ONU as an example to introduce the EMS
software of ONU management, different port configuration type of data ONU, and more types of
business data ONU part way through EMS software management basically the same, different
parts in the device described in the relevant documents to type.

The ONU management window is opened by the corresponding ONU device icon on the left
device tree of EMS software, and the ONU device is managed by the function parameters on the
corresponding function page. The typical ONU management window page is shown below:

[ol:GPON]=Pon Maodule=Port-1=[00:43:21]JONU-1 X
= = 4
L RS Informgtlon ¥ | Onu Basic Information
ETH Port Information

gponOnuRunsState online gponOnuType sfu-hgu
gponOnuConfigState SUCCESS gponOnuMatchState match
gponOnusn TPLGOOD04321 gponOnuDistance 5m
gponOnuLineProfileld 1 gponOnuSenviceProfileld 1
gponOnuMainSoftwareVersion 0.8.0_1.1 gponOnusStandbySoftwareVersion 154.104.0_0.12

ONU Capability Information

gponOnuFlowControlType pgAndCar gponOnuPonPortMum 4
= gponOnuEthPortMum 4 gponOnuPotsPorthMum 2 E
- gponOnuCatvPortMum 0 gponCnuGemPorthum 256 L
0 gponOnuTcontMum 15

ONU Optical Link Information

gponOnuOpticalTemperature 61.68C gponOnuOpticalTxPower 2.65dBm
gponOnuOpticalRxPower -12.08dBm gponOnuOpticalLaserBiasCurrent 18.78mA
gponOnuOpticalVoltage 3.24V

| Refresh | | Reboot |

As shown in the figure above, the ONU device management includes the following contents:

» View ONU Basic information(ONU Basic information, ONU capability information, view ONU
Optical link information )

98



» ONU port information view and configuration
» ONU CATV function configuration

The following sections describe the contents of the ONU administration.
7.2 ONU Basic Information Management

7.2.1 View Basic Information of ONU

The basic information of ONU can be viewed mainly, which can see the running state of ONU, the
configuration status of ONU, the ONU ranging, and the hardware and software version of ONU,
and the partial status description has been specified in section # 6.3.8.2.

Double click on the left side of the main page to manage the ONU, enter the ONU management
page, and click 'ONU Basic Information' to enter the page to see the basic information of the
ONU device:

[ol:GPON]=Pon Module=Port-1=[00:43:21]JONU-1 X

- - y
MIBESIC MoSmalion ¥ | Onu Basic Information

ETH Port Information

gponOnuRunState online gponCnuType sfu-hgu
gponOnuConfigState SUCCESS gponOnuMatchState match
gponOnusn TPLGOOD04321 gponOnuDistance 5m
gponOnulLineProfileld 1 gponOnuSenviceProfileld 1
gponOnuMainSoftwareVersion 0.8.0_1.1 gponOnusStandbySoftwareVersion 154.104.0_0.12

ONU Capability Information

gponOnuFlowControlType pgAndCar gponOnuPonPortNum 1
= gponOnuEthPortMum 4 gponOnuPotsPorthMum 2 E
= gponOnuCatPorthum 0 gponOnuGemPorthum 256 L
L gponOnuTcontMum 15

ONU Optical Link Information

gponOnuOpticalTemperature 61.68C gponOnuOpticalTxPower 2.65dBm
gponOnuOpticalRxPower -12.08dBm gponOnuOpticalLaserBiasCurrent 18.78mA
gponOnuOpticalvVoltage 3.24v

| Refresh | | Reboot

7.2.2 ONU Capability Set Information View

The information of the ONU capability is mainly to see the number of ETH port number, CATV port
number, post number and the support number of GPON related parameters such as gemport and
tcont.

Double click on the left side of the main page to manage the ONU, enter the ONU admin page,
and click 'ONU Basic Information' to enter this page to view the port ability information of the
ONU device.
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[ol:GPON]=Pon Module=Port-1=[00:43:21]JONU-1

L3l

EI"ILI Basic Information

ETH Port Information

4
|

Onu Basic Information

gponOnuRunState online
gponOnuConfigState SUCCESS
gponOnusn TPLGOOD04321
gponOnulLineProfileld 1

gponOnuMainSoftwareVersion 0.8.0_1.1
ONU Capability Information
gponOnuFlowControlType pgAndCar
gponOnuEthPortMum 4
gponOnuCatPorthum 0
gponOnuTcontMum 15

ONU Optical Link Information
gponOnuOpticalTemperature 61.68C
gponOnuOpticalRxPower -12.08dBm

gponOnuOpticalvVoltage 3.24v

gponOnuType sfu-hgu
gponOnuMatchState match
gponOnuDistance 5m
gponOnuServiceProfileld 1

gponOnusStandbySoftwareVersion 154.104.0_0.12

gponOnuPonPortMum 4
gponOnuPotsPorthMum 2

gponOnuGemPorthum 256

gponOnuOpticalTxPower 2.65dBm

gponOnuOpticalLaserBiasCurrent 18.78mA

Refresh | | Reboot

7.2.3 ONU Optical Link Information

The optical link information of ONU is mainly to check the optical link information of the PON of
ONU, such as: ONU receiving optical power information, and ONU transmitting optical power

information.

Double click on the left side of the main page to manage the ONU, enter the ONU management
page, and click 'ONU Basic Information’ to enter the page to view the optical link information of
the device's PON.

[ol:GPON]=Pon Module=Port-1=[00:43:21]JONU-1

L=l

Qnu Basic Information

ETH Port Information

4
|

Onu Basic Information

gponOnuRunsState online
gponOnuConfigState SUCCESS
gponOnusn TPLGOOD04321
gponOnuLineProfileld 1

gponOnuMainSoftwareVersion 0.8.0_1.1
ONU Capability Information
gponOnuFlowControlType pgAndCar
gponOnuEthPortMum 4
gponOnuCatvPorthum o
gponOnuTcontMum 15

ONU Optical Link Information
gponOnuOpticalTemperature 61.68°C
gponOnuOpticalRxPower -12.08dBm

gponOnuOpticalVoltage 3.24v

gponOnuType sfu-hgu
gponOnuMatchState match
gponOnuDistance 5m
gponOnuSenviceProfileld 1

gponOnusStandbySoftwareVersion 154.104.0_0.12

gponOnuPonPortMum 4
gponOnuPotsPorthMum 2

gponOnuGemPorthum 256

gponOnuOpticalTxPower 2.65dBm

gponOnuOpticalLaserBiasCurrent 18.78mA

Refresh | | Reboot
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Note: GPON ONU registration for ONU receives light power requirement is very high, here on this
side of the ONU receives the light power range must be between -8 ~ -27, OLT can automatically
discover to the ONU, otherwise the OLT will always prompt ONU receives light power is too high.
And it's easy to burn off the PON module of ONU if the ONU is too high.

7.3 ONU Port Management

This chapter is mainly about the ONU port configuration, which involves a lot of features is very
important, such as ONU port access mode of the vlan configuration, ONU port speed limit and
ONU port management state of open, etc.

7.3.1 Basic Configuration of ONU Port

The basic configuration of ports involves the opening and closing of ONU ports, the rate of ONU
port and the ONU flow control function.

Double click on the left side of the main page to manage the ONU, enter the ONU management
page, and click 'ETH Port Information' to enter this page to do basic operations on the ONU port:

[ol:GPON]=Pon Module=Port-1=[00:43:21]JONU-1 X

Onu Basic Information 1

- ¥ | ONU ETH Info
TH Port Information

gponCnuEth |gponOnuEthF gponOnuEth |gponOnuEthF gponOnuEth |gponOnuEthA gponOnuEth |gponOnuEthFgponCnuEth
Fortld ortMativeVlanl| PortMativeVia| oftinboundCa| PortOutbound ontSpeedAnd |PortFlowCirl |ontOperationa|PortState

d nPriarity rld Carld Duplex |State
1 100 0 autoMeg dizable enable down

L=l

| Refresh | | Set |

7.3.2 ONU Port Access Mode Vlan Configuration

In the ‘service profile configuration’ described in # 6.3.5.2.1 ONU trunk, passthrough mode,
transformation, QinQ vlan configuration, but for the access mode of the vlan configuration ONU,
need to configure in the ONU port management page, specific configuration is as follows:

Double-click on the left side of the main page to manage into the ONU management page, click
'ETH port information’ into the page to configure ONU port vlan access patterns, the following
figure configuration ONU port access mode of vlan is 100, priority is 1:
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[ol:GPON]=Pon Module=Port-1=[00:43:21]JONU-1

L3l

Onu Basic Information
ETH Port Information

4
ONU ETH Info

gponOnuEth
Portld

gponOnuEthP
ortMativeVlan|

gponOnuEth
PortMativella
d nPriarity

rid

gponOnuEthA
ortinboundCa

gponOnuEth
PortOutbound
Carld

gponOnuEthA
ortSpeedAnd
Duplex

PortFl

gponOnuEth

owCtrl
IState

gponOnuEthA
orntOperationa

gponOnuEth
PortState

9

100

0=

autoMeg

disabl

E enable

down

Refresh

Set

7.3.3 ONU Port Rate Limit

Speed limit on the GPON OLT ONU port need to limit traffic profile is created in # 6.3.6 in advance,
and bound to the ONU port on line in the ONU port management.

double-click on the left side of the main page to manage into the ONU management page, click on

the 'ETH Port Information’ into the page you can configure the ONU port rate limit, for example
the ONU port speed limit of 10 M as follows:

Step 1:

Create a flow profile with fixed bandwidth of 10M in advance:

MGMRLARM P4 P8

OLT Device |GPON [~]

PonPort Infermation
PonPort Optical Module Info
DBA Profile Config
Line Profile Config
Service Profile Config
Traffic Profile Config
Broadcast Storm Suppression
ONU Regesiter

ONU Auto Find List

ONU Auth List

ONU Auto Auth Rule
Pots Server

Sip Agent Info

Sip Right Flag Config

Digit Map Config

Pots Profile
ONU Upgrade

m

m

GEa GES GE12 GElG

Traffic Profile Config

gponQnu |gponTrafficProfileld

gponTraficProfileMame

gponTrafficProfileCfgCir

gpenTrafficProfileCfgPir

2 e RS R

gponTrafiicProfileCfgChbs

MGMT

gponTraficProfileCfgPbs

gponTrafficProfileBindMul

Descriptio| m
=] i om 0240 0240 0240 10240 0
[] Select All Reesn | [ set | lagg

Step 2:
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Bind the traffic profile for the speed limit 10M to the ONU port.

[olt:GPON]=Pon Module=Port-1=[00:43:21]0NU-1 *
Onu Basic Information ONU ETH Info
ETH Port Information
gponOnuEthP |gponOnuEthP |gponOnuEthP |gponOnuEthP |gponCnuEthP |gponOnuEthP |gponOnuEthP |gponOnuEthP |gponOnuEthP
ortld orthativelanid ortMativeVianP| ortinboundCarl| ortOutboundC |ortSpeedAndD| ortFlowCtrl ortOperational |ortState
riority d arld uplex State
i 100 o 10m 10m autoMeg disable enable down
E E
Reesh | | set

Step 3:
Then click the 'set' button to complete the speed limit of the ONU port.

7.4 ONU CATV Management

Double click ONU managed in the left of main page, entering ONU management page, and click
‘CATV Config’ to open or close CATV function.

Note: Before managing ONU’s CATV function, users need to configure ONU’s CATV port
numbers at #6.3.5 service profile configuration.
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[ol:GPON]=Pon Module=Port-1=[00:43:21]JONU-1 X

4
Onu Basic Information \ [ "ONU CATV Info

ETH Port Information
=- Pots Port Config gponOnuCatvPortld gponOnuCatvPortOperationalState
IP Config 1 enaole -
Add Sip User enable
Sip User Information dizable

CATV Config

L3l

| Refresh | | Set

7.5 ONU VOIP Service Configuration

Double click ONU managed in the left of main page, entering ONU management page, and click
‘Pots Port Config’ to configure ONU Pots Service.

Note: Before configuring ONU’s Pots Service, users need to configure ONU’s Pots port numbers
at #6.3.5 service profile configuration.

7.5.1 ONU VOIP Service IP Configuration

The IP configuration of the ONU Pots service is a major indication that ONU needs to configure an
IP address (static IP address or DHCP access dynamic IP) before communicating to the pots
server.

Double click ONU managed in the left of main page, entering ONU management page, and click
‘IP Config’ to configure ONU Pots Service WAN IP.
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47 [olt:GPOM]=Pon Module=Port-1=[00:43:21]0MU-1 *
4
Onu EIasmInformgnon | [ ONU Pots IP Config
ETH Port Information
=} Pots Port Config gponOnulp |gpenOnulp |gponOnulp |gponOnulp |gponOnulp |gponOnulp (gponOnulp |gponOnulp |gponOnulp [gponOnulp
IP Config Hostld Cfghode CfgVlanld |CfgVlanPri |Cfglp Cfghask CfgGateway|CfgPriDns  |CfgSlaveDn |CfgMacAddri
Add Sip User s ess
Sip User Information
CATV Config
= E
L
| Reresn [ | set | | add | | Dekete

[Example of ONU Pots WAN IP Configuration]

Example: Configuring ONU Pots service WAN IP is static 192.168.1.111, the gateway is
192.168.1.254, and WAN vlan is 100.

Step 1:
Click ‘Add’ button to configure ONU Pots service WAN IP:

47 [olGPON]=Pan Module=Port-1=[0 21]0NU-1 *

- - 4
Onu Basmlnformgtmn | ["ONU Pots IP Config
ETH Port Information
£ Pots Port Config gponOnulp (gponOnulp (gponOnulp (gponOnulp [gponOnulp [gponOnulp |gponOnulp |gponOnulp (gponOnulp (gponOnulp
IP Config Hostld CfgMode CfgVlanld |CfgVlanPri |Cfglp CfgMask  |CfgGateway|CfgPriDns |CfgSlaveDn |CfgMacAddr
Add Sip User 5 Bs5
Sip User Information
CATV Config 47 Add ONU IP Canfig X
IP Host d | o4
Model |stat\c |v|
VLAN Id | 100F
| VLAN Priority | o L
IpAddress |192158.1.111
= E
m IpMask |255255.255.0

Main DNS Server [8.8.8.8

|
|
GateWay |192158.1.254 |
|
|

Slave DNS Server [4.4.4.4

| OK | | Cancel |

Refresh | | st | [ Add | | Delste
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7.5.2 ONU VOIP Registered Tel-number Configuration

Mainly introduces the ONU Pots service this piece of registered tel-number, registered user name
and Profile binding configuration.

Double click ONU managed in the left of main page, entering ONU management page, and click
‘Add Sip User’ to configure ONU Pots Service registered tel-number.

[ol:GPON]=Pon Module=Port-1=[00:43:21]JONU-1 X

Onu Basic Information

4
K ¥ | ONU Pots Sip User Add
ETH Port Information

= Pots Port Config gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn [gponOnuSipPstn |gponOnuSipPstn gponOnuSipPStn'{gponOnuSipF’stn%
IP Config Userld UserName UserPassword |UserTelephoneNM (UserAgentProfilel| UserDigitMapProf| UserSipRightFla
umber d ileld Profileld
Sip User Information
CATV Config

L2

| Refresh | | Set | | Add | | Delete

[Example of ONU Pots registered tel-number Configuration]

Example: Configuring ONU Pots Service registered tel-number is 88889999, registered user
name and user password is admin/admin, and binding created all kinds of SIP Profile id 1.

Step 1:

Click ‘Add’ button to configure ONU Pots Service registered tel-number and user name and so on:
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47 [olt:GPOMN]=Pon Module=Port-1=[00:43:21]0NU-1

Onu Basic Information
ETH Port Information

4

‘ONU Pots Sip User Add

=- Pots Port Config gponOnuSipPstn [gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn
IP Config Userld UzerMame UserPassword |UserTelephonel [UserAgentProfilel|UserDigitMapProf|UserSipRightFlag
Add Sip User umber d ileld Profileld
Sip User Information
CATV Config
<7 Add Sip User *
Userld | 1=
User Name |ADMIN |
L Password |ADMIN |
TelNumber  [sag8 |
2 SipAgentld | o=
Digitiap1d | of=
SipRightFlag Id | o
| OK | | Cancel |
Retesh | [ sst | [ agd | [ Delete
47 [oltGPON]=Pon Module=Port-1=[00:43:21]0NU-1 X
- - 4
Onu Easmlnformgtmn | [ ONU Pots Sip User Add
ETH Port Information
£ Pots Port Config gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn
IP Config Userld UzerMame UserPassword |UserTelephonel [UserAgentProfilel|UserDigitMapProf|UserSipRightFlag
Add Sip User umber d ileld Profileld
Sip User Information
CATV Config
Prompt *
- ® Add pots sip user 1,success
E
Refresh | | set | [ Add | | Delete
Step 2:

Return ‘Add SIP User’ to view and modify tel-number configuration:
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47 [olt:GPOMN]=Pon Module=Port-1=[00:43:21]0NU-1

Onu Basic Information
ETH Port Information
= Pots Port Config
IP Config
Add Sip User
Sip User Information
CATV Config

L3l

4

‘ONU Pots Sip User Add

gponOnuSipPstn [gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn |gponOnuSipPstn
Userld UzerMame UserPassword |UserTelephonel [UserAgentProfilel|UserDigitMapProf|UserSipRightFlag
umber d ileld Profileld
1 DRI IWDMIN 5888 0 0 0
| Reesh | [ sst | | ad | [ Delete

7.5.3 View ONU VOIP Registered State

It mainly introduces whether the ONU Pots service has been registered successfully and whether

the Pots state is normal or not.

Double click ONU managed in the left of main page, entering ONU management page, and click

‘Sip User Information’ to view ONU Pots Service registered state and phone state:

47 [oltGPON]=Paon Module=Port-1=[00:43:21]0NU-1

Onu Basic Information
ETH Port Information

‘ONU Pots Sip User Info

L=l

= Pots Port Config gponOnuSipPstnUs |gponOnuSipPstnUs |gponOnuSipPstnUs (gponOnuSipPstnUs |gponOnuSipPstnUs (gponOnuSipPstnUs
IP Config erld ersState erHookState erCodec erServerstatus erSessionType
Add Sip User 1 lock onhook G722 FortMotConfigured  |ldle/done
Eip User Information
CATV Config
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8 Operation Logs Management

It's convenient for administrator to view historic records of EMS operation. EMS provides
operation logs query function. Open ‘Operation Logs’ window of ‘Alarm’ menu to view historic
operation records. The typical interface is shown below:

Element Management System

System &Ia:m|gonﬂg Performance Help

[ Alarm Query
¥ Config Irap Rule

EEET
> J IS B
e System Log

| Operation Logs Window
T
R [00:43:21]
el [05:10:20]
Bl [01:07:01] —_—
R [01:07:11] EEPN
] [01:07:12] i
& Port-2
& Port-3
& Port-4
@ Port5
@ Port6
& Port-7
& Port-8

=

[4] I 1o | Map |

Clear| Severity | Handler | Trap Object ME IP Address Time Resume Time

The following ‘Operation Logs ’ window shows :
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System Log X

Filter UserMame Log DateTime

From Time: 2017-10-28 17:25:18
End Date:  2017-10-28 17:25:18

sername: [ ]
Page record: |50

Search || Back up |

Previous Current Page 0/0

As pictured above, inquiring operation logs according to operation period and operation users, the
result of query can be saved as a single file.

[Example of operation logs management]

Example: Inquire and save admin user’ s operation event from June 21,2017 10:13:58 to August
21,2017 10:13:58.

Step 1:

Choose specified time from left drop-down menu of From Time and End Date. User name chooses
‘Admin’ . page record chooses ‘50’ , then click ‘Search’ button, displaying log events in the right,
and click ‘Back up’ .
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47 System Lag X

Filter UserMame Log DateTime

From Time: 2017-10-28 17:25:18
End Date:  2017-10-28 17:25:18

sername: [ ]
Page record: |50

Search || Back up |

Previous Mext Current Page 0/0

Step 2:

Choose specified dictionary to make a backup of admin user’s operation logs.

47 Save As >

O—
O—

f#1F: |[Jcache | || |5 |3

oo
oo

L= 11

TrigeRl:  |Excel file -

1#7F BL:A

9 Alarm Logs Management

It's convenient for administrator to search alarm record of EMS operation. EMS provides alarm
filter , backup and query function.

As shown below, open ‘Alarm Query’ window of ‘Alarm’ menu to search alarm information. You
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can set alarm filter conditions in the left page, including alarm time, alarm status, alarm severity,
alarm element, alarm page record count and alarm type. Clicking ‘Filter’ menu can view alarm
information meeting filter conditions in the right. Clicking ‘Reset’ menu can reset filter conditions.
Clicking ‘Save As’ menu can save query information to chosen dictionary.

Alarm Filter *,
TP Clear |Severity Handler  [Trap Object ME IP Address |+ Time

o . iner 127.0.0.1.62595  [10/26/2017

FromTime: 2017-08-09 19:56:41 Minor 127.0.0.1:62595 1012612017

End Date:  2017-11-07 19:56:41
[] Days [] Current Time

Alarm Status Severity
[] Mo Handler [ ] Major
[] Minor
Hetwork Element Page record count

4| COnNEselected | | | | Alarms:[s0

Select Trap Name

Select ALL Deselect All

E E
.
.

& [
1
]
]
]

[
[
[

<]
o
i
1]
()

Il [ Dl |

a~

1] Il [»

Start Filtar || Reset Filter || Save As ‘ Previous Next Current Page 11

As shown below, open ‘Config Trap Rule’ window of ‘Alarm’ menu to configure alarm rule.
Choose device type in the left. On the right is corresponding alarm rule information. Firstly , You
can choose ‘Yes’ or ‘No’ of filter menu to modify alarm rules. Secondly, click ‘Apply’ menu. Finally,
choose ‘Yes’ button from the pop-up menu. Clicking ‘Refresh’ button can update alarm rule
information. Clicking ‘Close’ button can close current page.
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<7 Config Trap Rule X
System || Trap Mame Severity Filter
EPON 1U4P [ONU port detect circle [Major a
- oMU user port circle ...
EPON_1U8P HDNU DYING_GASP _|Major
EFON_2Usk [ONU UNIPort Down  [Minor
EPON_1U2P [ONU UNIPort Up _
EPON_1U16P Hgmﬂ gmli_”e
nline
1200-08 |[Cogic Link Linkdown
|Logic Link Linkup | 8
3 [ONU Traffic Change F
|Link ID Resource Ex... Major
= [egal Regist Major E
A OLT Traffic Change  [Minar 3
Switch Port Traffic C... [Major
Switch Port Linkdown
Switch Port Linkup
SFP Plug out
SFP Plugin
Fan Status Change
|Power Status Change [Minor
[ONU offline Minor Mo
[CNU online Mo =
Refresh Apply Close

As shown below, open ‘Trap Window’ of ‘Alarm’ menu to inquire all alarm information. You can
set alarm From Time, End time and Page record. Clicking ‘Search’ button can view alarm
information on the right. Clicking ‘Backup’ button can save alarm information to chosen dictionary.

L2 |1

@] Traps
Filter

From Time: 2017-10-02 20:00:54
End Date:  2017-11-03 20:00:54

Page record: |50

| Search | | Back up |

- O *
Clear Severity Handler Trap Object ME IP Address Time
Minor 127.0.0.1:62595 [10426/2017 10:45:35
Minor 127.0.01:62595 [10/26/2017 10:45:33
1] Il | IC
Previous Mext Current Page 11
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10 Database Management

EMS database management function includes database backup ,database restore, ONU name
backup, ONU name restore .

EMS configuration information, such as added device node, device port id name, user name and
so on, is saved in EMS database file. In order to configurations not to be lost when system is
abnormal, users can backup database regular intervals. Users have access to past configuration

information via restoring database in case of software upgrade, operation system installation,
system error or management server change.

Element Management System

ijstem|£larm Config Performance Help

4@ System Config
B4 wib Browser
= 4= =
- o [uo] -~
Database Maintenance »| .+ Database Backup B %= B8 = =@ [\ ©|x%

§ UserManage #° Database Restore

< Ext & ONU Name Backup

E—— L 7 ONU Name Restore
Hiawssl [05:10:20]
Wl (01:07°01)]
Sl (01:07:11] PN
=] [01:07:12] LA

@ Fot2

" ]

@ Fot4

@ Fots

@ Forts

& Fort7

@ Fots

[« Il [ To] | Map

Clear | Severity | Handler |  Trap Object NE IP Address Time Resume Time

Descript

Choose ‘Database Backup/Restore’ bar of ‘System’ menu to execute database backup and
restore operation. Database backup by fault database filename

Backup database file type is ‘.sql’ file. Filename by system auto-generated, and file is saved fault

database document folder. After database backup, users can copy those database files to other
location.

Open ‘Database Restore’ window when database restore, as shown below:
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Restore Database x
Piease select the database’s backup f8e

Cancs

This window lists all database files by user backup before, choose a database file to execute
database restore operation. If user’s backup database is not in fault location, user need to copy
the file to EMS fault saving path, then restore database file. EMS fault database saving path is
‘..\EMS\EMS Server\backup DB’ dictionary.

ONU name backup and restore method is the same as database backup and restore method.

11 User Management

EMS support multi-user operation and set different operation rights for different users, thus
improving system operation security. By user management operation, administrator can add,
delete and modify existing user information.

Open ‘User Manager’ window of ‘System’ menu to execute user information management.

User Manager *
.
Account Mame Phone Right
admin admin System Admin

=l
I

Login Name:| | Ll=ser name: | |
Password: | | Paszsword Confirm: | |
Phone: | | Right: |System.&dmin |v|
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As shown above, the following is user management operations:
Add user
Input login name, user name and password into text-box at the bottom of window, and choose

operation right, then click ‘Add User’ button 9 , thus account set up successfully. Click ‘Save’
button to save updated user information.

Delete user

Choose a user account which needs to delete from current user lists, click ‘Delete User’ button

X to delete the user.

Modify user information

Choose a user account which needs to modify from current user lists, and can view current the
user’s information at the bottom of window. After modifying user information, clicking ‘Save User’
H

button to save changed user information.

User account privilege

EMS Support ‘System Admin’, ‘Net Manager’ and ‘Comm User’ three user rights. ‘System
Admin’ level is the highest privilege, has all the operation rights of EMS software. ‘Net Manager’
level has all of operation rights, expect of user account management function. ‘Comm User’ is the
lowest privilege, the users with this privilege only can view management information and have not
the rights to do any set operations.

12 Device Upgrade

EMS software support device firmware on-line upgrade. The main procedure for device upgrade
has two step. First, download firmware files to target device via FTP server to be upgraded. The
target device will go through the whole firmware upgrade process according to upgrade
commands received from EMS.

Device upgrade steps are introduced as follows:
1. FTP Server configure

First open FTP server, then configure file path and IP address. IP address and OLT mgmt port’s IP
address should in the same network segment.

As shown below:

|

File Edit View Logging Messages Security Help

[#-001] 2017/8121 10:58:42 Welcome to WFTPD - we are listening at the pseudo-address 0.0.0.0.
[#-001] 2017/8121 10:58:42 The first address assigned to your system is 192.168.5.205

[#-001] Z017/6/21 10:58:42 But youl o0/ pictec e Diaiog »

[#-001] 2017}8121 10:58:42 Check v from the Internet
(1 -001] 2017/8/21 10:58:42 WFTPD _ Fo—

[#-001] 201778121 10:58:42 Progran | Meme adiin

[#-001] 2017/8/21 10:58:42 User acin

[# -001] 2017/8/21 10:58:42 Mew User... ‘ Delete ‘ Change Pass.. |

I Restict to home directory and below

Home C:\Usershod'\Deskloph Browse...
Help Rights >

< >

|For Help, press F1 _ [1socket |0 users

2. Copy upgrade file to root dictionary of FTP Server

116



3. Parameter configure

i) Choose ‘Configure’ -> ‘Device Upgrade’ from main interface, as shown below:

+? Element Management System
System  Alarm  Config Performance Help

P EEED
B &8 Top Tree N “ E' Iz'

- o GPON

<, Switch Control Ca
[ <=, Fon Module
= @l Port-1
_[mr.43:21]
[ [05:10:20]
[ [01:07:01]
[ [01:07:17]
[ [01:07:12]
@ ron-2
@ For-3
& Fort-4
@ Fon-5
@ Fon-6
@ Fon-7
@ Fort-8

oNU-1

Map |

[4] Il D

P

Clear| Severity | Handler | Trap Object NE IP Address Time Resume Time
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Device Upgrade X
Top Tree->GPON Upgrade Configure
FTP Configure
P [0.0.0.0 | File Name | |
UserName| | Password | |
Progress
Transfer Status
[
| Refresh | | Download to Device| | Upgrade | | Reboot |

Figure 1: Device upgrade
2) Input FTP Server’s IP address and upgrade filename in the interface.
3) Input FTP Server’s user name and password.

4) Click ‘Download Device’ button , ‘Upgrade’ button and ‘Reboot’ button in turn,
completing OLT’s upgrade.

13 Device Search Function

EMS support device search function. When there are more OLT and ONU devices connected
EMS, we can find a device from a number of devices via EMS ’s search function.

The specific operation method is as follows:

Right-click ‘Top Tree’ of EMS main page , and click ‘Search’ , then input device name in ‘Key
Word’ of pop-up ‘Search Box’.
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System 4arm Conig Performance Help
[@® |9 |a)a

& @ K Blol els a]a|=]: = [m| [\]o

5 w— GPON
am— 5 witch Control Ca
& s Pon Module
5 @ Por1
[N (00.43.21)
[ 105:10:20]
[ (01:07:01) e
W (01:07-11] GPON
] 101.07:12)

) —m— |

Search

Kepword |

Clear | Severty | Handier | TrapObject | NEIPAddress | Time | ResumeTime |

14 End

Thanks for choosing our company products!

oK

Cancel
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