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About This Guide

This guide is a complement to Quick Installation Guide. The Quick Installation Guide instructs
you on quick Internet setup, and this guide provides details of each function and shows you
the way to configure these functions appropriate to your needs.

Note that features available in the router may vary by model and software version. Router
availability may also vary by region or ISP. All images, steps, and descriptions in this guide
are only examples and may not reflect your actual Router experience.

Conventions

In this guide, the following conventions are used:

Convention Description

) Hyperlinks are teal underlined. You can click to redirect to a website or a
Teal Underlined - .
specific section.
Teal Contents to be emphasized and texts on the web page are in teal,
including the menus, items, buttons, etc.
The menu structures to show the path to load the corresponding page.
€ For example, Access Management € Filter means the Filtering function
page is under the Access Management menu.
E Not Ignoring this typ e of note might result in a malfunction or damage to the
ote
device.
More Info

The latest software, management app and utility can be found at the Download Center page at
https://www.tp -link.com/support .

The Quick Installation Guide can be found where you find this guide or inside the package of
the router.

Specifications can be found on the product page at https://www.tp -link.com.

TP-Link Community is provided for you to d iscuss our products and share knowledge at
https://community.tp -link.com.

Our Technical Support contact information can be found at Contact Technical Support page at

www.tp-link.com/support .
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Chapter 1  Introduction

1.1 Product Overview
TP-Li nk- s Modem Router i s a combined wired/ wirele
integrated wireless router and DSL modem, reducing hassle of configuration and saving space.

With ADSL and WAN, the modem router is compatible with ADSL connections and fiber/cable

access.

With Ethernet ports and antennas, the modem router provides wired and wireless access for

multiple computers and mobile devices.

With various features and functions, the modem route r is the perfect hub of your home or

business network.

1.2 Product Appearance

1.2.1 The Front Panel

Themodemr out er -s LEDs ar e | o(ewfoodlefotorightthe fr ont panel

LED Explanation:

Name Status Indication
On System initialization comple tes.
o System initializing or firmware upgrading is in process. Do
Flash .
(Power) not disconnect or power off the modem router.
Off Power is off.
On ADSL synchronization is established.
. Flash ADSL synchronization is in progress.
¥ (ADSL)
ADSL synchronization fails. Please refer to Note 1 for
Off .
troubleshooting.
On Internet connection is available.
Flash There is data being transmitted or received via the Internet.
QD (Internet)
No successful Internet connection is availab le or the modem
ff . o .
© router is operating in Bridge mode. Please refer to Note 2 for

2
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Status

Indication

troubleshooting.

On The wireless function is enabled.
~ _ The modem router is sending or receiving data over the
= (Wireless) Flash wireless network.
Off The wireless function is disabled.
A wireless device has been successfully added to the
n .
© network by WPS function.
Flash A wireless device is trying to connect to the network via
as
a (WPS) WPS. This process may take up to 2 minutes.
The WPS function is disabled or the wireless device fails to
Off be added to the network in 2 minutes after WPS function is
enabled. Please refer to WPS Settings for more information.
On The corresponding LAN port is connected.
The modem router is sending or receiving data over this LAN
GJ (LAN1-4) Flash port
Off The corresponding LAN port is not connected.
F Note:

1. Ifthe ADSL LED is off, please check your Internet connection first. Refer to 2.2 Connecting
the Modem Router for more information about how to make Internet connection correctly.

If you have already made a right connection, please co ntact your ISP to make sure if your
Internet service is available now.
2. If the Internet LED is off, please check your ADSL LED first. If your ADSL LED is also off,
please refer to Note 1. If your ADSL LED is on, please ched your Internet configuration.
You may need to check this part of information with your I SP and make sure everything has
been input correctly. Referto 4.1.1 Device Info and 4.2.1 Internet for more information.

1.2.2 The Back Panel

ON/OFF  WPS/
RESE

WiFi
Q
ESET

S
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ltem Description
For connecting the modem router to power socket via the provided
POWER
power adapter.
ON/OFE The switch for the power.
WiFi The button for the wireless function.
The switch for the WPS and Reset function. Please refer to the note
WPS/RESET , _
below for more information.
LAN 1, LAN 2, | Through the port, you can connect the modem router to your PC or
LAN 3, LAN 4 | the other Ethernet network devices.
Through the port, you can connect the modem router with the
ADSL telephone. Or you can connect them by an external separate splitter.
For details, please refer to 2.2 Connecting the Modem Router .
Antennas Used for wireless operation and data transmit.
F Note:

If your client devices, such as wireless adapters, support Wi -Fi Protected Setup, then you can
press this button for about two seconds to quickly establish a connection between the router
and client devices and automatically configure wireless security for your wi reless network. For

details, please refer to WPS Settings.
If you press this button for about 8 seconds, you will enable the RESET function. Refer to
Appendix B: Troubleshooting about how to r eset the modem router to factory defaults.
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Chapter 2  Hardware Installation

2.1 Positioning the Modem Router

With the modem router, you can access your network from anywhere within the wireless

network coverage. However, the wireless sig nal strength and coverage vary depending on the

actual environment of your mode m router. Many obstacles may limit the range of the wireless

signal, for example, concrete structures or thick walls.

For your security and best Wi -Fi performance, please:

i Do NOT locate the modem router in a place where it will be exposed to moisture or
excessive heat.

U Keep away from the strong electromagnetic radiation and the device of electromagnetic
sensitive.

U Place the modem router in a location where it can be connected to the various devices as
well as to a power source.

i  Make sure the cables and power cord are safely placed out of the way to avoid a tripping
hazard.

Generally, the modem router is placed on a horizontal surface, such as on a shelf or desktop.

The device also can be mounted on the wall as shown in the following figure.
$3.5<2D<®7.3

e
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see detail B
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2.4
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|
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SEGTION A-A detail B
L SCALE 3:1

F Note:

The diameter of the screw, 3.5mm<D<7.8mm, and the distance of two screws is 107.5mm. The
screw that project from the wall need around 4mm based, and the length of the screw need to
be at least 20mm to withstand the weight of the product.



User Guide

2.2 Connecting the Modem Router

Before installing the device, please make sure your broadband service provided by your ISP is
available. If there is any problem, please contact your ISP. Before cable connection, cut off the
power supply and keep your hands dry. You can follow the steps below to install it.

Power Adapter

f =
\ &
=
-

\ @& =
¥ 4 3 Turn on the modem
D o~

router.

~_.
Modem Router

Connect the ADSL spiitter to the
Phone Jack phone jack.

2 Connect the modem router

| to the ADSL splitter.
5 )

ADSL Spittar

Connect to the phone [Optional)

Step 1. Connect the ADSL Line.
Method One: Directly connect the modem router to the phone jack with the ADSL line.

Method Two: Connect the modem router to the phone jack via a separate spli tter.
External splitter can divide the data and voice, and then you can access the Internet
and make calls at the same time. The external splitter has three ports:

° LI NE: Connect to the wall jack
° PHONE: Connect to the phone sets
° MODEM: Co nADSkfort df the ntodem router
Step 2: Connect your computer to the modem router.
Method One: Wired

Connect the computer to a LAN port on your modem router with an Ethernet cable.
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Method Two: Wireless

Click the network icon of your computer or go to Wi -Fi Setting of your smart device,
then use the default SSID (Wireless Network Name) and Wireless Password printed on

the product label of the modem router to join the network.
Method Three: Via the WPS button

Wireless devices that support WPS, including Android phone s, tablets, most USB
network cards, can be connected to your router through this method. (WPS is not
supported by iOS devices.)

F Note:

The WPS function cannot be configured if the wireless function of the modem router
is disabled. Also, the WPS function will be disabled if your wireless encryption is WEP.
Please make sure the wireless function is enabled and is configured with the

appropriate encryption before configuring the WPS.
1) Tapt he WPS icon on the device-s screen.
2) Immediately press the WPS button on your modem router.
3) The WPS LED flashes for about two minutes during the WPS process.

4) When the WPS LED is on, the client device has successfully connected to the

modem router.

Step 3: Attach the power adapter. The electrical outlet shall be installed near the devi ce and

shall be easily accessible.



User Guide

Chapter 3  Quick Start

This chapter will show you how to configure the basic functions of your modem router using
Quick Setup Wizard within minutes.
1. If the TCP/IP Protocol on your computer is set to the static (fixed) IP address , you need to

change it to obtain an IP address automatically. Please refer to Appendix A: Configuring
the PC for more detailed instruction.

2. Once your host PC is properly configured, launch a web browse r and go to
http://tplinkmodem.net or 192.168.1.1.

n
)

€« C [J tplinkmodem.net =

3. Enter the default Username admin and the default Password admin, then click Login or
press Enter to access to the Quick Setup.

Username: admin

Password: eceeee

Login |

Copyright © 2016 TP-LINK Technologies Co., Ltd. All rights reserved.

F Note:

A Quick Setup window will pop up automatically when logging for the first time; otherwise,
select Quick Start from the menu and click RUN WIZARD

4. Follow the steps below to set up your modem router quickly.


http://tplinkmodem.net/
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Step 1: Click NEXTto continue.

10 tp-link

Quick Start

This ADSL2+ Modem Router has been configured. If you want to medify your first time Internet
configuration, please click NEXT button, or click SKIP button to enter the advanced setup

webpage.

Step 2: Configure the time zone for the modem router, a nd then click NEXT.

10 tp-link

Quick Start - Time Zone

Select the appropriate time zone for vour location and click NEXT to continue.

| (GMT) Greenwich Mean Time : Dublin, Edinburgh, Lendon, Lisbon T |

Step 3:  Select your country and ISP from the dropdown list. Then select your ISP Connection
type and complete the corresponding settings with the information provided by your
ISP and click NEXT. Here we take PPPoE/PPPoAmode for example.
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.."J tp-link

Quick Start - Internet Settings

“ou can select your country and ISP to quickly configure the Internet settings.

Country: | Other v
ISP | Cther ¥
ISP Connection Type: | PPPoE/PPPoA v

Username; | |

Paszword: | |

wPi:[8 io~255)
vl [35  |(32~65535)

Connection Type: | PPPoELLG ¥ |

Step 4: Configure the rules for the Wlan, and click NEXT.

0 tp-link
1

Quick Start - Wlan

ou may enable/disable Wilan, change the Wlan 351D and Authentication type in this page.
Click NEXT to continue.

Access Point ;. () Activated ] Deactivated

S50 |TP—LI MNE_000006

Broadeast 3310 : 8 yee | o
Authentication Type | WRAZ-PSK v

Encryption :

Key : 00000000 8~63
" ASCIl characters or 64 hexadecimal characters)

F Note:

Pre-Shared

If the Access Point is activated , the wireless function will be available even without the external
antenna because of an additional printed antenna. T o adopt the wireless security protection
measures, please refer to section 4.2.3 Wireless.

10
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Step 5: Click SAVE to finish the Quick Start.

0 tp-link
1

Quick Start Complete !!

The Setup Wizard has completed. Click on BACK to modify changes or mistakes. Click SAVE to
save the current settings.

11
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Chapter 4  Software Configuration

This User Guide recommends using the Quick Installation Guide for first -time installation. For
advanced users, if you want to know more about this device and make use of its functions
adequately, maybe you will get help from this chapter to configure the advanced settings

through the web management page to configure and manage the device.

After your successful login, you will see the main menus of the web management page and
submenus with detailed configurations or status information will be available after you click
one of the main menus. To apply any settings you have altered on the page, please click SAVE
to make the settings take effect.

4.1 Status

Choose Status, and you will see the following submenus: Device Info, System Log and
Statistics . Click any of them, and you can configure the corresponding function.

Quick Interface Advanced Access
Start Setup Setup Management

Maintenance Status Help

4.1.1 Device Info

Go to Status ¢ Device Info, and you can view the device information, including LAN, Wireless,
WAN and ADSL. The information will vary depending on the settings of the modem router
configured on the Interface Setup screen.

12
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Quick
Start

Interface Advanced Access
Setup Setup Management

Maintenance

Help
Status

Device Information

Firmweare Versien : 3.0.0 Build 160825 Rel. 10321
MAC Address : d8:5d:4c:00:00:06
N

IP Address : 192.168.1.23
Subnet Mask : 255.255.255.0
DHCP Server : Enabled

Wireless
Current Connected Wireless Clients number is 1] Refresh
8] MAC

WAN
PVC (WVPINVGI IP Address Subnet GateWay DMS Server  Encapsulation Status
PVCO | 1/32 MIA MIA MIA MIA Bridge Diown
PVC1 | 0/33 MIA MIA MIA MIA Bridge Diown
PVC2 | /35 MIA MIA MIA MIA Bridge Clowin
PVC3 | vio0 MIA MIA MIA MIA Bridge Clowin
PVC4 | 8135 MIA MIA MIA MIA Bridge Clown
PVCS | 818 MIA MIA MIA MIA Bridge Clown
PVCE | 0/38 MIA MIA MIA MIA Bridge Diown

ADSL

ADSL Firmware Version : Feiver:3.24 13.0_MT7550 He\Ver T14.F7_13.0
Line State : Down
Modulation : NJA
Annex Mode @ NIA

=

Downstream  Upstream

SNR Margin : MIA MNIA db
Line Attenuation : /A MiA db
Data Rate : Mi& & kbps
Max Rate : /A MIA kbps
POWER : MIA MNIA dbm
CRC : MIA MNiA

4.1.2 System Log

Go to Status € System Log, and you can query the logs of the modem router.

13
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Advanced
Setup

Access
Management

Interface
Setup

Quick

Start Maintenance

Help

System Log

1/1/2@00 ©:8:2> ADSL: down

1/1/2800 @:@:2> SNMP TRAP 3: link up
1/1/26@0 @:@:2> MPOA Link Down

1/1/2@80 @:@:3> SNMP TRAP 3: link up
1/1/2880@ @:8:5> LAN promiscucus mode <13
1/1/28e0@ @:8:5> Last errorlog repeat 1 Times
1/1/26@0 @:0:5» SMMP TRAP @: cold start
1/1/2@80 @:0:5> main: init completed
1/1/2880 @:8:6> adjtime task pause 1 day
1/1/2880@ @:6:2@> ADSL: L1 Recovery

| CLEAR LOG | SAVE LOG |

The modem router can keep logs of all traffic. You can query the logs to find what happened to

your modem router .
Click CLEAR LOGto clear the logs.

Click SAVE LOGto save the logs.

4.1.3 Statistics

Go to Status € Statistics, and you can view the network traffic over Ethernet, ADSL and WLAN.

14
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Quick Interface

Advanced

Access

Maintenance Help

Start Setup Setup Management f
Traffic Statistics
Interface : ® Ethernet ' ADSL ' WLAN
Transmit Statistics Receive Statistics
Transmit Frames 3,163 Receive Frames 3,747
Transmit Multicast Frames 7,895 Receive Multicast Frames 212,472
Transmit total Bytes 491622 Receive total Bytes 59 419,603
Transmit Collision 0 Receive CRC Errors 0
Transmit Error Frames 0 Receive Under-size Frames 0
_ . ngfiBiEi?‘tl?j

c:

traffic over different ports.

Interface: You can select Ethernet, ADSL or WLAN to view the corresponding network

Select Ethernet, and you will see the statistics table as below.

Interface : '® Ethernet ) ADSL " WLAN
Transmit Statistics Receive Statistics
Transmit Frames 3237 Receive Frames 3816
Transmit Multicast Frames 7831 Receive Multicast Frames 213 354
Transmit total Bytes 4 968 824 Receive fotal Bytes 50 682 544
Transmit Collision ] Receive CRC Errors i]
Transmit Errar Frames ] Receive Under-size Frames i]

Statistics Table:

Transmit Frames

The frames transmitted over the Ethernet port.

Transmit Multicast Frames

The multicast frames transmitted over the Ethernet

Receive CRC Errors

port.
Transmit Transmit total Bytes The total bytes transmitted over the Ethern et port.
Statistics The collision occurred over the Ethernet port when
Transmit Collision
data is being transmitted.
The error frames over the Ethernet port when data is
Transmit Error Frames
being transmitted.
Receive Frames The frames received over the Ethernet port.
The multicast frames received over the Ethernet
Receive Multicast Frames
port.
Receive Receive total Bytes The total bytes received over the Ethernet port.
Statistics The CRC errors occurred over the Ethernet port

when data is being received.

Receive Under -size Frames

The Under-size frames received over the Ethernet

port.

15
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Select ADSL, and you will see the statistics table as below.

Interface © () Ethernet ® ADSL "' WLAN
Transmit Statistics Receive Statistics
Transmit total PDUs 3816 Receive total PDUs 931
Transmit total Error Counts ] Receive total Error Counts ]
Statistics Table:
Transmit total PDUs The total PDUs transmitted ov er the ADSL port.

Transmit
o The total errors occurred over the ADSL port when
Statistics Transmit total Error Counts
data is being transmitted.

Receive total PDUs The total PDUs transmitted over the ADSL port.

Receive
o The total errors occurred over the ADSL port when
Statistics Receive total Error Counts

data is being received.

Select WLAN, and youwill see the statistics table as below.

Interface : Ethernet "' ADSL "® WLAN

Transmit Statistics Receive Statistics
Tx Frames Count i] Fx Frames Count Q57,018
Tx Errars Count ] R Errors Count 1]
Tx Drops Count 0 Fo Drops Count 2

Statistics Table:

The frames transmitted over the WLAN when wireless data is
Tx Frames Count
being transmitted.

Transmit The errors occurred over the WLAN when wireless data is being
o Tx Errors Count
Statistics transmitted.

The drops occurred over the WLAN when wireless data is being
Tx Drops Count
transmitted.

The frames received over the WLAN whe n wireless data is being
Rx Frames Count
transmitted.

Receive The errors occurred over the WLAN when wireless data is being
Rx Errors Count
Statistics received.

The drops occurred over the WLAN when wireless data is being
Rx Drops Count

received.

Click REFRESHo refresh immediately.

16
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4.2 Interface Setup

Choose Interface Setup , and you will see the following submenus: Internet, LAN, Wireless, 6RD,
Guest Network . Click any of them, and you can configure the corresponding function.

Advanced Access

Setup Management  Maintenance  Status Help

Wireless Guest Netwaork

4.2.1 Internet

Go to Interface Setup € Internet, and you can configure the parameters for WAN ports in the

following screen.

17
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Advanced Access

Setup Management Maintenance Status Help

Interface

ATM VC

Virtual Cirguit : | FVC4 * | | PWCs Summiary

Stetus : @) Activated () Deactivated
WPl:B |irange: 0-288)

vor: e Jranges 200020

ATM Qs
PCR :

SCR:
MBS :

l=/=econd
l=/=econd
I=

Ul

IP Wersion @) |pya O 1PedIPvg O IPVE

Encapsulation
ISP : () Dynamic IP Address
() Static |P Address
® PPPoA/PPPoE
) Eridge Mode
PPPoE/PPPoA

QoS

Llsemame:l |

Passwaord : | |

Encapsulation : | PPPoE LLC r

PPP Authentication : | AUTO ¥
Bridge Interface © () Activated @ Deactiveted

Connection Setting
Connection : (8 Ahways On (Recommended)
12) Connect On-Diemand (Close i idle fmJI:lminmesj
) Connect Manually

TCP MSS Option : TCP MSS{default: 14ﬂﬂby'tes

IP Commen Options
Default Route : @) yag () No
IPv4 Address

Get IP Address () Static ® Dynamic
Static |P Address :
IP Subnet Mask :

Gatewsy :
TCP MTU Option : TGP MTU(defauit: 1430{1480  |bytes
AT T
Cwnamic Route : | RIF2-B 7 Diirection : | Both T
IGMP W2 ¥

H
i

Multizast :

MAC Clone © () Enabled ® Dissbled

c:

ATM VC: ATM settings are used to connect to your ISP. Your ISP provides VPI (Virtual Path
Identifier) and VCI (Virtual Channel Identifier) settings to you. In this device, you can totally
set up 8 VCs on different encapsulations. If you apply 8 different virtual circuits from your
ISP, you need to activate the VC to take effect. For PVCs management, you can use ATM
QoS to setup each PVC traffic line's priority.

9 Virtual Circuit: Select the VC number you want to setup, PVCO~PVC?7.

18
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1  PVCs Summary: Click the button, and you can view the summary information about
the PVCs.

1 Status: If you want to use a designed VC, you should activate it.

1 VPI: Identifies the virtual path between endpoints in an ATM network. The valid range
is from O to 255. Please input the value provided by your ISP.

1 VCI: Identifies the virtual channel endpoints in an ATM network. The valid range is
from 32 to 65535 (1 to 31 is reserved for well -known protocols) . Please input the
value provided by your ISP.

T ATM QoS: Select the Quality of Service types for this Virtual Circuit, including CBR
(Constant Bit Rate), UBR (Unspecified Bit Rate) and VBR (Variable Bit Rate). These QoS
types are all controlled by the param eters specified below, including PCR (Peak Cell
Rate), SCR (Sustained Cell Rate) and MBS (Maximum Burst Size). Please configure
them according to your needs.

U IPv4/IPv6: Select the version of IP.
U Encapsulation: There are four connection types: Dynamic IP Ad dress, Static IP Address,

PPPoA/PPPoE and Bridge Mode. Please choose the designed type that you want to use.

After that, you should follow the configuration below to proceed.

1) Dynamic IP Address
Select this option if your ISP provides you an IP address auto matically. This option is typically

used for Cable services. Please enter the Dynamic IP information accordingly.

ISP ® Dynamic IP Address
Static IP Address
PPPoAPFPOE
BEridge Mode

Encapsulation ;| 1483 Bridged IP LLC r
Bridge Interface : () activated '® Deactivated
Default Route @ ®) yag Mo
TCP MTU Option - TCP MTUidefault:1500) 1500 bytes

MAT ;| Enable ¥

Cynamic Route © | RIF2-B ¥ Direction : | Both v

Multicast - [GMP V2 ¥

MAC Clone & ® Epahled ' Disabled
00:00:00:00:00:00

1  Encapsulation: Select the encapsulation mode for the Dynamic IP Address. You can
leave it default.
1 Bridge Interface: Activate the option, a nd the modem router can also work in Bridge

mode.
19



User Guide

1 Default Route: If enable this function, the current PVC will be considered as the
default gateway to internet from this device.

1 TCP MTU Option: Enter the TCP MTU as your desire.

T NAT: Select this option to E nable/Disable the NAT (Network Address Translation)
function for this VC. The NAT function can be activated or deactivated per PVC basis.

1 Dynamic Route: Select this option to specify the RIP (Routing Information protocol)
version for WAN interface, includi ng RIP1, RIP2-B and RIP2-M. RIP2B and RIP2M are
both sent in RIP2 format. The difference is that RIP2 -M using Multicast, while RIP2-B
using Broadcast format.

1 Direction: Select this option to specify the RIP direction. None is for disabling the RIP
function. Both means the ADSL modem router will periodically send routing
information and accept routing information, and then incorporate them into routing
table. IN only means the ADSL modem router will only accept but will not send RIP
packet. OUT only means the ADSL modem router will only send but will not accept RIP
packet.

1  Multicast: Select IGMP version, or disable the function. IGMP (Internet Group
Multicast Protocol) is a session -layer protocol used to establish membership in a
multicast group. The ADSL ATU-R supports both IGMP version 1 (IGMP v1), IGMP v2
and IGMPv3. Select Disabled to disable it.

1  Mac Clone: ISP just permits only one computer with the authenticated MAC address
to access the Internet. In this case, you can enable MAC Clone function to allow more
computers to access the Internet via the same account.

2) Static IP Address
Select this option if your ISP provides static IP information to you. You should set Static IP

Address, IP Subnet Mask, and Gateway address in the screen below.

20
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IF Version : ® |pyg () IPv4/IPVE IPvE

ISP Dynamic IP Address
®! Static IP Address
FPFPoAPFFPOE
Bridge Mode

Encapsulation | 1483 Bridged IP LLC r

Bridge Interface . Activated "® Deactivated
Default Route | (® wag Mo

TCP MTU Option : TCP MTUdefault 150041500 hytes

Static IF Address : |0.0.0.0
IP Subnet Mask :|0.0.0.0
Gateway :|0.0.0.0

MAT : | Enable ¥

Dynamic Route : |RIFZ2-B ¥ Direction : | Both ¥

Multicast IGMP v2 ¥

MAC Clone © '® Epaghled ' Disabled
00:00:00:00:00:00

|: Note:

Each IP address entered in the fields must be in the appropriate IP form, which is four IP octets

separated by a dot (X.x.x.x), such as 192.168.1.100. The modem router will not accept the IP
address if it is not in this format.

3) PPPoA/PPPOE
Select this option if your ISP requires you to use a PPPoE connection. This option is typically
used for DSL services. Select Dynamic PPPOE to obtain an IP address automatically for your

PPPoOE connection. Select Static PPPoE to use a static IP address for your PPPOE connecti on.
Please enter the information accordingly.
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ISP Dynamic IP Address
Static IP Address
* PPPoAPPPOE
Bridge Mode

Servicename :
Username :
Password :
Encapsulation : | PPPoE LLC v
PPP Authentication : | AUTO ¥
Bridge Interface : Activated '®' Deactivated

Connection : ® ajways On (Recommended)

Connect On-Demand (Close if idle for0 minutes)

Connect Manually
TCP MSS Option : TCP MSS(default:1400) 1400 bytes

Default Route © (®) vag Mo

GetIP Address : Static '® Dynamic
Static IP Address : |0.0.0.0

IP Subnet Mask : |0.0.0.0
Gateway : |0.0.0.0
TCP MTU Option : TCP MTU{default: 14801480 hytes
NAT | Enable ¥

Dynamic Route : | RIP2-B ¥ Direction : | Both v

Multicast - L/GMPv2 ¥

MAC Clone : |® Epabled "' Disabled
00:00:00:00:00:00

Servicename: Enter a name to mark current connection, or you can leave it blank.
Username: Enter your username for your PPPoA/PPPOE connection.

Password: Enter your password for your PPPoA/PPPOE connection.

Encapsulation: For both PPPoA and PPPoOE connection, you need to specify the type
of Multiplexing, either LLC or VC Mux.

Bridge Interface: Activate the option, and the modem router can also work in Bridge
mode.

Connection: For PPPoA/PPPOE connection, you can select Always On or Connect
On-Demand or Connect Manually. Connect On-Demand is dependent on the traffic. If
there is no traffic (or Idle) for a pre-specified period of time, the connection will tear
down automatically. And once there is traffic send or r eceive, the connection will be
automatically on.

TCP MSS Option: Enter the TCP MSS as your desire.

Default Route: You should select Yes to configure the PVC as the default gateway to
internet from this device.

Get IP Address: Select Static or Dynamic. For PPPoA/PPPoE connection, you need to
specify the public IP address for this ADSL modem router. The IP address can be
either dynamically (via DHCP) or given IP address provided by your ISP. For Static IP,
you need to specify the IP address, Subnet Mask and G ateway IP address.
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4) Bridge Mode
If you select this type of connection, the modem can be configured to act as a bridging device
between your LAN and your ISP. Bridges are devices that enable two or more networks to

communicate as if they are two segments of the same physical LAN.

I5F Dynamic IP Address
Static IP Address
PPPoA/PPPOE

*! Bridge Mode

Encapsulation ;| 1483 Bridged IP LLC ¥

|: Note:

After you finish the Internet configuration, please click SAVEto make the settings take effect.

4.2.2 LAN

Go to Interface Setup € LAN, and you will see the LAN screen. Please configure the

parameters for LAN ports according to the descriptions below.
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Advanced Access

S Maintenance Status Help
Interface A Setup Management

IP Address : [192.168.1.23 |

IP Subnet Mask :
Dynamic Route : | RIP2-B ¥
Multicast : | IGMP v2 v |

IGMP Snoop : () Disabled ‘® Enabled
MidSnoop : @ pisabled ' Enabled

)
\
\
|

DHCP

Router Local IP

DHCP : () pisabled ‘® Enabled -’ Relay

DHCP Server
Starting IP Address :|192.168.1.100 Current Pool S y I
IP Pool Count : |101 L.
Lease Time : 259200 '}seconds (0 sets to default value of 259200)
Physical Ports - | 2 | ¥ | /| ¥
112)3]4
DHCP Table
Hostname |P Address MAC Address Status Expire Time
[192.168.1.105 v | S Static v
T T ——— | Manual Config v | E—TT—
Xuande-iPhone 192.168.1.100 D0:03:4B:A7:0D:B8 Auto 2days, 4:7:33
xihuannetaiyang 192.168.1.101 A4:F1:E8:D2:8E:59 Auto 2days, 15:26:29
iPhone 192.168.1.102 34:E2:FD:14:1D:0D Auto 2days, 15:28:59
chen 192.168.1.103 0C:D7:46:16:8E:4A Auto 2days, 21:33:45
TL-WR845N 192.168.1.104 00:0A:EB:42:52:36 Auto 2days, 23:51:46

DNS Relay : J"UE'A;fc‘)Biscovered 'DNS Server 6}ily v |
Primary DNS Server : N/A |
Secondary DNS Server : N/A [

|

Radvd Enable : ® pisable ' Enable
DHCPv6

DNS
DHCPv6 Server : (® pisable " Enable

U Router Local IP: These are the IP settings of the LAN interface for the device. These
settings may be referred to as Private settings. You may change the LAN IP address if
needed. The LAN IP address is private to your internal ne twork and cannot be seen on the
Internet.

f IP Address: Ent er the modem router-s | ocal I P Addr e:

Web management page via the IP Address. The default value is 192.168.1.1.

T IP Subnet Mask: Ent er t he modem rout e rdefault Blueis et

255.255.255.0.

1 Dynamic Route: Select this option to specify the RIP (Routing Information protocol)
version for LAN interface, including RIP1, RIP2-B and RIP2-M. RIP2B and RIP2M are
both sent in RIP2 format, the difference is that RIP2 -M using Multicast, while RIP2-B
using Broadcast format.
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1
1

Direction: Select this option to specify the RIP direction. None is for disabling the RIP
function. Both means the ADSL modem router will periodically send routing
information and accept routing informa tion, and then incorporate them into routing
table. IN only means the ADSL modem router will only accept but will not send RIP
packet. OUT only means the ADSL modem router will only send but will not accept RIP
packet.

Multicast: Select IGMP version, or disable the function. IGMP (Internet Group
Multicast Protocol) is a session -layer protocol used to establish membership in a
multicast group. The ADSL ATU-R supports both IGMP version 1 (IGMP v1), IGMP v2
and IGMPv3. Select Disabled to disable it.

IGMP Snoop: Enable the IGMP Snoop function if you need.

Mld Snoop: Enable the MId Snoop function if you need.

DHCP: Select Enabled, then you will see the screen below. The modem router will work as

a DHCP Server; it becomes the default gateway for DHCP client conne cted to it. DHCP

stands for Dynamic Host Control Protocol. The DHCP Server gives out IP addresses when

a device is booting up and request an IP address to be logged on to the network. That

device must be set as a DHCP client to obtain the IP address automa tically. By default, the
DHCP Server is enabled. The DHCP address pool contains the range of the IP address that

will automatically be assigned to the clients on the network.
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DHCP : Disabled "® Enabled Relay

Starting |P Address : [192.168.1.100 | Current Pool Summary |
IP Pool Count | 101
Lease Time : (259200 [zeconds (0 setsto default value of 239200)

Physical Ports : o
1121314
Hostname IF Address MAC Address Status Expire Time
192.168.1.105 ¥ Static ¥
Manual Config ¥

Xuande-iPhone 192.168.1.100 DI.03:.4B8AT.00.B8 Auto 2days, 3.46.45
wihuannetaiyang 192.168.1.101 A4:F1:ER:D2:BE:59 Auto 2days, 15:5:42
iPhone 192.168.1.102 J4EZFD:14:10:00 Auto 2days, 15:8:12
chen 192.168.1.103 0074616 8E: 44 Auto 2days, 21:12:58
TL-WRa45M 192.168.1.104 00:0AEB:42:52:36 Auto 2days, 23.30:58

Secondary DMNS Server : [M/A

DMS Relay : | Use Aute Discovered DNS Server Only ¥
Primary DMNS Server ;| |MN/A

Radvd Enable © % pjsaple ' Enable

DHCPvE Server | (® pigable '’ Enable

Starting IP Address: Enter the starting IP address for the DHCP server's IP
assignment. Because the default IP address for the modem router is 192.168.1.1, the
default Start IP Address is 192.168.1.100.

IP Pool Count: The max user pool size.

Lease Time: The length of time for the IP lease. After the dynamic IP address has
expired, the user will be automatically assigned a new dynamic IP address. The default
is 259200 seconds.

Physical Ports: If a physical port is unchecked, the client connected to that port will
not be able to obtain IP address automatically although the DHCP functio n is enabled.
All ports are checked by default.
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U DHCP Table: The information of the DHCP clients will be displayed here

Hostname IP Address MAC Address Status Expire Time
192.168.1.105 r Static ¥
Manual Config Y
Xuande-iPhone 192.168.1.100 D0:034B.AT000BS Auto Zdays, 3.17:39
xihuannetaiyang 192.168.1.101 A4:F1.ES.D2.8E.59 Auto 2days, 14.36.55

iPhone 192.168.1.102 34:E2:FD:14:10:0D Auto 2days, 14:39:25
chen 192.168.1.103 0C.D7:.46.16.8E.44 Auto 2days, 20:44:11
TL-VWRE45M 192.168.1.104 00:04EB:42:52.36 Auto 2days, 23.2:12

Hostname: Display the name of the DHCP client.
IP Address: Display the IP Address of the DHCP client.
MAC Address: Display the MAC Address of the DHCP client.

= =4 4 =4

Status: Display the status of the assigned IP Address, either Static or Auto. Static
indicates that the IP Address is bounded to the MAC Address, while Auto indicates
that the IP Address is assigned to the MAC Address automaticall vy.

How to assign a static IP address to the client?
1). Select an IP Address from the drop -down list.

2). Enter the MAC Address of the client in the table.

1 DNS Relay: If you want to disable this feature, you just need to set both Primary and
secondary DNS IP to 0.0.0.0. If you want to use DNS relay, you can setup DNS server
IP to 192.168.1.1 on their Computer. If not, the device will perform as no DNS relay.

1 Primary DNS Server: Type in your preferred DNS server.

1  Secondary DNS Server: Type in your preferred DNS serv er.

|: Note:

If Use Auto Discovered DNS Server Only is selected in DNS Relay, this modem router will
accept the first received DNS assignment from one of the PPPoA, PPPoE or MER/DHCP
enabled PVC(s) during the connection establishment. If Use User Discovered DNS Server Only
is selected in DNS Relay, it is necessary for you to enter the primary and optional secondary
DNS server IP addresses. After type in the address, click SAVEto save it and invoke it.

U DHCP Relay: Select Relay, then you will see the following screen, and the modem router
will work as a DHCP Relay. A DHCP relay is a computer that forwards DHCP data between
computers that request IP addresses and the DHCP server that assigns the addresses.
Each of the device's interfaces can be configured as a DHCP relay. If it is enabled, the
DHCP requests from local PCs will forward to the DHCP server runs on WAN side. To have
this function working properly, please run on router mode only, disable the DHCP server
on the LAN port, and make sure the routing tab le has the correct routing entry.
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DHCP : Dizabled "' Enabled "®' Relay

DHCP Zerver IP for Relay

Agent :|0.0.0.0

Radvd Enable : '® pisaple ' Enable

DHCPvE Server @ ® pisaple ' Enable

1 DHCP Server IP for Relay Agent: Enter the DHCP server IP Address runs on WAN
side.

F Note:

If you select Disabled, the DHCP function will not take effect.
U Radvd Enable: Enable or Disable the auto configuration of radvd.
i DHVCPv6 Server: Enable or Disable the modem router working as a DHCPv6 Server.

4.2.3 Wireless

Go to Interface Setup € Wireless, and you will see the Wireless screen. Please configure the

parameters for wireless according to the descriptions below.
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Advanced Access

Setup Management Maintenance Status Help

ACOEES POIM D ® Arpesiad O Desotvaisd
Channd : (A ¥ |curent Channet:[i— |

Transmit Power ©

(Fign |
Sescon imervams) (100 [irange 20~1000)
RTSICTS Thrashald - range: 1500-2347)
Fragmenaton Threshaid(Dyies) <2345 [{rang=: 255~2345, even numbars aniy)
DTMms}:[__ firang= 1~255)
Wirelass Mods

Eé

Channel Sandwidin Ao v |

Extansion Channal Zl abawe he connal channall «

Guard imerval ([ AUTD v |
MCS:|AUTO *

Muitiple SSID8 Settings
5510 Index <[ v |
PerSSID JATKN - @ pcpuzied O Deactivaied
Broadcasi SSID © @ veg O Mg
UsaWPS © ® vag 10 Mg

3
i

WPS sizi2 | Conbgurad
WRsSmode © L) o code ® paC
Slan WS
WIRS prograss : klia

S5ID : [TR-LINK_000005
Samanteaton Typs : [ WRAZ-PEK v

WPALPEK

Encryption : [ AES T
Pre-Shared Kay |

}(5~53 ASCH characters o 54

WOSMode: O gn @
VDS Endrypian Tres -
WS Key < |
nERalerimal charasiens)

Mac Address #1 - 010000000000

Mac Addrags 22 : (10000000000

Mac Address 23 010000000000

M3c Address 24 10000000000

}:anaa ASCI characlers or 64

‘Wirslaea MAC Address Fitbar

Aciva L O actvaied ® Caactvaisd
Action - [ Aow Assodabon v [ihe follow Winsiess LAN statin|s) assocation.

Mac Address #1 - 010000000000 |
Mac Addrags 22 : (10000000000 |
Mac Address 23 010000000000 |
M3c Address 24 10000000000 |
Mac Address 25 : 10000000000 |
|
|
|

Mac Address 35 00000000000
Mac Address #7 - [01000000:00:00
Mac Address #5 - 010000000000

| SAE | TANCE |
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Access Poin t Settings: These are the settings of the access point. You can configure the

rules to allow wireless-equipped computers and other devices to communicate with a

wireless network.

)l

Access Point: Select Activated to allow wireless station to associate with th e access
point.

Channel: Select the channel you want to use from the drop -down List of Channel. This
field determines which operating frequency will be used. It is not necessary to change
the wireless channel unless you notice interference problems with an other nearby
access point.

Transmit Power: Here you can specify the transmit power of modem router. You can
select High, Medium or Low which you would like. High is the default setting and is
recommended.

Beacon Interval: Enter a value between 20-1000 milliseconds. The Beacon Interval
value indicates the frequency interval of the beacon. A beacon is a packet broadcast
by the modem router to synchronize the wireless network. The default value is 100.
RTS/CTS Threshold: Should you encounter inconsistent data flow, only minor
reduction of the default value 2347 is recommended. If a network packet is smaller
than the preset RTS threshold size, the RTS/CTS mechanism will not be enabled. The
modem router sends Request to Send (RTS) frames to a particular receiving station
and negotiates the sending of a data frame. After receiving an RTS, the wireless
station responds with a Clear to Send (CTS) frame to acknowledge the right to begin
transmission. In most cases, keep its default value of 2347.

Fragmentation Thresho Id: This value specifies the maximum size for a packet before
data is fragmented into multiple packets. If you experience a high packet error rate,
you may slightly increase the Fragmentation Threshold. Setting the Fragmentation
Threshold too low may resul t in poor network performance. Only minor reduction of
the default value is recommended. In most cases, it should remain at its default value
of 2346.

DTIM: This value, between 1 and 255, indicates the interval of the Delivery Traffic
Indication Message (DTIM). A DTIM field is a countdown field informing clients of the
next window for listening to broadcast and multicast messages. When the modem
router has buffered broadcast or multicast messages for associated clients, it sends
the next DTIM with a DTIM Interval value. Its clients hear the beacons and awaken to
receive the broadcast and multicast messages. The default value is 1.

Wireless Mode: In the drop-down list you can select 802.11b, 802.11g, 802.11n,
802.11b+g, 802.11g+n and 802.11b+g+n . 802.11b+g+n allows both 802.11b, 802.11g
and 802.11n wireless stations to connect to the modem router.

11n Settings: These are the settings of the 11n parameters. If 802.11n, 802.11g+n or

802.11b+g+n is selected for Wireless mode, these settings will be displayed.
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1 Channel Bandwidth: Select the Bandwidth you want to use from the drop -down List.
There are three options, Auto, 20 MHz and 40 MHz. If bigger bandwidth is selected,
device could transmit and receive data with higher speed.

1 Extension Channel: If Auto or 40 MHz is selected, this option will be displayed.

1 Guard Interval: If 20MHz is selected, this option will be displayed. And then you can
select the guard interval you want from the drop -down list.

1 MCS: Select the wireless transmission rate from the drop -down list. By default, the
option is AUTO.

Multiple SSIDs Settings: These are the settings of the SSID.

I SSID Index: The index of the SSID, and in this model, you can only leave it as a default
value of 1.

T  PerSSID Switch: Select Activated to allow switch of per SSID.

i Broadcast SSID: When wireless clients survey the local area for wireless networks to
associate with, they will detect the SSID broadcast by the modem router. To
broadcast the modem router-s SSI D, keep the
broadcastth e modem routerNos SSI D, select

1 Use WPS: Use WPS (Wi-Fi Protected Setup) function, you can add a new wireless
device to an existing network quickly . To use WPS, keep the default setting, and
configure the parametersin WPSSettings. | f you do WP§ seleegda t o Use

WPS Settings: WPS can help you to add a new wireless device to an existing network

quickly .

1 WPS state: Display the current WPS state.

1 WPS mode: If the wireless adapter supports Wi-Fi Protected Setup (WPS), you can
establish a wireless connection between wireless adapter and modem router using
either PIN method or Push Button Configuration (PBC) method , please select the one
you want.

1) ByPIN
If the wireless adapter supports Wi -Fi Protected Setup and the PIN method, you can add it
to the network by PIN with the following two methods. Select PIN code, you will see the

following screen.
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WPS Settings

WPS state : Configured

WPS mode © (% iy code ' PBC
AP self PIN code : 00000000

Reset PIN | | Generate

enrollee PIM code :
Start WPS
WPS progress : Idle
Reset to OOB

S50 ;| TP-LIME_DOOODG
Authentication Type ;| WPAZ-PSK v

Method One: Enter the PIN of wireless adapter into my modem router
Step 1. For the configuration of the wireless adapter, please ¢ hoose Enter the PIN of this

device into my access point or wireless router in the configuration utility, and get

the PIN code on the screen as below, then click Connect.

TP-LINK

The Reliable Chaice

B @ £ %

Status WPS Metwork Profile Advanced

m This application will guide you through configuring your wireless network.

Please choose a method to join a wireless network:

i

1]

2 Push the button on my access point or wireless router.

() Enter the PIN of my access point or wireless router.

Enter the PIN of this device into my access pointm
PIN: [19342308 > | )

| Caonnect

The WPS Configuration Screen of Wireless Adapter
Step 2: For the modem router , keep PIN code selected and enter the PIN code of the
wireless adapter in the field next to enrollee PIN code as shown below. Then click
Start WPS.
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WPS Settings

WPS state | Configured

WPS mode : ® p|y coge ' PBC
AP self PIN code : 00000000

Reset PIM Generate |
enrcliee PIN code € 19342306

Start WPS
WPS progress : Idle

Reset to Q0B
SEI0 : TP-LIMNK_D00008
Authentication Type : | WPAZ-PSEK r

F Note:

In this example, the default PIN code of this adapter is 19342306 as the preceding figure

shown.

Method Two: Enter the PIN from your Router or AP device
Step 1: Get the Current PIN code of your modem router from AP self PIN code (each
modem router has its unique PIN code. Here takes the PIN code 00000000 of this

modem router for example).

WPS Settings

WPS state . Configured

WPS mode @ % piy code ' PEC
AP selff PIN u:c:-de
| Reset PIN | | Generate |
enrcllee PIM code :

Start WPS
WPS progress : Idle

Reset to OOB
SEID ; (TP-LINK_000006

Authentication Type : | WPA2-PSK ¥

Step 2: For the configuration of the wireless adapter, please ¢ hoose Enter the PIN of my
access point or wireless router in the configuration util ity, and enter the PIN code

of the modem router into the field nextto PIN. Then click Connect.
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TP-LINK

The Rellable Chaice

= 3

Status WPS Metwork

&«

Please choose a method to join a wireless network:

PIN- Caoooooo0

¥a;
4

Profile Advanced

() Push the button on my access point or wireless router.

@ Enter the PIN of my access point or wireless router.

(©) Enter the PIN of this device into my access point or wireless router

m This application will guide you thraugh configuring your wireless netwark.

Connect

The WPS Configuration Screen of Wireless Adapter

F Note:

The default PIN code of the modem router can be found on its label or the WPS screen in

its web configuration page.

2) PBC

If the wireless adapter supports Wi -Fi Protected Setup and the Push Button Configuration
(PBC) method, you can add it to the network by PBC with the following two methods.

Select PBC, you will see the following screen.

WPS Settings

WPS state

WPS progress ;

331D
Authentication Type :

s Configured
WPS mode :

FIN code '®' PBC

Start WPS

Idle

Resetto OOB |

TP-LIMK_000006
WPAZ-PSK

Method One: Hardware push button

Step 1: Press the WPS/RESET button on your modem router for about 2 seconds or click

the Start WPS button on the screen.
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—
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Step 2: Press and hold the WPS button of the adapter direc tly for about 2 seconds.

-/,-

Step 3: Wait until the following screen appears. Click OK to complete the WPS

configuration.

Configuring the wireless network.

Successfully connected to the network by WPS!

The WPS Configuration Screen of Wireless Adapter

Method Two: Software push button
Step 1: Click Start WPS button on the screen.

WPS Settings

WPS state : Configured
WPS mode © ) PIN code '® PBC

WPS progress : |dle

Fesetto OOB

S3I0D ;| TP-LINKE_000006
Authentication Type ;| WPAZ-PSK v

Step 2: For the configuration of the wireless adapter, please choose Push the button on
my access point or wireless router in the configuration utility as below, and click

Connect.
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TP-LINK
The Reliable Choice
[ = ol
Ll = @ & %
Status WPS Metwork Profile Advanced

m This application will guide you through configuring your wireless network.

Please choose a method to join a wireless network:

@ Push the button on my access poin@

() Enter the PIN of my access point or wireless router.

(@ Enter the PIN of this device into my access point or wireless router.

| Connect

The WPS Configuration Screen of Wireless Adapter

Step 3:  Wait for a while until the following screen appears. Click OK to complete the WPS
configuration.

Configuring the wireless network.

Successfully connected to the network by WPS!

The WPS Configuration Screen of Wireless Adapter

1  WPSprogress: Show the current WPS progress.

1 Resetto OOB: Reset WPS AP to the OOB (outof-box) configuration.

1 SSID: Wireless netwo rk name shared among all points in a wireless network. The SSID
must be identical for all devices in the wireless network. It is case -sensitive and must
not exceed 32 characters (use any of the characters on the keyboard). Make sure this
setting is the sam e for all stations in your wireless network. Type the desired SSID in
the space provided.

1 Authentication Type: Select an authentication type from the drop -down list, which
allows you to configure security features of the wireless LAN interface. Options
available are: Disabled, WEP-64Bits, WEP-128Bits, WPA-PSK, WPA2-PSK, and
WPA-PSK/ WPA2-PSK.

36



User Guide

WEP- 64Bits

To configure WEP-64Bits settings, select the WEP -64Bits option from the drop -down list.
The menu will change to offer the appropriate settings. WEP-64Bits is a data privacy
mechanism based on a 64 -bit shared key algorithm, as described in the IEEE 802.11g
standard.

WEP-128Bits
To configure WEP-128Bits settings, select the WEP -128Bits option from the drop -down
list. The menu will change to offer the appropri ate settings. 128 -bit is stronger than 64 -bit.

WPA-PSK

To configure WPA-PSK settings, select the WPA-PSK option from the drop -down list. The
menu will change to offer the appropriate settings. WPA -PSK requires a shared key and
does not use a separate serve r for authentication. PSK keys can be ASCII or Hex type.

1  Encryption: Select the encryption you want to use: TKIP/AES, TKIP or AES (AES is an
encryption method stronger than TKIP).

V TKIP (Temporal Key Integrity Protocol) - a wireless encryption protocol that
provides dynamic encryption keys for each packet transmitted.

V AES (Advanced Encryption Standard) - A security method that uses symmetric
128-bit block data encryption.

1  Pre-Shared Key: Enter the key shared by the modem router and your other network
devices.

WPA2-PSK

To configure WPA2 -PSK settings, select the WPA2-PSK option from the drop -down list.
The menu will change to offer the appropriate settings. WPA2 -PSK requires a shared key
and does not use a separate server for authentication. PSK keys can be AS CIl or Hex type.

WPA-PSK/WPA2-PSK

To configure WPA -PSK/WPA2-PSK settings, select the WPA-PSK/WPA2-PSK option from
the drop-down list. The menu will change to offer the appropriate settings.
WPA-PSK/WPA2-PSK requires a shared key and does not use a separate server for
authentication. PSK keys can be ASCII or Hex type. WPA-PSK/WPA2-PSK is more flexible
than WPA-PSK or WPA2-PSK.

WDS Settings: With this function enabled, the modem router can bridge two or more
WLANS.

T WDS Mode: Select On/Off to enable/disable WD S.

1 WDS Encryption Type :You can select either AESor TKIP.

i  WDS Key: Create a key for the router .

1 MAC Address: Enter the MAC Address you wish to bridge in the field.
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U Wireless MAC Address Filter : Wireless access can be filtered by using the MAC
addressesoft he wireless devices transmitting within vy
1 Active: If you wish to filter users by MAC Address, select Activated , and Deactived for
don-t.
1 Action: To filter wireless users by MAC Address, select Allow Association or Deny
Association the follow Wireless LAN station(s) association.
1 MAC Address: Enter the MAC Address you wish to filter in the field.

F Note:

For most users, it is recommended to use the default Wireless LAN Performance settings. Any
changes made to these settings may adverse ly affect your wireless network. Under certain
circumstances, changes may benefit performance. Carefully consider and evaluate any
changes to these wireless settings.

4.2.4 6RD

IPv6 tunnel is a kind of transition mechanism to enable IPv6 -only hosts to reach IPv4 services,
and to allow isolated IPv6 hosts and networks to reach each -other over IPv4-only
infrastructure before IPv6 completely supplants IPv4. It is a temporary solution for networks

that do not support native dual -stack, where both IPv6 and IPv4 run independently.

As a type of IPv6 tunnel, 6RD is used in the situation that your WAN connection is IPv4 while

LAN connection is IPv6. Go to Interface Setup € 6RD.

i 6RD Enable: The default setting is disabled. Select Enable when your WAN connection is

IPv4 while LAN connection is IPV6.

i  6rd IPv6 Prefix: Enter the prefix of the IPv6.
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