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Overview

Overview

The EAP provides specialized functions for maintenance and management. Users can
centrally monitor and manage the EAPs via EAP Controller's management interface.
The EAP Controller is a management software for TP-Link EAP devices. The free EAP
Controller software allows users to manage hundreds of EAPs not only when they are in
the same network segment but also in different network segments.

Configuration procedures differ depending on the network topology. This guide
introduces how to manage EAPs via EAP Controller in various scenarios.
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Configuration

2 Configuration

2.1

The application overview is as follows:
®  Managing EAPs in the Same Subnet

®  Managing EAPs in Different Subnets

® Managing EAPs at the Same Site
a. Using Discovery Utility to Discover EAPs
b. Using DHCP Option 138 to Discover EAPs

® Managing EAPs at Different Sites

a. Using Discovery Utility to Discover EAPs via VPN Tunnel

b. Using DHCP Option 138 to Discover EAPs via VPN Tunnel

c. Using Discovery Utility to Discover EAPs via NAT Port Forwarding
d. Using DHCP Option 138 to Discover EAPs via NAT Port Forwarding

Configuration Guideline:

= Please ensure that EAP Controller is in the white list of Windows built-in firewall or a
third-party antivirus/firewall. Generally, the EAP Controller will be automatically added
into the white list of Windows built-in firewall, while for other operating systems or
third-party antivirus/firewall, it may need a manual step.

= Please ensure that ports 8043, 8088, 29810, 29811, 29812 and 29813 are accessible
on the host where EAP Controller is installed. That is, these ports should not be
occupied by other applications.

Managing EAPs in the Same Subnet
Before configuring EAP Controller to centrally manage the EAPs, confirm whether EAPs
and EAP Controller are in same network segment or not.

In the following network topology, the EAP Controller and EAPs are in the same subnet.
A router functions as a DHCP server to assign IP addresses to EAPs and clients. The EAP
Controller should be installed on one host, known as Controller Host.
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To ensure that all EAPs are adopted, follow the steps below:

1) Launch EAP Controller to load the login page, enter the username and password
which are set in the installation of EAP Controller and click Sign In.

& | administraor

2) The EAP Controller and EAPs are in the same subnet, thus once the EAP is powered
on, it can be discovered by EAP Controller automatically. The EAP Controller will
automatically adopt the EAP using the default username and password (both are
admin).

3) If the Retry button shows in the Action column, it means that the username and
password of the EAP have been changed.

4 tpdink  sies:peun

Map Statistics ~ |Aceess Points Clients Insight

Name, 1P B corio | Performance © Forget Al
+ Name/MAC Address + 1P Address + status + Model + Hardware Version + Firmware Version 4 Num of Clients + Download + Upload Action
ec086b:d4e9bc 192.168.0.22 pe EAP330 20 1.1.0 Build 20170508 Rel. 63715 0 0Bytes 0Bytes [(rey |®

Page Size - 1 Atotal of 1 page(s) Pageto GO

You should enter the current username and password of the EAP.

AP username and password required

Mote: The username and password have been changed for this AP. The EAF Controller cannot
adopt it automatically. Please manually enter the correct username and password.

Usermame:

Password:
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2.2

2.2.1

Configuration

After successful adoption, the EAP will be displayed in the Connected list.

tp-link Sites: Defaull v APs Stations:

Connected Disconnected Pending Users Guesis

Map Statistics Access Points Clients Insight Log

Connected All | Connected | Disconnected | Pending

Name, IP B corfig | Performance @ Forget Al

4 Name/MAC Address 4IPAddress 4 Status 4 Model & Hardware Version 4 Firmware Version 4 ClientNumber 4 Download 4 Upload Action
£c08:6hd4-69 e 192168022  Provisioning  EAP330 20 1.1.0 Build 20170508 Rel. 63715 0 0Bytes 0Bytes T B

Page Size - 1 Altotal of 1 page(s) Pageto Go

Managing EAPs in Different Subnets

When EAP Controller and EAPs are in different subnets, the problem is how the EAPs find
EAP Controller. There are two solutions:

®  Running EAP Discovery Utility on a host which is in the same network segment with
the EAPs to help the EAPs find the Controller Host.

®  Configure DHCP option 138 on a DHCP server which supports DHCP option 138
feature, thus the DHCP server will tell the EAPs where EAP Controller is.

The EAP Controller can manage multiple EAP networks, which are called sites. Generally
multiple sites are logically separated and located in different physical places. The
following section will introduce how to manage EAPs when they are at the same site and
different subnets.

Managing EAPs at the Same Site

Using Discovery Utility to Discover EAPs

Demonstrated with the network topology below, this section provides configuration
procedures for managing EAPs in different subnets at the same site with EAP Discovery
Utility.

There are three VLANSs (three subnets), which are VLAN1 (192.168.0.0/24), VLAN2
(192.168.1.0/24) and VLAN3 (172.30.30.0/24). The three VLANSs are divided by switch
T2600G-28TS. Now we want the EAP Controller in VLAN1 to manage the EAP in VLAN2.
The computer that is running EAP Discovery Utility and the EAP to be managed should
be in the same VLAN. The gateway router is TP-Link router TL-ER6120.
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Step 1: Configurations on Switch
1) Go to VLAN > 802.1Q VLAN > VLAN Config to create VLAN2 and VLAN3. VLAN2
includes port4 and port5. VLAN3 includes port7. The detailed VLAN settings are

shown as below.

“lan Table
Select WVLAN_ID Name Members Operation
1 System-YLAN 1i071-3,1/005, 1/0038-25 Edit | Detail
2 vlan2 1/0/4-5 Edit | Detail
3 vlan3 1707 Edit | Detail
[ Al | [create | [ Delete | [ Help |
Total VLAN: 3

2)

Go to VLAN > 802.1Q VLAN > Port Config to make sure that port 4, 5, 7 and 16 have
been configured as "Access” type ports. Make sure that the PVID of port4 and 5 have

been configured as 2, and the PVID of port7 has been configured as 3.
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WLAMN Port Config
UMIT: 1 LAGS

Select Paort Link Type PWVID LAG WLAM
[ -] [ ]

101 ACCESS 1 — Detail

1102 ACCESS 1 — Detail

103 ACCESS 1 — Detail

o 11074 ACCESS 2 — Detail
o 1075 ACCESS 2 — Detail
1106 ACCESS 1 — Detail

i 107 ACCESS 3 — Detail
108 ACCESS 1 — Detail

109 ACCESS 1 — Detail

1010 ACCESS 1 — Detail

1/0i11 ACCESS 1 — Detail

102 ACCESS 1 — Detail

103 ACCESS 1 — Detail

10014 ACCESS 1 — Detail

1015 ACCESS 1 — Detail

[ ar | [ apply | [ Hep |

3) Go to Routing > Interface to enter the IP interface for VLAN1,VLAN2 and VLAN3, and
configure relevant IP addresses for these three interfaces as shown below.

Interface Config

Creating Interface

Interface ID: WLAN v [ | (1-4004)
IP Address Mode: ® None ' Static DHcP © BOOTP
IP Address: [ ] (Format 192.168.0.1)

SubnetMask: [ | (Format 256.255.255.0)
Admin Stafus:
Interface Mame: |:| (Cptional. 1-16 characters)

Interface List
Select [0} Mode IP Address Subnet Mask Interface Name Status Operation
Vian2 Static 172.30.20.2 055.265.255.0 yp ~ EOHIEALEE]
Vian2 Static 192.166.1.1 255.265.255.0 Down ~ EOHIEQTIEVG
Viant Static 192.168.0.1 255.265.255.0 yp ~ EOHIEALEE]
[ A ] [Dpeete ] [ Hep |

4) Go to Routing > Static Routing > IPv4 Static Routing Config to configure the static
default routing entry which leads to the gateway router.
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5)

|Pv4 Static Routing Config

Configuration

Destination: |

| (Format 10.10.10.0)

Subnet Mask: |

| (Format: 255.255.255.0)

MextHop: |

| (Format 192.168.0.2)

Distance: |

| (Cptional. range: 1-255)

IPv4 Siatic Route Table
Select Destination

0.0.0.0

Subnet Mask MNext Hop Distance Metric Interface Name
| | | |
0.0.0.0 172.30.301 1 0
’ Apply ] ’ Delste ] [ Help ]

Static routing count: 1

Go to Routing > DHCP Server > Global Config to enable DHCP Server function.

Global Canfig

DHCP Server
Cption 60:

Cption 138:

Fing Time Config

Fing Packets:

Ping Timeout:

Excluded IP Address

Start IF Address:

End IF Address:

Excluded IF Address Table
Start IP Address End IP Address

Select 1D

* Enable Disable

| | (Optional)

| | (Optional. Format: 192.168.0.1)

i | (0-10 packets, D for disable ping)

[100 | (100-10000 milliseconds)

| | (Format: 192.168.0.1)

| | (Format: 192.168.0.1)

Mo entry in the table.

| a1 | [ Deete | [ Hep |

6) Go to Routing > DHCP Server > Pool Setting to configure 192.168.1.0/24 IP address

pool for EAPs.
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DHCP Server Pool
Fool Name: [vlan2 | (8 characters maximum)
Metwork Address: |192.168_1_[J | (Format: 192 163.0.0)
Subnet Mask: [255.255.255.0 | (Format: 255.255.255.0)
Lease Time: [120 | (1-2230 min, Default: 120)
Default Gateway: | | (Optional, Format: 192.168.0.1)
[192.168.1.1 |
|
DNS Server: (Optional, Format: 192.168.0.1)

|
|
|
|
|
|
|
114.114.114.114 |
|
|
|
|
|
|
|

Metbios Server : (Optional, Format: 192.168.0.1)

MNetbios Mode Type: T | (Optional, b/p/mih/none)

Mext Server Address: | (Optional, Format: 192.168.0.1)

Domain Mame: | (Optional, 0 to 200 characters)

Booffile: | tOotional. 0 to 128 characters)

@ Note:

Do not forget to fill in the default gateway address and DNS server address.

Step 2: Configurations on the Router

1) Go to Transmission > Static Route to add Static Routing for VLAN1 and VLAN 2
subnets.

Static Route

© Add @ Delete

O D Name Destination IP Subnet Mask Next Hop Interface Metric Status Operation
O 1 vlani 192.168.0.0 255.255.255.0 172.30.30.2 LAN 0 Enabled e E" i'
O 2 vlan2 192.168.1.0 255.255.255.0 172.30.20.2 LAN 1] Enabled Q E' i'

2) Go to Transmission >NAT > Multi-NAT to configure multi-nets NAT for subnets
192.168.0.0/24 and 192.168.1.0/24.
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Multi-Mets NAT List

@ add @ Delete

O D MName Interface Source IP Range Status Description Operation
Enabled
Enabled

0 3 1 WAN1 192.168.0.0/24 Enabled € vlan1 (B |

O 4 2 WAN1 192.168.1.0/24 Enabled € vlan2 [ |
Enabled

Step 3: Configurations on EAP Discovery Host

1) Connect the computer that is running EAP Discovery Utility to port5 of the switch,
and connect the EAP to port4. In this way, both EAP Discovery Utility and EAP are in
the same subnet (192.168.1.0/24). Then open EAP Discovery Utility to let it discover
the EAP as shown below.

Select MAC Address IP Address Nodel Wersion Status hetion

B0:cT:bf:Ob:be:00 192, 168. 1. 2 EAPZ26 1.2.0 Build 20170...  Success

Displayed E4P: 1 Select 411 Batch Manage

2) After EAP Discovery Utility has found the EAP, click Manage, then fill in the IP address
of Controller host and the Username/Password of the EAP (admin/admin by default)
so EAP Controller can manage this EAP.

Device Information ®

Status: Success
Model:  EAP225
IP Address: 192.168.1.2
MAC Address: BO:cT:bf:Obibe:0O

Controller Hostname/IP: 192, 1658, 0, 253

Uzername: admin

Pazsword:
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@ Note:

After the EAP has been successfully adopted by EAP Controller, you no longer need EAP
Discovery Utility. Thus, you can remove the computer that's running EAP Discovery Utility from
the network.

Step 4: Adopt and Manage EAP

1) Run EAP Controller. The EAP which has been configured by EAP Discovery Utility in
the last step will appear in the Pending list as shown below, which means the EAP can
be adopted and managed by EAP Controller.

Stations:

p_|ink Sites: Default v APs

Connected Disconnected Pending Users Guests

Map Statistics ' ! ; nts. Clients Insight Log

Pending All | Connected | Disconnected | Pending
Name, IP T Config | Performance @ 5atch Adop
4 Name/MAC Address 4 IP Address 4 Status 4 Model 4 Hardware Version 4 Firmware Version 4 Client Number 4 Download 4 Upload Action
50:c7:bf0b:be-00 192.168.1.2 Pending EAP225 10 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes ‘::‘
Page Size v 1 Afotal of 1 page(s) Page to GO

2) The EAP Controller will automatically adopt the EAP using the default username and
password (both are admin). If the Retry button appears in the Action column, it means
that the username and password of the EAP have been changed. You should enter
the current username and password of the EAP. If the EAP appears in the Connected
list as shown below, it means the EAP has been adopted and can be managed by EAP
Controller.

tp-link Sites: Default v APs stations:

Connected Disconnected Pending Users Guests
Map Statistics Access Points Clients Insight Log
Connected All | Connected | Disconnected | Pending
Name, IP Config | Performance @ roget Al
4+ Name/MAC Address 4 IP Address 4 Status 4 Model 4 Hardware Version 4 Firmware Version 4 Client Number 4 Download 4 Upload Action
50:c7:bf:0b:be:00 192.168.12 Provisioning | EAP225 10 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes, < T B
Page Size - 1 Afotal of 1 page(s) Pageto Go

Using DHCP Option 138 to Discover EAPs

Demonstrated with the network topology below, this section provides configuration
procedures for managing EAPs in different subnets at the same site with DHCP option
138. There are three VLANSs (three subnets), which are VLAN1 (192.168.0.0/24), VLAN2
(192.168.1.0/24) and VLAN3 (172.30.30.0/24). The three VLANSs (three subnets) are
divided by switch T2600G-28TS. Now we want the EAP Controller in VLAN1 to manage
the EAP in VLAN2. The gateway router is TP-Link SMB router TL-ER6120.

Switch
VLAN 1 (DHCP Server) VLAN 3 LAN Router Internet
192.168.0.0/24 I172.30.30.0/24 172.30.30.1/24
OO0
D ok | Proine
: Gi/one " &2 S [Gio7 L SIS
[ ——— Gi1/0/4
192.168.0.253/24 VLAN 2
Controller Host 192.168.1.0/24
o0 )
Clients EAP
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Step 1: Configurations on Switch

1) Go to VLAN > 802.1Q VLAN > VLAN Config to create VLAN2 and VLANS3.
VLAN2 includes port4. VLANS includes port7. The detailed VLAN settings are shown
as below.

Vlan Table
Select VLAN_ID Name Members Operation
1 System-VLAN 1/00M-3,1/0/5-6,1/0/8-28 Edit | Detail
2 vian2 17074 Edit | Detail
3 vian3 17 Edit | Detail
[ ar | [creae | [ Delete | [ Hep |
Total WVLAN: 3

2) Go to VLAN > 802.1Q VLAN > Port Config to make sure that port 4, 7 and 16 have
been configured as "Access” type ports. Make sure that the PVID of port4 and 5 has
been configured as 2, the PVID of port7 has been configured as 3.

VILAN Part Config
UNIT: 1 LAGS

Select Port Link Type PVID LAG WLAN
[ -] [ 1]
1/0/1 ACCESS 1 - Detail
11072 ACCESS 1 — Detail
11073 ACCESS 1 — Detail
1/0/4 ACCESS 2 - Detail
1105 ACCESS 1 — Detail
1/0/6 ACCESS 1 — Detail
107 ACCESS 3 — Detail
1/0/8 ACCESS 1 — Detail
1/0vg ACCESS 1 - Detail
1010 ACCESS 1 — Detail
1/0/11 ACCESS 1 — Detail
12 ACCESS 1 — Detail
13 ACCESS 1 — Detail
1014 ACCESS 1 — Detail
115 ACCESS 1 — Detail
| an | [ Appy | [ Heip |

3) Go to Routing > Interface to enter the IP interface for VLAN1,VLAN2 and VLAN3, and
configure relevant IP addresses for these three interfaces as shown below.
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5)

Configuration

Interface Config

Creating Interface

Interface ID: [vLAN v [ | (1-4094)
IP Address Mode: ® None ' static DHCP © BOOTP
IP Address: [ ] (Format 192.168.0.1)

SubnetMask: [ | (Format 256.255.255.0)
Admin Stafus:
Interface Name: |:| (Cptional. 1-16 characters)

Interface List

Select [0} Mode IP Address Subnet Mask Interface Name Status Operation
Vian3 Static 172.30.20.2 255.265.255.0 yp ~ EOHI ALV
Vian2 Static 192.168.1.1 256.255.255.0 Down  Edtl CCt VOl
Vian1 Static 192.168.0.1 256.255.255.0 Up sait Bt e

[ At ) [Dpeete ] [ Hep |

Go to Routing > Static Routing > IPv4 Static Routing Config to configure the static
default routing entry which leads to the gateway router.

IPv4 Static Routing Config

Destination: | | (Format: 10.10.10.0)
Subnet Mask: | | (Format: 255.255.255.0)

Mext Hop: | | (Format 192.168.0.2)

Distance: [ | (Optional. range: 1-255)

IPv4 Static Route Table
Select Destination Subnet Mask Next Hop Distance Metric Interface Mame

0.0.0.0 0.0.0.0 172.30.301 1 0

[ Apply | [ Delete | [ Hep |

Static routing count: 1

Go to Routing > DHCP Server to enable DHCP Server function. For Option138, you
should fill in the IP address of the Controller Host which is “192.168.0.253". The DHCP
Server will then tell the EAPs where EAP Controller is, so that EAP Controller and
EAPs can communicate with each other among different subnets.
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Global Config

DHCF Server
Option 60:

Option 138:

Fing Time Config
Ping Packets:

Ping Timeout:

Excluded IP Address
Start IP Address:

End IP Address:

Excluded IP Address Table

Select [n]

'® Enable

—

' Disable

Configuration

192.168.0.253 (Cptional. Format: 192.168.0.1)

[ ](0-10 packets, O for disable ping)

(100-10000 milliseconds)

[ ](Format 192.168.0.1)

[ ](Format 192.168.0.1)

Start IP Address
No entry in the table.

End IP Address

[ au

| [ peete | [ Hep |

6) Go to Routing > DHCP Server > Pool Setting to configure 192.168.1.0/24 IP address

pool for EAPs.
DHCP Server Pool
Poal Name:
Network Address:
Subnet Mask:
Lease Time:

Default Gateway:

DNS Server:

Metbios Server :

Methios Node Type:

MNext Server Address:

Diomain Name:

Bootfile:

B

| (8 characters maximurmm)

[192.168.1.0

| (Format: 192.163.0.0)

[255.255 2550

| (Format: 255.255.255.0)

[120

| (1-2380 min, Default: 120)

| (Optional, Format: 192 165.0.1)

[192.168.1.1

(Optional, Format: 192.165.0.1)

114.114.114.114

(Optional, Format: 192 165.0.1)

(Optional, b/pfmihinone)

| (Cptional, Format: 192.165.0.1)

| (Cptional, 0 ta 200 characters)

| (Cotional. 0 to 128 characters)
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@ Note:

Do not forget to fill in the default gateway address and DNS server address.

Step 2: Configurations on the Router

1) Go to Transmission > Static Route to add Static Routing for VLAN1 and VLAN2
subnets.

Static Route

© add @ Delete

D MName Destination TP Subnet Mask Next Hop Interface Metric Status Operation
1 vlanl 192.168.0.0 255.255.255.0 172.30.30.2 LAN 0 Enabled (S |
2 vlan2 192.168.1.0 255.255.255.0 172.30.30.2 LAN 0 Enabled @ (¥ B

2) Go to Transmission >NAT > Multi-NAT to configure multi-nets NAT for
192.168.0.0/24 and 192.168.1.0/24 subnets.

Multi-Nets MAT List

@ Add @ Delete

D Name Interface Source IP Range Status Description Operation
Enabled
Enabled

3 1 WAN1 192.168.0.0/24 Enabled € vian1 (O |

4 2 WAN1 192.168.1.0/24 Enabled € vlan2 (B ]
Enabled

Step 3: Adopt and Manage EAP

1) Run EAP Controller. The EAP which has DHCP option 138 configured from the last
step will appear in the Pending list as shown below, which means the EAP can be
adopted and managed by EAP Controller.

' p.|ink Sites: Default v APs 0 0 G 0 0
Connected Disconnected Pending Users Guests
Map Statistics e Clients Insight Log
Pending All | Connected | Disconnected | Pending
Name, IP IEEX config | Performance @ Batch Adop
4 Name/MAC Address 4IPAddress 4 Status 4 Model 4+ Hardware Version 4 Firmware Version 4 Client Number 4 Download 4 Upload Action
50:c7:bf:0b:be:00 192.168.1.2 Pending EAP225 1.0 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes ‘ t|
Page Size - 1 Atotal of 1 page(s) Page to GO

2) The EAP Controller will automatically adopt the EAP using the default username and
password (both are admin). If the Retry button appears in the Action column, it means
that the username and password of the EAP have been changed. You should enter
the current username and password of the EAP. If the EAP appears in the Connected
list as shown below, it means the EAP has been adopted and can be managed by EAP
Controller.
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o tp-link Sites: Default - APs 1 = 5 Stations: i
- Connected Disconnected Pending Users Guests
Map Statistics - Clients Insight Log
Connected All Disconnected | Pending
Name, IP Config | Performance © Forget Al
2+ Name/MAC Address 4 IP Address 4 status 3§ Model 4 Hardware Version 2 Firmware Version 4 Client Number 4 Download 4 Upload Action
50.c7:bf-Ob:be:00 192.168.1.2 Provisioning | EAP225 10 1.2.0 Build 20170828 Rel. 67446 0 0Bytes 0Bytes <7 T B

Page Size - 1 Atotal of 1 page(s) Pagefo GO

2.2.2 Managing EAPs at Different Sites

When the devices are at different sites, we will manage EAPs using EAP Controller across
the internet. In this case, there are two ways to achieve remote management:

= Create a VPN connection between the local and remote networks by site to site IPsec
VPN.

= Transmit traffic between the inside and outside networks by NAT Port Forwarding.

The two remote communication methods can achieve the purpose of managing EAP via
EAP Discovery Utility or DHCP option138 respectively with EAP Controller. The section
will give the detailed configuration steps in different cases.

Using Discovery Utility to Discover EAPs via VPN Tunnel

Demonstrated with the network topology below, this section provides configuration
procedures for managing EAPs at different sites via VPN Tunnel with EAP Discovery
Utility. As shown below, the HQ and branch office are located in different places which
is connected with each other through IPsec VPN tunnel. The EAP Controller and a VPN
router (TL-ER6120) are in the subnet 192.168.1.0/24 of HQ. TP-Link EAP Discovery
Utility, EAP and a VPN router (TL-ER6120 ) are in the subnet 192.168.0.0/24 of branch

office.
HQ Branch Office
P EEEE Internet JOEE e RRLLI LI LELELL EEELEL .
Router . : Router
, WAN 192.168.2.13 | WAN 192.168.2.10
Do OO0 | ; : | P D000

LAN 192.168.1.0/24 LAN 192.168.0.0/24

Switch

LANiTo LAN IPsec VPN T:unnel

OO0 0 |
909
EAP
EAP Discovery
< ; Utility
a | ——

EAP Controller

Discovery Host
192.168.0.253/24

Controller Host :
192.168.0.253/24 ; : @
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Step 1: VPN Settings for the Router in Branch Office

1) Goto VPN > IPsec > IPsec Policy to add an IPsec VPN Policy as the following picture
shows.

IPSec Policy List

Configuration

@ Add @ Delete

1D Policy Name Mode Remote Gateway Local Subnet Remote Subnet Status Operation
Enabled
Policy Name: branch_HQ (1-32 characters)
Mode: LAN-to-LAN A4
Remote Gateway: 192.168.2.13 (IP Address/Domain Name)
WAN: WAN1 -
Local Subnet: 192.168.0.1 /24
Remote Subnet: 192.168.1.0 /24
Pre-shared Key: 12345678 (1-128 characters)
Status: +| Enable

@ Note:

*  Remote Gateway should be configured with the WAN IP address of the VPN router in

HQ.

* Local Subnet should be configured with the IP subnet of the branch office.

Remote Subnet should be configured with the IP subnet of HQ.

Phase-1 Settings

Proposal:
Proposal:
Proposal:
Proposal:
Exchange Mode:
Megotiation Mode:

Local ID Type:

Remote ID Type:

SA Lifetime:

DPD:

DPD Interval:

md5-3des-dh2

® Main Mode

® Initiator Mode

® IP Address

® IP Address

28800

»| Enable

10

w

Agaressive Mode

Responder Mode

NAME

NAME

seconds {60-604800)

seconds (1-300)
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Phase-2 Settings

Encapsulation Mode: & Tunnel Mode Transport Mode

Proposal: esp-md5-3des v

Proposal: -— -

Proposal: - -

Proposal: - A 4

PFS: nong v

SA Lifetime: 28800 seconds (120-604800)

QK Cancel

Step 2: VPN Settings for the Router in HQ

Configuring VPN settings on TL-ER6120 in HQ is similar to "Step 1". We won't describe
this in detail here.

IPSec Policy List

@ add @ Delete

D Policy Name Mode Remote Gateway Local Subnet Remote Subnet Status Operation
Enabled
Policy Name: HQ_branch (1-32 characters)
Mode: LAN-to-LAN v
Remote Gateway: 192.168.2.10 (IP Address/Domain Name)
WAN: WAN1 A d
Local Subnet: 192.168.1.0 /24
Remote Subnet: 192.168.0.1 /24
Pre-shared Key: 12345678 (1-128 characters)
Status: ~| Enable
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Phase-1 Settings

Proposal: md5-3des-dh2 -

Proposal: - -

Proposal: -—- -

Proposal: -—- -

Exchange Mode: & Main Mode Agaressive Mode

Megotiation Mode: Initiator Mode ® Responder Mode

Local ID Type: & IP Address NAME

Remote ID Type: ® IP Address NAME

S4 Lifetime: 28800 seconds (60-604800)
DPD: »| Enable

DPD Interval: 10 seconds {1-300)

Phase-2 Settings

Encapsulation Mode: e Tunnel Mode Transport Mode

Proposal: esp-md5-3des -

Proposal: -— -

Proposal: -— -

Proposal: -— -

PFS: none -

SA Lifetime: 28800 seconds (120-504800)

oK Cancel
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@ Note:

«  Remote Gateway should be configured with the WAN IP address of the VPN router in branch
office.

e Local Subnet should be configured with the IP subnet of HQ.
. Remote Subnet should be configured with the IP subnet of the branch office.

*« Negotiation Mode should be chosen the Responder Mode in HQ (Negotiation Mode has
been chosen as Initiator Mode in the branch office.

e Pre-shared key should be filled with the same number string.

After all settings are done, the VPN tunnel will be established between HQ and the branch
office as shown below.

IPSec SA List

Entry Count: 2 @ Refresh
ID Name SPI Direction Tunnel ID Data Flow Protocol Autheﬁgcation Authef]ft’ipcation Encf\i:tion
N I s e R
Do MO ap IS Smem L ows e

IPSec SA List

Entry Count: 2 @ Refresh
1D Name SPI Direction Tunnel ID Data Flow Protocol Autheﬁgcatian Autheistipcatian Encf;rs;tion
Lo T mmaic wmeswmc oo L ws e
D e I s SO0 smmsess o s aoes

Step 3: Configurations on EAP Discovery Host

1) Connect the computer that is running EAP Discovery Utility and the EAP to the switch
in the branch office. Then open EAP Discovery Utility to let it discover the EAP as
shown below.
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7 Utility v1.0.3 - TP-LINE

Search: IP, MAC, Model, Status

Select MaC Address IF hddress Model Wersion Status Action

E0:c7:bf:Ob:be:00 192, 168.0.164  EAP225  1.2.0 Build 20170... Pending

Displayed EAP: 1 Select 411 Batch Manage

2) After EAP Discovery Utility finds the EAP, click Manage, and then fill in the IP address
of the Controller Host and the Username/Password of the EAP (admin/admin by
default) to let EAP Controller find and manage this EAP.

overy Ttility v1.0.3 - TP-LINK

Search: TP, MAC, Model, Status Q)

Device Information

Status!  Pendin
Se £ Version Status Action

Model:  EAP22E )
Build 20170... Pending

IF iddress:  192.168.0.164
MiC Address:  50:cT:bf:Obibe:O0

Controller Hostname/TP: 102.168. 2.8

Username: admin

Pazsword: i

Displayed EAP: 1 Select &11 Batch Manage

@ Note:

After the EAP is successfully adopted by EAP Controller, you don't need EAP Discovery Utility
any more, thus you can remove the computer that is running EAP Discovery Utility from the
network.

Step 4: Adopt and Manage EAP

1) Run EAP Controller. The EAP which has been configured by EAP Discovery Utility in
the last step will appear in the Pending list as shown below, which means the EAP can
be adopted and managed by EAP Controller.
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Jtplink  Sites: Defauit v AP

" Comected Discomected Fending TS Users Guests
Map Statistics. ;‘f “, CC 1 Clients Insight Log
Pending All | Connected | Disconnected | Pending
Name, IP EE config | Performance @ Batcn Adop
4 Name/MAC Address 4 IP Address 4 Status £ Model % Hardware Version % Firmware Version % Client Number + Download % Upload Action
50:c7:bf:0b:be:00 192.168.0.164 Pending EAP225 10 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes ‘7: |
Page Size v 1 Afotal of 1 page(s) Page o GO

2) The EAP Controller will automatically adopt the EAP using the default username and
password (both are admin). If the Retry button appears in the Action column, it means
that the username and password of the EAP have been changed. You should enter
the current username and password of the EAP. If the EAP appears in the Connected

list as shown below, it means the EAP has been adopted and can be managed by EAP
Controller.

tp-link Sites: Default ~ APs stations:
Connected Disconnected Pending Users Guests
Map Statistics Access Points Clients Insight Log
Connected All | Connected | Disconnected | Pending
Name, [P Config | Performance @ rorget Al
4+ Name/MAC Address +IPAddress 4 Status 3 Model 4 Hardware Version 4 Firmware Version 4 ClientNumber 3 Download  # Upload Action

50:¢7:bf:0brbe:00 192168.0.164  Provisioning ~ EAP225 10 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes Ju1rTB

Page Size 1 Atotal of 1 page(s) Pageto co

Using DHCP Option 138 to Discover EAPs via VPN Tunnel

Demonstrated with the network topology below, this section provides configuration
procedures for managing EAPs at different sites via VPN Tunnel with DHCP Option
138. As shown below, the HQ and branch office are connected with each other through
IPsec VPN tunnel. The EAP Controller and VPN router TL-ER6120 are in the subnet
192.168.1.0/24 of HQ. EAP, switch T2600G-28TS as DHCP Server (supporting DHCP
option 138) and another VPN router TL-ER6120 are in the subnet 192.168.0.0/24 of
branch office.

HQ Branch Office
B D EEEEEEEEEEE Internet T UL LL L L L L EEREREE R LR ..
Router :" Router
, WAN 192.168.2.13 | | WAN192.168.2.10
Proiink IARATATA) | : ' | Do AR AT AT
LAN 192.168.1.0/24 ; : LAN 192.168.0.0/24 .
LAN To LAN IPsec VPN Tunnel Switch
: (DHCP Server)
P OO0 00 |
e wivivEvES)
EAP
5 s ¢ >
= ; a

EAP Controller

Controller Host

192.168.0.253/24 @

[ ———
Clients
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Step 1: Configurations on the Switch in Branch Office

1)

2)

Go to Routing > DHCP Server > DHCP Server to enable DHCP Server function.
For Option138, you should fill in the IP address of Controller Host which is
“192.168.1.253". The DHCP Server will then tell the EAPs where EAP Controller is,
so that EAP Controller and EAPs can communicate with each other among different
subnets.

Global Config
DHCP Server *' Enable Disable
Option 80: [ | (Optional)
Option 138: |1 092.168.1.253 | (Optional. Format: 192.168.0.1)

Ping Time Config

Fing Packets: |1 | (0-10 packets, 0 for disable ping)

Ping Timeout: [100 | (100-10000 miliseconds)

Excluded IP Address

Start IP Address: | | (Format: 192.168.0.1)

End IP Address: | | (Format: 182.168.0.1)

Excluded IP Address Table
Select ID Start IP Address End IP Address
Mo entry in the table.

[ ar ] [ petete | [ Hep |

@ Note:

Change switch's default IP address from 192.168.0.1 to 192.168.0.2 to avoid IP conflict with
gateway router.

Go to Routing > DHCP Server > Pool Setting to configure 192.168.0.0/24 IP address
pool for EAPs.
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DHCP Server Pool
Pool Name: [pranch | (8 characters maximum)
Network Address: [192.168.0.0 | (Format: 192.168.0.0)
Subnet Mask: [255.255. 255.0 | (Format: 255.255.255.0)
Lease Time: [1z0 | (1-2380 min, Default: 120)
Default Gateway: | | (Optional, Format: 192.168.0.1)
[192.168.0.1 |
| |
| |
DNS Server: | | (Optional, Format: 192.168.0.1)
EEEX: |
| |
| |

Netbios Server : | (Cptional, Format: 192.165.0.1)

Netbios Node Type: v | (Cptional, b/p/m/hinene)

Mext Server Address: | (Optional, Format: 162 165.0.1)

Domain Name: | (Cptional, 0 to 200 characters)

Bootfile: | (Optional, O to 128 characters)

@ Note:

Change switch's default IP address from 192.168.0.1 to 192.168.0.2 to avoid IP conflict with

gateway router.

Step 2: VPN Settings for the Router in Branch Office

Before you configure VPN, you should disable the DHCP server on the router in branch
office.

1) Goto VPN > IPSec > IPSec Policy to add a IPSec VPN Policy as the following page.
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Configuration

@ Add @ Delete

D Policy Name Mode Remote Gateway Local Subnet Remote Subnet Status Operation
Enabled
Policy Name: branch_HQ (1-32 characters)
Mode: LAN-to-LAN -
Remote Gateway: 192.168.2.13 (IP Address/Domain Name)
WAN: WANL -
Local Subnet: 192.168.0.1 24
Remote Subnet: 192.168.1.0 24
Pre-shared Key: 12345678 (1-128 characters)
Status: ~| Enable

Phase-1 Settings

Proposal:
Proposal:
Proposal:
Proposal:
Exchange Mode:
Megotiation Mode:

Local ID Type:

Remote ID Type:

SA Lifetime:

DFD:

DPD Interval:

md5-3des-dh2

® Main Mode

Initiator Mode

® [P Address

® [P Address

28800

«| Enable

10

Agaressive Mode

Responder Mode

NAME

NAME

seconds (60-604800)

seconds (1-300)
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Phase-2 Settings

Encapsulation Mode:
Proposal:

Proposal:

Proposal:

Proposal:

PF5:

SA Lifetime:

QK Cancel

® Tunnel Mode

esp-mds-3des

none

28800

Transport Mode

seconds (120-604800)

Configuration

@ Note:

«  Remote Gateway should be configured with the WAN IP address of the VPN router in

HQ.

e Local Subnet should be configured with the IP subnet of the Branch Office.

«  Remote Subnet should be configured with the IP subnet of HQ.

Step 3: VPN Settings for the Router in HQ

Configuring VPN settings on TL-ER6120 in HQ is similar to “Step 1". We won't describe

this in detail here.

IPSec Policy List

© add @ Delete

jiv] Policy Name Mode Remote Gateway Operation
Policy Name: HQ_branch
Mede: LAN-to-LAN -
Remote Gateway: 102.168.2.10 (IP Address/Domain Name)
WAN: WAN1 -
Local Subnet: 192.168.1.0 24
Remote Subnet: 192.168.0.1 24
Pre-shared Key: 12345678 (1-128 characters)
Status: »| Enable
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Configuration

seconds {120-604800)

Proposal: md5-3des-dh2 v
Proposal: -— -
Proposal: --- A 4
Proposal: -— -
Exchange Mode: & Main Mode Aggressive Mode
Negotiation Mode: Initiator Mode ® Responder Mode
Local ID Type: ® [P Address NAME
Remote ID Type: ® [P Address NAME
SA Lifetime: 28800 seconds (60-604800)
DPD: »| Enable
DPD Interval: 10 seconds (1-200)
Phase-2 Settings
Encapsulation Mode: & Tunnel Mode Transport Mods
Proposal: esp-md5-3des -
Proposal: --- -
Proposal: -— -
Proposal: --- -
PF5: none b
SA Lifetime: 28800

0K Cancel

@ Note:

« Remote Gateway should be filled in with the WAN IP address of the VPN router in the

branch office.

. Local Subnet should be filled in the IP subnet of HQ.

. Remote Subnet should be filled in the IP subnet of the Branch Office.

. Negotiation Mode should be chosen the Responder Mode in HQ (Negotiation Mode

has been chosen as the Initiator Mode in Branch Office.

e Pre-shared key should be filled with the same number string.
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After all settings are done, the VPN tunnel will be established between the HQ and branch
office as shown below.

Entry Count: 2 @ Refresh

AH ESP ESP

(o] Name SPI Direction Tunnel ID Data Flow Protocol Authentication Authentication Encryption

L maben TS0 aane wmiesomes
2 M MOPSS e s smesemes o mes oo
IPSec SA List
Entry Count: 2 @® Refresh
ID Name SPI Direction Tunnel ID Data Flow Protocol Autheﬁtication AutheistiZation EncEySpFu’tion
Lo YRSy mmeaic  smessomc oL ws s
D owwe T e SO0 SseedMe L s o

Step 4: Adopt and Manage EAP

1) Run EAP Controller. The EAP which has DHCP option 138 configured from the last
step will appear in the Pending list as shown below, which means the EAP can be
adopted and managed by EAP Controller.

y tp-link Sites: Default v APs Stations:

Users Guests

Connected Disconnected Pending

Map Statistics Acce 5 Clients Insight Log

Pending All | Connected | Disconnected | Pending
Name, IP EEE config | Performance @ Bach Adopt
4 Name/MAC Address $IPAddress 4 Status  $ Model 4 Hardware Version 4 Firmware Version 4 Client Number 4 Download % Upload Action
50:c7-bf Obrbe 00 192.168.0.3 Pendin: EAP225 10 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes I, 7i
Page Size - 1 Atotal of 1 page(s) Page to GO

2) The EAP Controller will automatically adopt the EAP using the default username and
password (both are admin). If the Retry button appears in the Action column, it means
that the username and password of the EAP have been changed. You should enter
the current username and password of the EAP. If the EAP appears in the Connected
list as shown below, it means the EAP has been adopted and can be managed by EAP
Controller.

Sites: Default APs Stations:

Connected Disconnected Pending Users Guests

Statistics - Clients Insight Log

Connected All Disconnected | Pending
Name, IP Config | Performance @ Forget Al
% Name/MAC Address % IP Address % Status % Model % Hardware Version + Firmware Version % Client Number + Download % Upload Action
50:c7-bfOb-be:00 192.1680.3 Configuring EAP225 10 1.2.0 Build 20170828 Rel 67446 0 0 Bytes 0 Bytes Tl T E
Page Size - 1 Atotal of 1 page(s) Page to GO

Using Discovery Utility to Discover EAPs via NAT Port Forwarding

Demonstrated with the network topology below, this section provides configuration
procedures for managing EAPs at different sites via NAT Port Forwarding with EAP
Discovery Utility. the HQ and branch office are connected with each other. The EAP

Controller and TL-ER6120 (VPN router) are in subnet 192.168.1.0/24 of HQ. The EAP
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Discovery Utility, EAP and TL-ER6120 (VPN router) are in subnet 192.168.0.0/24 of the
branch office.

HQ Branch Office
e Internet . .
Router N 5‘ Router
WAN 192.168.2.8 :
P SO0 H : Proe [afaYaYal
Switch
o SO0 00
i Q0000

EAP
Utility
f———

192.168.1.253/24

|
Controller Host
: : —

Step 1: Configure Port Forwarding Rules on the Router in HQ

1) Go to Advanced > NAT > Virtual Server and configure virtual server for All ports,
ranging from 29810 to 29814. Configure Internal Server IP with 192.168.01.253,
which is the IP of the Controller Host.

Virtual Server List

© Add @ Delete

External Internal

j) Name Interface Port Port Internal Server IP Protocol Status Operation
Enabled
Name: controller
Interface: WAN1 A4
External Port: 20510-29814 (XX or XX-¥X ,1-65535)
Internal Port: 29810-29814 (XX or X¥-XX ,1-65535)
Internal Server IP: 192.168.1.253
Protocol: ALL -
Status: v| Enable
oK Cancel

Click OK and the configured NAT Port Forwarding rules will be displayed on the
following page.

Virtual Server List

@ add @ Delete
External Internal .
ID Mame Interface Internal Server IP Protocol Status Operation
Port Port
29810- 29810- =
1 controller WAN1 20814 Sasi4 192.168.1.253 ALL Enabled € (B ]

Step 2: Configurations on the Discovery Host
1) Connect the computer that is running EAP Discovery Utility and EAP to the switch in
branch office. Then open EAP Discovery Utility to let it discover the EAP as shown
below.
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r Utility v1.0.3 - TP-LINE

Search: IF,MAC,Model, Status @

Select MAC Address IF iddress Model Wersion Status Action

50:cT:bf:Obsbe:00 192,168.0.164  EAP225  1,2.0 Build 20170... Pendine

Displayed EAP: 1 Select All Batch Manage

2) After EAP Discovery Utility finds the EAP, click Manage, and then fill in the WAN IP
address of the router in HQ and the Username/Password of the EAP (admin/admin by
default) to let EAP Controller find and manage this EAP.

EAP Discovery Utility wl1.0.3 - TP-LINE

Search: IP,MAC,Model, Status ()

Device Information

Status:  Pendi
Se atas g Wersion Status Action

Wodel: EAP2Z5 _ _
Build 20170... Pending

IP Address:  192.168.0.164
Mac Address: 0:cT:bf:0bibe: 00

Controller Hostname/TP: 192. 1688, 2.8
Tsername: admin

Password: =ttt

Dizplayed EAP: 1 Select A1l Batch Manage

Step 3: Adopt and Manage EAP

1) Run EAP Controller. The EAP which has been configured by EAP Discovery Utility in
the last step will appear in the Pending list as shown below, which means the EAP can
be adopted and managed by EAP Controller.
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p-link Sites: Default ~ APs 0 1 o U
Connected Disconnected Pending Users Guests
Map Statistics ‘Access Points Clients Insight Log
Pending All | Connected | Disconnected | Pending
Name, IP W Config | Performance @ Barcn Acopt
% Name/MAC Address %+ IP Address + Status % Model + Hardware Version 4 Firmware Version % Client Number + Download % Upload Action
50:¢7:bf Obrbe 00 192 168 0.164 Pending EAP225 10 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes | Adopt |
Page Size - 1 Atotal of 1 page(s) Pageto GO

2) The EAP Controller will automatically adopt the EAP using the default username and
password (both are admin). If the Retry button appears in the Action column, it means
that the username and password of the EAP have been changed. You should enter
the current username and password of the EAP. If the EAP appears in the Connected
list as shown below, it means the EAP has been adopted and can be managed by EAP
Controller.

tp-link Sites: Default APs stations:

Connected Disconnected Pending Users Guests
Map Statistics Access Points Clients Insight Log
Connected All | Connected | Disconnected | Pending
Name, IP Config | Performance a Forget All
% Name/MAC Address % IP Address % Status % Model % Hardware Version $ Firmware Version % Client Number % Download $ Upload Action
50:c7:bf:0b:be:00 192.168.0.164  Provisioning ~ EAP225 1.0 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes v TE
Page Size - 1 Atotal of 1 page(s) Pageio GO

Using DHCP Option 138 to Discover EAPs via NAT Port Forwarding

Demonstrated with the network topology below, this section provides configuration
procedures for managing EAPs at different sites via NAT Port Forwarding with DHCP
option 138. As shown below, the EAP Controller and a VPN router (TL-ER6120) are in the
subnet 192.168.1.0/24 of HQ. EAP, switch T2600G-28TS as DHCP Server (supporting
DHCP option138) and another VPN router (TL-ER6120) are in the subnet 192.168.0.0/24
of Branch Office.

HQ Branch Office
e . Internet il .
Router “-. ! Router
WAN 192.168.2.8 ! :
P oo : A — cooo
Switch

o 5o 000
e [ N N

EAP

EAP Controller : :

[ ——— : :

Controller Host @
: : )

192.168.1.253/24
Clients
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Step 1: Configure Port Forwarding Rules on the Router in HQ

1) Go to Advanced > NAT > Virtual Server and configure virtual server for All, ranging
from 29810 to 29814. Configure Internal Server IP with 192.168.01.253, which is the
IP of the Controller Host.

Virtual Server List

© Add @ Delete

External Internal

1D Name Interface Part Port Internal Server IP Protocal Status Operation
Enabled
MName: controller
Interface: WAN1 -
External Port: 29810-29814 (30 or XX-¥X ,1-65535)
Internal Port: 29810-29814 (3¢ or X¥-XX ,1-65535)
Internal Server IP: 192.168.1.253
Protocol: ALL -
Status: v| Enable
oK Cancel

Click OK, the configured NAT Port Forwarding rules will be displayed on the following
page.

Virtual Server List

© Add @ Delete
D MName Interface External Internal Internal Server IP Protocol Status Operation
Port Port
1 controller wang 29810 29810- 102.168.1.253 ALL Enabled @ [ @

20814 29814

Step 2: Configurations on Switch in Branch Office

1) Go to Routing > DHCP Server > DHCP Server to enable DHCP Server function. Set
DHCP option 138 as the WAN IP (192.168.2.8) address of the router which is behind
the EAP Controller in HQ.

Configuration Guide = 31



Configuration

Global Config
DHCP Server ® Enable Disable
Option 60: [ | (Optional)
Option 138: [192.168.2.5 | (Optional. Format: 192.168.0.1)

Fing Time Config

Fing Packets: |1 | (0-10 packets, 0 for disable ping)

Ping Timeout: [100 | (100-10000 miliseconds)

Excluded IP Address

Start IP Addrass: [ | (Format: 192.168.0.1)

End IP Address: [ | (Format: 192.168.0.1)

Excluded IF Address Table
Select ID Start IP Address End IP Address
No entry in the table.

[ an | | Delete | | Help |

@ Note:

Change switch's default IP address from 192.168.0.1 to 192.168.0.2 to avoid IP conflict with
gateway router.

2) Go to Routing > DHCP Server > Pool Setting to configure 192.168.0.0/24 IP address
pool for EAPs, and Click Apply.
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DHCP Server Pool

Pool Name: [pranch | (& characters maximum)

Metwork Address: |‘1 92.165.0.0 | (Format: 132.163.0.0)

Subnet Mask: |255.255.255.D | (Format: 255.255.255.0)

Lease Time: [120 | (1-2380 min, Default: 120)

Default Gateway: | | (Optional, Format: 192.168.0.1)
[192.168.0.1 |

DNS Server: : : (Optional, Format: 192.1658.0.1)
8888
| |

Methios Server : | (Optional, Format: 192.1658.0.1)

Metbios Node Type: v | (Optional, b'p/m/hinone)

Domain Name: | (Optional, 0 to 200 characters)

|
|
MNext Server Address: | | (Optional, Format: 192.168.0.1)
|
|

Booffile: | (Optional, 0 to 128 characters)

Step 3: Adopt and Manage EAP

1) Run EAP Controller. The EAP which has been configured by DHCP option 138 in the
last step will appear in the Pending list as shown below, which means the EAP can be
adopted and managed by the EAP Controller.

3= tp'”nk i B ae= (:onn;ded Dis:un;veded Pending SEHonsy Users Guests
Map Statistics Au:ﬁsFoilis Clients Insight Log
Pending All | Connected | Disconnected | Pending
Name, 1P Config | Performance @ satch Adop
4 Name/MAC Address 4IP Address % Status 4 Model 4 Hardware Version 4 Firmware Version 4 Client Number 4 Download 4 Upload Action
50:c7:bf.0b:be:00 192.168.0.3 Pending EAP225 1.0 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes |;\
Page Size - 1 Atotal of 1 page(s) Pageto GO

2) The EAP Controller will automatically adopt the EAP using the default username and
password (both are admin). If the Retry button appears in the Action column, it means
that the username and password of the EAP have been changed. You should enter
the current username and password of the EAP. If the EAP appears in the Connected
list as shown below, it means the EAP has been adopted and can be managed by the
EAP Controller.
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tp-link Sites: Default v APs stations:
Connected Disconnected Pending Users Guests

Map

Statistics Access Points Clients Insight Log

Connected

Name, IP

4+ Name/MAC Address

50:¢7°bf Ob'be 00

Page Size -

All | Connected | Disconnected | Pending

nfig | Perforr @ Forget Al
% IP Address 4 Status 4+ Model % Hardware Version 4+ Firmware Version % Client Number %+ Download : UplOﬂd Action
19216803  Provisioning  EAP225 10 1.2.0 Build 20170828 Rel. 67446 0 0 Bytes 0 Bytes g B
1 Atotal of 1 page(s) Page to GO
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