


TP-Link FW Release Notes

	Product Name
	Archer C5 (ESWISP) 4.0

	Firmware Version
	3.16.0 0.9.1 v600c.0 Build 200911 Rel.7646n

	Release Date
	Sep 23, 2020

	Release purposes:
1. Change Agile config version from 2.0(200610 FW) to 1.1(200911   FW).
2. Display the Main function difference between version 200911 to version 190115. 


	Change items:

	New features, feature changes

	No.
	Description
	Note

	1
	Support 2 level accounts function.
	

	2
	Add RE mode.
	

	3
	Support TR143 v1.1.0.
	

	4
	Support use TR069 to have wifi neighbour scan.
	

	5
	Support Agile ACS 1.2. 
	

	6
	In Status web page, it will show WAN connection link rate. 
	

	7
	Show wireless client information, include wireless standard，channel width，rx/tx tranffic，signal,connection speed. 
	

	8
	Enable LAN/WAN node data Statistics function by default, you can use TR069 to get Statistics data. 
	

	9
	Add display of product ID in FW upgrade page. 
	

	10
	Add support for Option 43. 
	

	11
	Add support of IPv6 PD only function. 
	

	12
	Show LAN Linkup/down in System Log. 
	

	13
	Show link rate in Wireless Statistics.
	

	14
	In Network Map page, show duplexmode info for Lan port. 
	

	15
	IGMP version switch：can choose v2 or v3. 
	

	16
	Auto Reboot Custom time，can choose 1-30 day. 
	

	17
	Modify trunk design of TxBurst and WMM，enable TxBurst by default，won’t select WMM in web page. 
	

	18
	Show SN item in bottom part of WebUI.
	

	19
	Add three flash support：
EN25QH32B/EN25QH64A/XM25QH64A. 
	

	20
	Enable CWMP by default. 
	

	21
	Add C5-Mesh Lite, Network Roaming function.
	

	22
	Support three languages, Enilish, Italian, Spanish
	

	

	bug fix

	1
	Bug Fix - “Static Routes Issues”
	

	2
	Bug Fix - “PPPoE Reconnect Issue”
	

	3
	Bug Fix – “Three models dongle MTS 829F、Beeline E3370、Tele2 3372h-153 cannot be used in Archer C5”
	

	4
	Big Fix – “Solve the compatibility problem between c5v4 (7612) chip and Samsung mobile phone, there is no network service after Samsung mobile phone is associated for a period of time”
	

	

	secure updates

	1
	Fix security issue："CVE-2018-15701"，which DoS attack may leads httpd fail.
	






